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TELECOMMUNICATIONS AND Y2K: COMMU-
NICATING THE CHALLENGE OF THE YEAR
2000

FRIDAY, JULY 31, 1998

U.S. SENATE,
SPECIAL COMMITTEE ON THE YEAR 2000

TECHNOLOGY PROBLEM,
Washington, DC.

The committee met, pursuant to notice, at 9:33 a.m., in Room
192, Dirksen Senate Office Building, Hon. Robert F. Bennett
(chairman of the committee), presiding.

Present: Senators Bennett, Collins, Smith, Dodd, and Bingaman.

OPENING STATEMENT OF HON. ROBERT F. BENNETT, A U.S.
SENATOR FROM UTAH, CHAIRMAN, SPECIAL COMMITTEE ON
THE YEAR 2000 TECHNOLOGY PROBLEM

Chairman BENNETT. The committee will come to order. We wish
you good morning, and welcome to the fifth hearing of the Year
2000 technology problem. To date, we have held hearings on the
energy utilities, financial services industry, and health care. Those
who follow the committee’s activities know that our future hearings
will include transportation, general government services, and gen-
eral business issues.

I am gratified to be able to report that the previous hearings
have produced some results. For example, last week’s hearing,
which was on health care issues, exposed the fact that many manu-
facturers of health care instruments have been derelict in their re-
ports to various government agencies, and between last week and
this week, there have been a deluge of such reports. Apparently,
we got some people’s attention and that is one of the main pur-
poses of the committee and the hearings. We hope that some bene-
ficial results will come out of today’s hearing on the global tele-
communications infrastructure.

Let me begin the hearing by noting that this global infrastruc-
ture is the central nervous system of modern society. Daily, 270
million Americans depend upon this complex web of voice, data,
and video services that enable their telephones, radios, fax ma-
chines, computer networks, and televisions and other information
appliances, including the pagers that call the Members of the
House of Representatives to come vote. We had a failure in that
system a little bit ago and the House was forced to go back to sys-
tems of bells and hand signals and they, frankly, did not quite
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know how to react. I am not sure the Senate would do any better
if our pagers were to go down.

Major national and international enterprises, such as emergency
response, national security, finance, transportation, health care,
government, energy distribution, and others are critically depend-
ent on reliable, 24-hour-a-day, 7-day-a-week telecommunications.
That is why this hearing is so important.

Without these services, our ability to receive, gather, and re-
spond to information would be as limited as it was for our
forbearers before Alexander Graham Bell invented the telephone.
Some critical enterprises which depend upon telecommunications
services include the National Weather Service, the Department of
Defense, the Federal Reserve System and Wall Street, the National
Airspace System, the American Red Cross’s blood service and the
United Network for Organ Sharing, as well as the national electric
power grid. I can go on and on, but I think I have made the point.

I have great concerns that our global telecommunications infra-
structure can ride out the millennium date change without signifi-
cant disruptions for three reasons. First, it is a highly complex sys-
tem of systems. The opportunity for a breakdown in one place to
ricochet around through other places is very, very high.

Second is the fact that there is no identifiable U.S. public or pri-
vate body taking the lead on the global aspects of Y2K tele-
communications problems. Not only is it a complex system of sys-
tems, it is multifaceted in its regulatory and ownership structure.

And finally, the fact that to have successful communications,
both parties must be able to send and receive information. It is not
enough just to be ready yourself. So the solution to this problem
for those who are working on it depends upon cooperation from oth-
ers.

Now, with regard to the complexity of global telecommunications,
the sheer number of players illustrates the problem. Today in the
United States, there are five long distance carriers, not including
the growing number of long distance resellers, five major national
television broadcasters, six Regional Bell Operating Companies,
more than 1,000 small telephone companies, 16 communications
satellite providers, more than 4,500 Internet service providers,
hundreds of cellular phone companies, thousands of broadcast radio
stations, and over 11,000 cable service companies. This just cap-
tures the infrastructure in the United States. It does not include
the thousands of large and small communications equipment man-
ufacturers.

Finally, it must be pointed out that this infrastructure relies on
hundreds of millions of lines of computer code. It is too great a leap
of faith to believe that all the elements of an endeavor this complex
will be ready at the stroke of midnight just 17 months from today,
especially in light of the limited readiness the industry has shown
to this committee so far.

As for coordination and oversight of telecommunications, let me
note something from a 1995 National Research Council report, and
I am quoting, ‘‘In 1984, it was clear what the telecommunications
information infrastructure was and who defined it. It was, in es-
sence, the telephone and broadcast networks. The defining players
were AT&T, the Federal Communications Commission, and the
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broadcasters. You got only the connectivity and services that were
offered; compared with what is available today, it was not much.’’

‘‘All of this has changed radically. Instead of being defined by
monopoly suppliers and regulators, the telecommunications infra-
structure has become more closely defined by both market demand
and an explosion of supporting technologies that have been brought
to the market by myriad suppliers. There has been much move-
ment away from a supplier-defined infrastructure to a user-and
market-defined infrastructure.’’

In this new world of telecommunications which has given rise to
a revolution of new services, no one party is charged with the task
of assuring the reliability and interoperability of the entire net-
work, and this is what has made the millennium bug a much hard-
er beast to squash, as it only has to show up in one link in a com-
munications chain to cause mayhem.

Finally, let me return to the two-way nature of telecommuni-
cations. Simply put, if the long distance carrier is up and running
but the regional carrier is down, the long distance call does not go
through. If the Internet backbones are working but the local Inter-
net service provider is off-line, the World Wide Web is inaccessible
to the user. And if a financial payment can be received in New
York but cannot be sent from overseas, the transaction will not
occur.

Like it or not, there is a link-to-link connectivity that starts lo-
cally, goes regionally, continues on nationally, and finally ends
internationally in this network upon which telecommunications
and the enterprises supported by telecommunications critically de-
pend. I am expecting today’s panel to tell us how they are going
to take charge and address this challenge. Getting telecommuni-
cations ready for the Year 2000 is a massive task that will require
tremendous cooperation and coordination, but it is a task we must
complete.

I am informed that Senator Dodd is tied up in D.C. traffic. I am
sure the telecommunications industry controlling traffic lights by
satellite had nothing whatever to do with his problem and that he
will be here shortly and we will look forward to his opening state-
ment when he arrives.

We will go ahead with our first witness. We are beginning with
a staff presentation on the complexity and interdependencies of
global communication.

Senator Bingaman, I apologize. I was so wrapped up in my own
rhetoric, I did not see you come in. [Laughter.]

Senator BINGAMAN. I am sure that we all were, Mr. Chairman.
[Laughter.]

Chairman BENNETT. I am sure that has never happened to any
other chairman before.

Senator, we welcome you this morning and would be happy to
have you make an opening statement.

OPENING STATEMENT OF HON. JEFF BINGAMAN, A U.S.
SENATOR FROM NEW MEXICO

Senator BINGAMAN. Mr. Chairman, you have made a very excel-
lent opening statement and I will just briefly say, I think this is
a very important hearing. I believe there are a great many com-
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plexities that I do not begin to understand about the telecommuni-
cations infrastructure that we all depend upon for national security
needs as well as our economic welfare. I hope that this hearing will
help to elucidate some of that and I hope it will also help us to sort
out who is doing what to ensure that the system continues to func-
tion properly after the first of January of the Year 2000. So thank
you for scheduling the hearing and I look forward to the witnesses.

Chairman BENNETT. Thank you.
We will begin with a staff presentation on the complexity and

interdependencies of global telecommunications. Dr. Judith List,
vice president of Y2K Programs at Bellcore, a leading supplier of
telecommunications software and engineering services, will de-
scribe the scope of the Y2K problem in the context of the national
and global telecommunications infrastructure and she will identify
specific vulnerabilities facing the industry.

STATEMENT OF JUDITH LIST, PH.D., VICE PRESIDENT AND
GENERAL MANAGER, INTEGRATED TECHNOLOGY SOLU-
TIONS BUSINESS UNIT, BELLCORE

Ms. LIST. Thank you, Senator Bennett, Senator Bingaman, for in-
viting me to testify on how telecommunications networks could be
affected by the Year 2000 technology problem. I am Judy List, vice
president and general manager of Integrated Technology Solutions
for Bellcore.

Bellcore, an SAIC company headquartered in Morristown, NJ, is
a leading provider of communications software, engineering, con-
sulting, and training services based on world class research. Our
customers include major telecommunications carriers as well as
telecom companies of all sizes, both in the United States and
abroad. The business I head for Bellcore provides Year 2000 serv-
ices primarily in the telecommunications industry, carriers and
suppliers, financial institutions, and power utilities.

In response to your request, I will focus today on what Bellcore
is doing for the industry concerning Year 2000 on elements of tele-
communications networks that could be impacted by the Year 2000
problem, on the challenges of testing, on the outlook for the prob-
lem as I see it, and on what positive steps can be taken to help
with the problem. I would be happy to answer your questions dur-
ing my briefing.

To set the stage, let me say that Bellcore has been working on
the Year 2000 problem since 1993, with concerted effort beginning
in 1995. Bellcore currently supports approximately 150 software
system products that are installed in the networks or operations of
its licensed customer users. Those users include top tier local ex-
change carriers, among others. The software systems products in-
clude operation support systems and network system that support
provisioning, maintenance, and other management functions for
local telephone services. All Bellcore-supported software system
products either are now, or will be by the end of 1998, Year 2000
functional.

We have also been actively providing our licensees and other cus-
tomers with Year 2000 information through information kits, our
website, and through customer meetings and forums. Bellcore also
worked with telecommunications carriers and equipment suppliers
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to develop a set of generic requirements for Year 2000
functionality. Bellcore’s GR–2945 was available to the industry on
January 1, 1997.

In both private and public networks, as in software and hard-
ware computing systems, Year 2000 impacts are possible at every
layer of the computing infrastructure. That is, Year 2000 problems
can be found in applications, operating systems, databases, file sys-
tems, protocols, middleware, and hardware platforms, as well as in
the interfaces between interconnected systems.

I would like to turn your attention to the chart at the side of the
room so that I can describe how calls are processed through our
communications network as a means of illustrating where Year
2000 vulnerabilities are and where they are not.

Networks are large distributed computing environments. The
point that I would like to leave you with before I go through the
chart is that where we see Year 2000 vulnerabilities in the network
is not in the fundamental call processing and data routing of infor-
mation through the network. Rather, the vulnerabilities are largely
in the operations, administration, and maintenance functions that
support that fundamental call processing, and I hope that by going
through this chart and following the path of a telephone call
through the network that you will understand that point.

Senator BINGAMAN. Could I ask you to be a little more specific?
Are you saying that the calls will continue to go through but the
ability of companies to track what they are doing and all is what
is in danger? They are not going to be able to send accurate bills
out and that sort of thing afterwards?

Ms. LIST. Right. To set up a telephone call, from the time some-
body picks up a receiver on one end until it is connected on the
other end through the various switches and other network equip-
ment across various telephone carriers, carries very little date in-
formation that is processed in order to set up that call and estab-
lish that connection. The date-sensitive processing that goes on is
largely for billing purposes, to provision the service, to maintain
services so that you can detect faults and alarms in the network.

Problems in those functions could ultimately impact the ability
to provide service. So, for example, if there is an alarm condition
in a switch and it is unable to be detected because a technician
cannot get into an administrative system to look at the error log
because passwords have aged, could ultimately impact the ability
for the switch to function. But in terms of the actual setup of a call,
from the time somebody picks up a telephone until it is connected
on the other end, there is very little date-sensitive information that
is processed to set up that call.

Senator BINGAMAN. So you are saying that you do not expect an
interruption in the ability to use the telecommunications system on
the first of January of the Year 2000. What you do think is that
some of these embedded problems may cause the system to deterio-
rate over a period after that, is that right?

Ms. LIST. That is the more likely scenario.
Senator BINGAMAN. Thank you, Mr. Chairman.
Ms. LIST. Thank you. Let me just orient you to the chart ini-

tially. There are two large ovals that represent local exchange car-
rier networks. In between them is an interexchange carrier net-
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work, and I am primarily addressing a domestic telecommuni-
cations network, although the points are applicable to an inter-
national carrier, as well. In addition, we have represented a com-
petitive local exchange carrier in yellow that we are representing
as a wireless carrier.

On the top, in the light purple shading, are many of the adminis-
trations and operations functions of a network—service activation,
the service ordering process, service assurance, detecting faults and
troubles and sending technicians out to them, billing processes, a
lot of the network management kinds of capabilities.

On the far right, we have represented a portion of a large com-
mercial enterprise. This is not a complete private network. What
it represents is a call center network, where customer service rep-
resentatives might be taking calls, and in the example that I will
use, you could imagine this might be a large mail order catalog
company that is receiving a variety of customer calls from cus-
tomers and they are being routed to different service representa-
tives.

Chairman BENNETT. Could we consider the pink portion the U.S.
Senate with all of its telephone calls?

Ms. LIST. Absolutely.
Chairman BENNETT. OK. That will help us understand what dis-

aster awaits us.
Ms. LIST. There you go. The red boxes inside of the network ele-

ments and the red lines between network elements indicate where
there is date-sensitive processing in the telecommunications net-
work. Analyses that we have done for our customers indicate that
75 percent of voice networking devices have date-sensitive process-
ing in them. About 25 to 35 percent of data networking devices
have date processing in them. And almost 100 percent of the net-
work management devices have date-sensitive processing in them.
The question is, what do those dates do?

What I would like to do is walk you through an 800 call through
the network so that you can see how calls are processed through
the network and where date-sensitive information comes into play.
In many ways, an 800 call is like a typical telephone call. There
is a little bit of added complexity to an 800 call because of the na-
ture of that call that I will explain in just a moment.

Let us say that the scenario is that a caller wants to place a call
to a mail order catalog or perhaps they are trying to call into the
Senate offices. The person picks up the telephone. What happens
is the switch detects that someone has picked up the telephone and
sends a dial tone to that telephone. It happens in milliseconds. The
person dials the telephone number. Those tones are received by the
switch and the switch recognizes that this is an 800 call and that
it needs to do some special processing on the 800 call.

At that point, it sends a question or a query up to a service con-
trol point, or an SCP. The SCP’s function is to take the 800 number
and translate it into an actual destination telephone number. Let
us say that they are calling into Washington and the actual des-
tination is Washington, D.C., or a mail order catalog company in
Idaho, for example. It sends that actual destination telephone num-
ber back down to the switch. That is the special processing that
goes on in an 800 call.
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At that point, the call is treated very much like any other tele-
phone call. The switch knows, based on the area code and the
three-digit exchange, which end office switch to route the call to
across the network. Let us assume that it is a long distance call.
It goes through a local tandem to an access tandem. The access
tandem hands off the call to an interexchange carrier. The inter-
exchange carrier then hands off to a local exchange carrier on the
other end, back through again an access tandem, a local tandem,
to an end office switch, and ultimately terminates at a private
branch exchange, which is a small private switch at the end user’s
site, whether it is the catalog company or in the Senate offices.

The information that is used to set up that call is the telephone
number of the person who is calling, the telephone number of the
person who is being called, and there is date and time information
in that call setup message, primarily for billing purposes. It is not
used to actually establish the call.

Where we see date processing is in the support functions for the
network, and these support functions may sometimes be in the net-
work equipment themselves, in the switches, the boxes in the local
exchange network where you see red marks, or it may be in the
support systems, the purple shaded areas as well as the other
green rectangles at the top, that support those functions.

Let me again use 800 service. Eight-hundred service has a serv-
ice management system where when a large mail order catalog or-
ders service, they call into the telephone company and they say, ‘‘I
want to get an 800 number.’’ That order is processed through a cus-
tomer negotiation system service order and then that service is en-
tered into the service management system.

The kinds of things that are entered, an 800 telephone number
is reserved. It is reserved for a certain period of time. Activation
of that service may be scheduled for a future date. All of that is
date-related information that is important in the support and pro-
viding 800 service, but it is not directly involved in the processing
of an 800 call itself.

In another instance, a billing example, for example, telephone
companies use date and time information to provide detailed
records to customers of their calling, as well as in some instances
to time the amount of the call or to use different rates for daytime
versus evening or weekends, et cetera.

Senator BINGAMAN. I was just going to ask, taking the example
you are using, a 1–800 number that is reserved for a period of time
to a particular customer, if the system reflects or does not accu-
rately register the fact that you are now in the Year 2000 and you
are still within the right period of time, would the customer’s abil-
ity to use that 1–800 number be lost?

Ms. LIST. That is a possible scenario. It is a 6-month window
that an 800 number can be reserved or scheduled up to be acti-
vated within 6 months. If that 6-month period covers the boundary
over the millennium rollover, it is a possible scenario if there is a
Year 2000 problem that it could not recognize—it may decide that
that time period has expired. It may not recognize that, in fact, the
service should be activated after that window.

I have discussed service activation processes as well as billing
processes. Another example is service assurance. If there is a prob-
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lem with a network element, it will detect that problem and report
it into a fault management system. The fault management system
does root cause analysis to determine the cause of the problem and
date and time information is passed with that reporting of the
trouble so that the network can establish when the trouble was
first detected. It then has a trouble ticket issued.

All of those dates and times are important, for example, in ad-
dressing service agreements that carriers may have with their cus-
tomers where they have to provide rebates if they do not recover
service within a particular period of time. So dates and times are
used in the fault management and network management service
assurance part of the network for those kinds of purposes.

There also are scheduling dates and times that are used in the
service assurance part of the support systems. So, for example, if
a technician is required to go out and fix a problem with some lines
that are out in the field or at a customer’s premises, those techni-
cians are scheduled and there is date and time information that is
involved in scheduling technicians for resolution of those problems.

Finally, let me turn to E–911 service, which I am sure is of par-
ticular interest. E–911 services are provided, in many ways, very
much like a regular telephone call. Somebody picks up the phone
to place an E–911 service. It is routed to the end office switch. The
switch recognizes that it is an E–911 call, sends it out over special
dedicated lines to an E–911 tandem, and the E–911 tandem, which
is a switch, then routes the call to the appropriate public safety an-
swering point, or PSAP. PSAP’s may be in county offices, they may
be in police departments, they may be in local fire departments.

Again, date and time information is passed along with the E–911
call, primarily for record keeping in the call, not for actual setup
of that call. However, date and time information is very important
for the PSAP’s because they date and time stamp the record of
when the call came in and maintain those records on tape, pri-
marily for emergency response recovery time, as well as for legal
reasons to have a record of the date and time that an emergency
call came in. So the PSAP equipment has date and time stamping
information that is important in it. But the calls will terminate in
much the same way that a regular telephone call would flow
through the network.

I hope this discussion has helped you to see where the Year 2000
vulnerabilities are in communications networks. So while I indi-
cated that a large proportion of network devices have date-sensitive
processing in them, that processing is primarily in the operations,
administration, and maintenance functions of the equipment, not
in the call processing or data routing capabilities. However, if Year
2000 problems are not found and fixed in these operations, admin-
istration, and maintenance functions, they could impact service.

Bellcore has conducted assessments of network equipment in a
number of major domestic and international carrier networks, as
well as risk assessments of the networks of a number of Fortune
50 companies. These analyses we have conducted on the Year 2000
issues in network equipment have covered thousands of voice and
data products manufactured by hundreds of United States and
international companies. We have analyzed the data gathered from
a variety of sources, including manufacturers’ responses to ques-
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tionnaires, information available on manufacturer websites, and
other publicly available sources. We have gathered and analyzed
this information in support of our customers. We have not em-
barked on a comprehensive survey of all carriers, large enterprises,
or equipment manufacturers.

The charts at the side of the room summarize our analyses of
these data based on our experience, but they have not been inde-
pendently verified. The first chart covers voice network products
and shows for each quarter the percentage of manufacturers who
plan to have their equipment Year 2000 functional in that quarter.
Combining the data from the third and fourth quarters of 1998, 87
percent of the products we surveyed are planned to be Year 2000
functional by the end of 1998. An additional 5 percent are planned
to be Year 2000 functional by the end of first quarter 1999. Of the
remaining 8 percent, there are 5 percent of those products that will
never be made Year 2000 functional, largely because they are man-
ufacturer discontinued products. The additional 3 percent will be
made Year 2000 functional sometime during or after the second
quarter of 1999.

The second chart refers to information on data network products.
Again, of the products for which we have collected data, if we com-
bine the first 2 bars, 91 percent of the products are planned to be
Year 2000 functional by the end of this year. An additional 5 per-
cent are planned to be Year 2000 functional by the end of the first
quarter of 1999. And of the remaining 4 percent, there are 3 per-
cent of the products that will not be made Year 2000 functional
and 1 percent are planned to be Year 2000 functional sometime
during or after 1999.

Senator BINGAMAN. Could I ask, now, are these charts indicating
that that percentage of the products being produced and sold are
Year 2000 functional or that that percentage of products in use are
Year 2000 functional?

Ms. LIST. It is the percent of products of the manufacturers that
we have surveyed. So they are products that are currently in the
inventories of a number of domestic and international carriers as
well as a number of Fortune 50 companies.

Senator BINGAMAN. So you are actually talking about the per-
centage of the equipment that is being used as part of the infra-
structure right now?

Ms. LIST. That is correct, the things that are currently being
used. But, for example, for equipment that is manufacturer discon-
tinued, if, in fact, it has Year 2000 vulnerabilities, it will need to
be replaced in the network or retired if the functionality can be
provided by another piece of equipment.

Chairman BENNETT. Thank you, Dr. List. This has been very
helpful. Your full statement will be included in the record.

Just to reinforce a few things, on your first chart, everything that
has red in it has a date-sensitive problem?

Ms. LIST. Yes.
Chairman BENNETT. So the deterioration that you talk about

over time could occur at any one of those points?
Ms. LIST. Potentially, yes.
Chairman BENNETT. Potentially. So we know that problems are

everywhere.
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Ms. LIST. Right. The data that we have says that about 75 per-
cent of voice networking devices have date-sensitive information in
them.

Chairman BENNETT. Seventy-five percent, if I got it from your
statement, of voice networking equipment is date-sensitive, 25 to
35 percent of the data networking equipment, and 100 percent of
the network management services.

Ms. LIST. Close to 100 percent, correct.
Chairman BENNETT. So it could strike anywhere. Now, I think,

given the size and complexity of the problems, it is critical that
contingency planning and disaster recovery be implemented. You
mentioned that in your statement. I understand that, statistically,
for every 4.5 code corrections that are made in the telecommuni-
cations software code, one new error occurs.

Ms. LIST. According to the Software Engineering Institute, it is
not just the telecommunications industry, it is software develop-
ment in general.

Chairman BENNETT. Software in general?
Ms. LIST. Yes.
Chairman BENNETT. That emphasizes the importance of test-

ing——
Ms. LIST. Absolutely.
Chairman BENNETT [continuing]. To find those errors. Nobody

deliberately puts an error in every 4.5 lines of code. But simply
opening it up and fixing the code, you could go 30 lines of code and
have no errors, and then you could go two lines of code and produce
two or three errors, and statistically, it works out that for every 4.5
lines of code that are fixed, there is an error.

So while your second chart was encouraging, the number of peo-
ple who expect to have things compliant at a relatively early date,
the question that I have to raise is, do we have enough time for
testing? Could you address that before you are through?

Ms. LIST. Certainly. The testing, manufacturers have different
definitions of what it means to be Year 2000 functional. I will talk
about what Bellcore’s approach is for Year 2000 functionality just
to give you a sense of what that means for us.

We consider a product to be Year 2000 functional when we have
completed unit testing of the particular part of the software code
that has been changed, multiunit testing, so looking at different
modules of the software that need to work together. We then do a
product test in a clock rollover environment, where we actually roll
the clock over, the millennium date, the leap year, a variety of
other dates, and then we do a capability test between our systems
that interact with one another in order to test those interfaces.

So when we say a system is Year 2000 functional, it has gone
through an extensive program of testing in order to understand
whether, in fact, we have addressed the Year 2000 problem in our
software and whether there have been other issues that have been
introduced as a result of those fixes. So testing is very important.

Ideally, you would like to test everything that you could test, but
that is not feasible, nor does it necessarily make good business
sense. It is a risk-benefit issue that needs to be addressed. There
is not enough time nor resource to test everything. Even if we had
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started many years ago, there is not enough time or resource to ad-
dress everything.

What most companies are doing is addressing the most critical
systems first and then working through their inventory and doing
various kinds of testing, depending on how much risk is presented
by various pieces of equipment. Things that are critical to the net-
work, large network elements that provide switching capability, for
example, many companies are relying on vendor testing, they are
doing their own testing once they get the equipment, they are
doing interoperability testing to make sure that the interconnec-
tions between that equipment and other pieces of equipment are,
in fact, functional, whereas other types of equipment that may
serve a much smaller role in the network and may not be as criti-
cally involved in the provision of services may not go through such
an extensive type of testing.

Chairman BENNETT. Let me raise one more issue with you and
then we will turn to Senator Dodd. One of the areas where the
Year 2000 problem has already hit us is credit cards. In the Christ-
mas buying season last year, December 1997, people would have
credit cards that would have an expiration date of 00 or 01 and
they would be rejected as having been 98 years out of date.

I have talked with American Express, who has an obvious inter-
est in seeing that this gets fixed, and they said, we are moving rap-
idly towards fixing the point-of-sale device—you swipe the credit
card in the point-of-sale device and it works—and fixing our receiv-
ing device where that information comes in and says, no, this really
is a current credit card, so we get that to work. But we cannot test
the system, running a credit card here and making sure it works
there, until the telecommunications system is up to Y2K standards
because that is the link between A and B, and even though we can
certify that A is Y2K-compliant and B is Y2K-compliant and the
telecommunications systems say the link is Y2K-compliant, we are
still not sure the system is going to work because the three fixes
might not talk to each other.

So it becomes imperative from their point of view that the tele-
communications system not only be Y2K-compliant by December of
1999, but that it be compliant much earlier than that so they can
run their own tests on it to see to it that the whole system works.
Do you have a comment on that challenge?

Ms. LIST. Well, in your particular example, they are really pass-
ing data over a telecommunications transmission facility and they
can do that today. If they have a Year 2000-compliant device on
one end and a Year 2000-compliant device on the other end and
they want to pass the information about the credit card number
and the expiration date——

Chairman BENNETT. They can do the passing, but they cannot do
the hookup test to see to it that the way you, and by you, I mean
generically telecommunications, not you, Judith List, the way you
have hooked up your device is, in fact, going to work with the way
they have hooked up their device, because we go back to this chart.
There is a red square virtually at every step along the way that
may or may not hook up correctly with their red square.

Ms. LIST. Right. But in trying to send this information through
the telecommunications network, nothing is done with the date in-
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formation that is being sent by the credit card company to—from
the point-of-sale terminal to the credit card company. It is simply
a set of bits that are being passed through the telecommunications
network.

In terms of the connections through the network, as I have men-
tioned, the call processing part of the network has very little date-
sensitive processing in it. The carriers do need to worry about the
operations, administration, and maintenance functions, but that is
not directly involved in the point-of-sale terminal sending that data
to the credit card company.

Chairman BENNETT. OK, fine. Thank you.
Senator Dodd?
Vice Chairman DODD. Thank you very much, Mr. Chairman. Let

me first of all, apologize to you and others for being a few minutes
late coming in, and thanking our witnesses and particularly thank-
ing our colleague, Senator Bingaman. He and his staff have done
a terrific job in putting this part of our overall set of hearings to-
gether here and focusing it.

I have a statement I want to make, but let me just ask you some-
thing quickly, Ms. List. We have had a number of different wit-
nesses and trying to get sort of a set of common usages of words
or common language in this discussion is not an insignificant prob-
lem. I have heard people talk about being Y2K compliant, Y2K
ready. You have repeatedly used the word ‘‘functional’’ in lieu of
the words ‘‘ready’’ and ‘‘compliant’’. Should I read something dif-
ferent in the word. Are functional and compliant synonymous?

Ms. LIST. People have varying definitions of compliance and it
has been used so broadly within the industry that there is confu-
sion about what compliant means. So Bellcore has chosen to be
very specific in what it means about being Year 2000 functional,
which is the definition I provided in my testimony, in order to
make sure that it is clear what we are referring to when we say
a system and we warrant our systems as being Year 2000 func-
tional.

Vice Chairman DODD. Can something be functional and non-com-
pliant?

Ms. LIST. Well, it depends on what your definition of compliant
is. I mean, therein lies the problem. [Laughter.]

I mean, that is the problem. There are various definitions and
there are no standard definitions of what it means to be——

Vice Chairman DODD. Could you be compliant and non-func-
tional?

Ms. LIST. It is possible, depending on what your definition of
compliance is.

Vice Chairman DODD. OK. That is very helpful. [Laughter.]
I appreciate that very much.
Senator BINGAMAN. You ought to pursue a career in politics.

[Laughter.]
Vice Chairman DODD. Maybe she already has. [Laughter.]
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OPENING STATEMENT OF HON. CHRISTOPHER J. DODD, A U.S.
SENATOR FROM CONNECTICUT, VICE CHAIRMAN, SPECIAL
COMMITTEE ON THE YEAR 2000 TECHNOLOGY PROBLEM
Vice Chairman DODD. Let me just make a couple of observations

if I could, Mr. Chairman. Again, I thank you immensely. These
have been so important, these hearings, and I think shedding a lot
of light on what needs to be done and really pointing out the im-
portance of these issues.

One of the reasons I was a little late getting in here this morning
was because of some traffic congestion all related to, and I know
everyone in this room and across the country feels as strongly as
all of us in this building do about the very sad loss a week ago
today of Officer Gibson and Officer J.J. Chestnut, and this morn-
ing, as the chairman knows and Senator Bingaman knows, there
is a funeral for J.J. Chestnut. Again, all of us, while we are having
this hearing here and we are focusing on this issue, all of us are
very mindful, as well, of the significant loss that all of us suffered
last week with the senseless killing of these two officers.

Second, Mr. Chairman, and I gather you mentioned this, we had
a pretty good hearing here a week or so ago on the medical implica-
tions of the Y2K issue. I thought it might be worthwhile just to
sort of take a minute and bring you up to date on where we are
with all of that.

Chairman BENNETT. I did mention it, but I think it would be
helpful if you have some specifics.

Vice Chairman DODD. As you know, the chairman, as well as my-
self, expressed our disappointment with the medical device manu-
facturers who had chosen not to comply with either the Food and
Drug Administration’s request for information or the request from
the Veterans Administration regarding these medical devices and
medical equipment.

In particular, Dr. Kaiser of the Veterans Administration testified
that there were 233 manufacturers who had failed to respond to
their requests for information about this medical equipment. How-
ever, we have been informed, the chairman and I have, that after
he returned to the VA from this very hearing room, his phone
started ringing off the hook, and as of today, the list of 233 has
been reduced to a list of 99.

I also want to tell you, Mr. Chairman, that I met, as well as you
did, with the senior officials from the Health Industry Manufactur-
ers Association earlier this week, and at that meeting, HIMA, as
it is called, told us that they are going to reverse their policy of
non-cooperating with the Food and Drug Administration’s requests
for information and they are going to issue a letter early next week
urging their 800 members to cooperate with all requests for infor-
mation.

There are a lot of other medical devices, but there are 2,700
manufacturers that may have Year 2000 complications. HIMA rep-
resents 800 of that 2,700, so it is not all inclusive, but they are urg-
ing very strongly their members to cooperate fully with the re-
quests from the Food and Drug Adminstration and from hospitals
and clinics around the country.

We have, after much unnecessary obstruction, I might point out,
from the Health and Human Services Agency, obtained from the
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FDA the list of the 2,200 manufacturers of computerized medical
devices that have not responded to their June 29 letter. We are
going to guard it closely right here for a few weeks. I said I would
earlier release that this week if people did not start complying.
They have, and we will wait another couple of weeks to see wheth-
er or not the progress on that is as good as it has been in the first
week. If it is not, then my intention would be to release the list
of companies that are not responding to these basic requests for in-
formation about their equipment.

Chairman BENNETT. They are not compliant or they are not func-
tional or they are not ready.

Vice Chairman DODD. Well, maybe neither in this case. It is hard
enough to fix these issues and talk about them, but if the compa-
nies are not letting the agencies know and the Veterans Adminis-
tration know whether or not their equipment is going to work or
not, that is just pretty standard stuff, if you cannot even commu-
nicate with them. So we will see how it progresses here over the
next couple of weeks.

On this issue here, just very briefly, when it comes to tele-
communications, I guess the bottom line in some ways is that the
telecommunications industry will be collectively calling, I guess,
sort of 911, and if we do not deal with this problem effectively, they
could end up with a busy signal there come January 1 and that is
the reason for getting into all of this issue this morning.

I will reserve, Mr. Chairman, the balance of the statement for
the record.

[The prepared statement of Senator Dodd can be found in the ap-
pendix.]

Vice Chairman DODD. I just would raise a couple of questions
here. One is, this is a unique problem in the sense, and the chair-
man has already addressed it in part, in that everyone else we
have talked to gets a period for testing. We have talked to people
who say, well, we are going to do it on weekends. There will be
holidays when the businesses are down. We can bring people in.
We can spend a couple of days and really run the traps on this.
The problem in the sense of telecommunications is there are no
weekends off. There is no holiday in which you can sort of take a
break from all of this and run systems to see how well they work.
I am very interested in pursuing the testing element of all of this
and the contingency ideas.

Second, I wonder if you might address the global questions here,
as well. As I understand it, this chart here represents domestic sys-
tems, and that what you have not included here or we have not in-
cluded is the global communications. We have done a lot of work
on financial services, but utilizing global telecommunications as a
way of transmissions of major monetary denominations and securi-
ties and the like, it seems to me, is critical, and obviously, our sys-
tems link up—I presume they do—with international communica-
tions systems.

If you had to take this chart and add a new egg, or whatever you
want to call those round pieces here, and put the international
quotient in there, how many red boxes would we, to put it very sort
of non-technically here, how many red boxes would we see had we
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had an international communications function included in this
graph?

Ms. LIST. I would be happy to address both of those questions.
First, the testing one. You are absolutely right. One of the chal-
lenges with telecommunications networks is you cannot take them
off-line to do testing and you do not want to do testing in a live
network. So the challenge is to find enough facilities between var-
ious laboratories the carriers may have, the suppliers may have,
that other service providers may have in order to do both stand-
alone testing as well as interoperability testing, because you not
only want to test individual networks, obviously, this is a complex
interconnected system and there is a need to do interoperability
testing between those systems.

I believe some of my esteemed colleagues on the industry panel
later on will be addressing some of their efforts with regard to
doing that kind of interoperability testing, but it does pose a par-
ticular challenge for the telecommunications industry.

With regard to international issues, the networks of inter-
national carriers and of telephone companies within particular
countries do not look vastly different than the interexchange car-
rier picture here or the local exchange carrier picture in the sort
of aqua shading in terms of the ways in which those networks are
configured. They have switches. They have tandems. They have
other network elements that provide service. So they do not look
terribly different.

There are different equipment manufacturers who are rep-
resented largely in the international marketplace versus some of
the equipment manufacturers that are represented domestically,
but much of the functionality is the same. And the way in which
calls are processed also is very much paralleled by the domestic
picture that I have provided here.

So, again, in terms of actually setting up a call, there is not a
lot of date-sensitive processing that goes on in that call setup. My
concerns have to do with the general lack of attention to Year 2000
in some parts of the world. It is not just the telecommunications
industry, it is the financial industry, it is the bank, it is the public
utilities, and that those may have an impact on the ability of a
telecommunications carrier in another part of the world to be able
to continue to be operational, because they may have extended
power outages or they may not be able to pay their employees or
collect revenues and that may impact our ability to originate or ter-
minate calls in those parts of the world.

Vice Chairman DODD. Just last on that, at some point here, we
joke about it a little bit, but we have got to have some clarity here
on the definition of terms. I tease a bit about it, but I am not ter-
ribly comfortable with the notion that the word ‘‘functional’’ that is
being used here and what we mean by ‘‘compliant’’ and ‘‘ready’’ and
what you mean by ‘‘functional’’ or what others mean by ‘‘functional’’
is disconcerting to this one member. Maybe I am the only one, but
it is troubling to me that you have got a distinction between the
words ‘‘functional’’ and ‘‘compliant’’.

Ms. LIST. It is really just a clarification issue. I mean, if you read
the definition, the definition says that our systems will process
dates in the same manner before the Year 2000 as after the Year
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2000 and that they will process dates over the leap year rollover.
We also are very clear about what our testing strategy is and the
extent of the testing that we do on our products before we will call
them Year 2000 functional.

Our concern really is that there are very various definitions of
compliance, many of which we do not believe go as far as our defi-
nition of functional does.

Vice Chairman DODD. Is this the legal department that came up
with that word?

Ms. LIST. Of course. [Laughter.]
And it is better than Year 2000 hopeful. [Laughter.]
Chairman BENNETT. Thank you. It is, indeed. It is, indeed.
Ms. LIST. I am waiting for people to start using that term.
Chairman BENNETT. Senator Collins, we welcome you.
Senator COLLINS. Thank you very much, Mr. Chairman. I have

an opening statement that I would request be submitted for the
record.

Chairman BENNETT. Without objection.
[The prepared statement of Senator Collins can be found in the

appendix.]
Senator COLLINS. I apologize for being unable to be here earlier.

I have reviewed the testimony of Dr. List and I appreciate her
being with us this morning.

Dr. List, in your written testimony, you talked about large cor-
porations being more attentive to the Y2K problems than are small
Main Street businesses. Now, obviously, a lot of the telecommuni-
cations network is controlled by large corporations, but certainly
small businesses also have their own internal systems. Could you
comment and expand on your comment on what the impact on
small businesses will be with regard to the telecommunications
Y2K problem?

Ms. LIST. Yes. It really depends on what their own internal net-
work looks like. Many small businesses rely on the public switch
carriers to provide their telecommunications services for them, in
which case many of the things that I have discussed in terms of
the public switch network would address the kinds of services that
they can expect to receive after the turn of the century.

Some small companies, though, do have some of their own pri-
vate equipment. They may buy or lease a private branch exchange,
which is simply a kind of switching system that allows you to do
four-digit dialing inside the office and those kinds of things. They
may have an automatic call distribution system. For example, I
would imagine the Senate does. When calls come in, they may be
routed automatically to different Representatives who are service
providers, who may be able to answer questions or those kinds of
things.

Those pieces of equipment do have some date-sensitive informa-
tion in them. For the private branch exchange, the small switch,
it is very similar to what a larger switch has. So it may do some
date and time stamping so that they can keep records of when calls
came in, how long they lasted, how quickly they were answered. It
may also do some administration and maintenance functions on a
scheduled basis that would carry date and time information, and
they would want to know that the manufacturer who produced that



17

equipment, if they bought it, or the company who is leasing it to
them is addressing the Year 2000 issues in that equipment so that
it will continue to perform those functions.

Automatic call distribution equipment is of particular interest be-
cause there are automatic call distribution pieces of equipment that
do schedule changes of routing over time. Let me give you an ex-
ample. This is really for a larger company, but I think the example
may be applicable to smaller ones.

Some companies that provide customer service want to do it on
a 24-by-seven basis, so 7 days a week, 24 hours a day, they want
to be able to provide services, or they want you to be able to order
from their catalog anytime you want to. In order to do that, they
very often have call centers that are in different time zones, and
this automatic call distribution equipment routes the calls depend-
ing on the time of day, day of the week. That is date-sensitive in-
formation and that routing, if the Year 2000 issues are not ad-
dressed, may not work effectively when the rollover of the millen-
nium happens.

The other places that you see date-sensitive information are in
voice mail systems. So, again, date and time stamping of when
messages are left, as well as in some of the routine maintenance
and operations functions.

Small businesses really need to be aware that there are Year
2000 issues and work with their suppliers, whether it is a supplier
of public switch service, whether it is a supplier of a piece of equip-
ment, either on a purchased or leased basis, in order to assess and
address any Year 2000 problems they may have.

Senator COLLINS. Is the telecommunications industry making an
effort to reach out to smaller businesses? Are suppliers of the auto-
matic call distribution equipment, for example, contacting their
customers to let them know that there may be these problems?

I am fairly confident that large corporations are going to be able
to solve the Y2K problem, but I am very concerned about small
businesses that may be linked to larger companies and what the
impact will be on them. It seems to me there is some obligation on
larger companies, the suppliers in the telecommunications indus-
try, to do affirmative outreach. I do not know whether a lot of
small companies would even realize they were vulnerable in ex-
actly the way that you very articulately explained.

Ms. LIST. Yes. I cannot really say whether, across the board,
companies are doing that. I think some of the members of one of
the later panels might be able to address the activities that they
have in place in that regard.

I can tell you that for our company, we are proactively contacting
our customers to let them know about the state of readiness of our
systems, our products, as well as to advise them of some of the con-
sulting services that we provide for them, that they need to address
Year 2000 issues in networks that they are putting in place and
those sorts of things.

Senator COLLINS. Thank you, Dr. List.
Thank you, Mr. Chairman.
Chairman BENNETT. Thank you. We appreciate your presen-

tation. We anticipated that it would be a brief scene setting and
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the interest of the members of the committee have kept you here
longer than you anticipated. We are grateful to you.

Ms. LIST. Thank you.
[The prepared statement of Ms. List can be found in the appen-

dix.]
Chairman BENNETT. We now welcome the Honorable Michael

Powell, Defense Commissioner of the FCC; Dr. Jack Edwards,
speaking for the President’s National Security Telecommunications
Advisory Committee; and Ms. Diane Fountaine, Deputy Manager of
the National Communications Systems.

We appreciate your being here. You have heard the testimony
and the questions, so I think you have got a flavor now overall of
the main concerns that we have on this committee.

Commissioner Powell, we will start with you and welcome you
here to the committee. I will say that Commissioner Powell has
been to see me privately in advance of this hearing and we have
had conversations about this and he has made it clear the FCC is
anxious to work on this issue and he himself is going to be avail-
able, and we are very grateful to you, sir, for that willingness to
help.

STATEMENT OF MICHAEL K. POWELL, DEFENSE
COMMISSIONER, FEDERAL COMMUNICATIONS COMMISSION

Mr. POWELL. Thank you, Mr. Chairman. It is a pleasure to be
here, and Senator Dodd, it is good to see you. I have also met with
you prior to the hearing. And Senator Collins, I hope to see you at
some point at your desire.

I commend the Senate Special Committee on the Year 2000
Technology Problem for its active participation on this issue. I wel-
come this opportunity to share with you what the Federal Commu-
nications Commission has learned about industry efforts to address
the Year 2000 problem and to discuss the fundamental importance
of the national telecommunications infrastructure and the potential
impact of the Year 2000 problem on embedded telecommunications
networks and systems.

At the FCC, we are working to promote an effective public-pri-
vate, mission-oriented, partnership to ensure that users of tele-
communications services enjoy as close to the same level of quality
and reliability on and after January 1, 2000, as they do today. We
believe that the FCC can play an important role in facilitating the
development and dissemination of critical information among car-
riers and to their key customers. Timely dissemination of informa-
tion will increase the sharing of solutions, avoid duplicative testing,
help companies spot undetected problems, and reduce customer un-
certainty and anxiety.

We have developed and continue to work on strategies for out-
reach and advocacy to all the industries we regulate, including
wireline and wireless telephony, cable, radio and television broad-
casting. We also have been looking into ways to facilitate the devel-
opment of effective contingency plans in the event that a major dis-
ruption to the network should occur under our authority and in co-
operation with NCS.

Although we have Y2K programs for all the various tele-
communications industries, my remarks today will focus mainly on
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wireline telecommunications carriers, and Mr. Chairman, I would
ask that my full statement be entered in the record.

Chairman BENNETT. Without objection.
Mr. POWELL. Thank you. As an initial matter, it is important to

remember that no single entity owns or controls the public
switched telephone network, and this is part of the challenge. In
addition to the major telecommunications companies that provide
service to the majority of the country, there are also 1,400 small
to mid-size independent telephone companies that serve many
rural and insular parts of the country, as well as U.S. territories
and possessions. And each of these companies is only one in a long
chain of interdependent companies required for the network to op-
erate. Without a doubt, the telecommunications network is a tre-
mendously complex and interdependent thing, and consists of mil-
lions of interconnected parts.

As a result, the ways in which the Year 2000 problem could af-
fect telecommunications companies is almost unlimited. However, I
believe that with time and greater knowledge of the scope of the
problem and by maximizing the amount of information available to
all companies facing the Year 2000 problem, we will be able to bet-
ter predict where and how the problems in the network are likely
to occur. In my role as Defense Commissioner, I plan to work close-
ly with the industry, NCS, and the Network Reliability and Inter-
operability Council to help attack these problems.

We have sent over 200 letters to major companies and organiza-
tions in all sections of the telecommunications industry, asking
them about their efforts to become Year 2000 ready. In June and
July alone, we organized eight informational forums with rep-
resentatives of different sectors of the industry to facilitate infor-
mation sharing and learn how the FCC can further assist industry
efforts to tackle this issue.

I also represent the Commission on the President’s Council on
Year 2000 Conversion and co-chair the Telecommunications Sector
Group of that organization. In an attempt to better facilitate com-
munication, I have asked also representatives from each of the
communications industries to sit on that group.

Our general assessment of the telecommunications industry re-
mains positive, much as Dr. List described. Our inquiry letters, for
example, asked 20 wireline carriers, accounting for more than 97
percent of the country’s access lines, to report on their critical sys-
tems. We learned that, generally, the carriers have completed their
review of the inventory for these systems. They have completed as-
sessing the impact of the Year 2000 problem on these systems and
have set completion dates for remediation, testing, and integration
by the second quarter of 1999.

The information we have received suggests that the major U.S.
equipment manufacturers also will be able to meet projected de-
mands for equipment. The manufacturers report that most of their
software and hardware products are already Year 2000-ready and
have been made available to customers. They have further targeted
the end of this year and the first quarter of next for general avail-
ability of all their products.

The major carriers also are cooperating on integration and inter-
operability testing, as you heard. The Telco Year 2000 Forum has
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contracted with Bellcore and is already performing integration test-
ing on Year 2000-ready equipment. ATIS will conduct inter-net-
work interoperability testing in January and February of 1999 and
is also working with Bellcore.

The Network Reliability and Interoperability Council, NRIC, as
it is called, will also play an oversight role with respect to testing.
I would like to take this opportunity to announce that, at our re-
quest, Michael Armstrong, the Chairman and CEO of AT&T, has
agreed to be the chair of NRIC. NRIC will play a central role in
our Year 2000 effort. We believe that that organization will be in-
valuable in coordinating overall testing, collecting and disseminat-
ing information, and advising the FCC on the status of industry
readiness, and assisting in the facilitation and development of con-
tingency plans. A representative of NRIC will also sit on the Tele-
communications Sector Group of the President’s Council.

While we have programs in place to work this problem, all that
we have observed is not comforting. With regard to the independ-
ent telephone companies, it is important to note there are some
1,400 of them that serve the rural and insular parts of our country.
The Commission is working continuously to find ways to reach out
to these companies and make sure that they are aware of the prob-
lems and are taking steps to address it.

But that pales in comparison to our concern about international
telecommunications carriers. The United States, Canada, and the
U.K. are forging ahead, but we have many profound concerns about
carriers in other nations, especially those in developing countries,
that have not yet taken necessary steps to prevent system failures.
We have been working independently to address this issue, as well
as monitoring the work of the International Telecommunication
Union.

In my role as Defense Commissioner, I have endeavored to make
sure that the FCC is ready to continue its own operations in the
event of national emergency. In this regard, the FCC’s Compliance
and Information Bureau has been revising the agency’s continuity
of operations plan as well as a plan to maintain our ability to co-
ordinate and grant special authority to help companies continue op-
erating in time of emergency. With respect to national emergency
plans, CIB is reviewing and are updating these now. I will work
with NCS and the industry to continue to examine the appropriate
role of the FCC in the event of an emergency.

Without a doubt, I should say, the legal liability issue which has
been raised is a serious impediment and continues to impede the
flow of timely and candid information. We support the efforts to
pass legislation that would promote the exchange of information by
limiting the way such information could be used against a com-
pany. I believe there is a significant role to be played by the Con-
gress and the administration with regard to the legal liability issue
and other barriers to information flow.

As we move closer to the millennium, all of our concerns, of
course, become more acute. I believe that the FCC has begun to es-
tablish the kind of inter-company and private-public partnership
that will facilitate the flow of information and get it to those who
need it most. It will also permit the government to become aware
of and respond to the needs of the industry as they arise. Our na-
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tional well-being is dependent upon the reliability of the nation’s
telecommunications networks, and government and industry must
work together to ensure that whatever disruptions occur do not
lead to widespread outages and failures. To that end, the FCC is
committed to taking whatever actions it can to facilitate the indus-
try compliance efforts.

Thank you, Mr. Chairman, for the opportunity to be here and I
am happy to answer any questions may have.

Chairman BENNETT. Thank you very much. We will get to the
questions at the end of the panel.

[The prepared statement of Mr. Powell can be found in the ap-
pendix.]

Chairman BENNETT. Dr. Edwards, you may proceed.

STATEMENT OF JOHN S. EDWARDS, CO-CHAIR, NETWORK
GROUP, THE PRESIDENT’S NATIONAL SECURITY TELE-
COMMUNICATIONS ADVISORY COMMITTEE

Mr. EDWARDS. Thank you, Mr. Chairman, for the opportunity to
testify here today on behalf of the President’s National Security
Telecommunications Advisory Committee, NSTAC. I am Jack Ed-
wards, an Industry Executive Subcommittee member of the com-
mittee and chair of its Network Group.

For the past 16 years, the Committee has worked jointly with the
National Communications System to advise the President on na-
tional security and emergency preparedness issues pertaining to
the reliability and the security of telecommunications and informa-
tion infrastructure, issues critical to national security and commer-
cial interests. The Y2K changeover is an urgent matter, Mr. Chair-
man, and it is at the forefront of our effort.

In January 1998, the manager of the National Communications
System asked the NSTAC to update the President on the tele-
communications industry’s actions to ensure continuity of service
through the millennium change. In response to this request, the
NSTAC’s Network Group addressed the Y2K problem and is devel-
oping a report on the efforts to prepare the telecommunications in-
frastructure for Y2K, factors affecting these efforts, and possible
implications if these efforts are not fully effective.

We broadly reviewed the telecommunications industry status by
soliciting briefings from interchange carriers, local exchange car-
riers, switching system vendors, large-scale systems integrators,
and Y2K risk assessment and remediation solution providers. We
heard from all of these sectors. Representatives freely reported to
us as NSTAC promised to use the information without attribution.
Our report includes a consideration of the current Y2K readiness
of the major telecommunications service providers and equipment
vendors.

Efforts to make the telecom infrastructure Y2K ready are well
underway. In fact, the major service providers and the vendors
have been working on these issues for several years. Those who
briefed the Network Group on their Y2K initiatives expect the ma-
jority of critical products and networking to be Y2K ready between
late 1998 and early 1999.

However, in spite of the resources being devoted to this complex
task, all agree that it is not possible to foresee and test for every
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possible adverse interaction. Since Y2K readiness preparation is a
massive software augmentation, even the most thorough, exhaus-
tive efforts may fail to achieve 100 percent success.

No organization in private or government in its brief to the
NSTAC’s Network Group offered a guarantee of total Y2K eradi-
cation from its network, services, or systems. In addition, these or-
ganizations could not offer guarantees of the adequacy of the Y2K
internetwork interoperability testing.

Compounding the problem, many felt that the millennium
change was not a January 1, 2000 problem, but could begin before
and extend well after that date.

The Network Group’s Y2K report is pending final approval by
the NSTAC, so I apologize for being unable to make specific com-
ments on the Group’s findings and recommendations at this time.
However, I can say that our report will recommend actions for the
President to enhance the Y2K readiness for national security and
emergency preparedness telecommunications and to mitigate any
impact of Y2K-induced service disruptions in the nation’s security
and emergency preparedness posture. Further, it recommends ac-
tions for the NSTAC to help the Government respond to Y2K-in-
duced service disruptions. When approved, the recommendation
will be forwarded to the President and subsequently made avail-
able to all interested parties.

We have also been asked to comment this morning on the
NSTAC’s 1997 report to the President addressing the probability of
a widespread telecommunications outage. While this report pre-
ceded and is not directly connected to the NSTAC’s current Y2K as-
sessments, it is highlighted today to convey our understanding,
contingency planning for, and recovery from a severe telecommuni-
cations outage, should one occur.

For the purposes of the report, NSTAC developed a definition of
a widespread telecommunications outage. Specifically, a wide-
spread outage would be a sustained interruption of telecommuni-
cations service. It would last for at least a significant portion of a
business day, interrupt both local and long distance services in at
least one region of the country and including at least one major
metropolitan area, and significantly degrade the ability of other in-
frastructures to function.

While we determined the likelihood of a widespread tele-
communications outage was low, the potential impact warrants
careful consideration. Service availability and reliability are hall-
marks of the telecom industry. With respect to internetwork
connectivity, there are agreements in place amongst the carriers
whereby, in the face of trouble, the local exchange carrier can redi-
rect traffic to an alternative interexchange carrier. However, in the
new regulatory environment, business restructuring to accommo-
date competition, the deployment of new technologies and the in-
troduction of new services do create unknowns. In this environ-
ment, it is critically important to do nothing to increase the prob-
ability of a widespread outage. Continual attention needs to be
placed to how these unknowns affect security requirements.

In all this, contingency planning is key. Recognizing there can be
no ironclad guarantee against a widespread outage, the report of-
fered several cost-effective recommendations for the President and
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the NSTAC to further decrease the overall probability of a wide-
spread outage and to improve recovery plans and procedures. These
recommendations centered on the coordination amongst the opera-
tors, improvements of software integrity checking, and information
sharing amongst the various entities.

Our critical national infrastructure relies on a growing and vital
web of communications, computer, and associated information tech-
nologies. Furthermore, the gamut of threats, including those posed
by Y2K, could disrupt critical infrastructures, for example, electric
power, on which the infrastructure is highly dependent for sus-
tained operation.

Understanding and addressing the interdependent nature of crit-
ical infrastructures are immensely important to protecting the Na-
tion from unmanageable crises, such as a Y2K problem, and must
not be overlooked.

The NSTAC believes the telecommunications infrastructure is ro-
bust and reliable, but even the most exhaustive efforts cannot
guarantee total eradication of problems from the network services
or systems. The NSTAC will continue to focus on national security
and emergency preparedness communications problems and overall
continuity of service in light of the Y2K problem.

We appreciate the opportunity to testify today. The NSTAC looks
forward to sharing the results of the Y2K analysis with you pend-
ing final consideration and approval of this report. Thank you, Mr.
Chairman.

Chairman BENNETT. Thank you, Dr. Edwards.
[The prepared statement of Mr. Edwards can be found in the ap-

pendix.]
Chairman BENNETT. Ms. Fountaine, we appreciate your being

here and look forward to your testimony.

STATEMENT OF DIANE FOUNTAINE, DEPUTY MANAGER,
NATIONAL COMMUNICATIONS SYSTEM

Ms. FOUNTAINE. Thank you, Mr. Chairman. Good morning to
you, Senator Collins, Senator Dodd, and Senator Bingaman. I ap-
preciate the opportunity to address you on behalf of the National
Communication System’s Executive Agent, Defense Secretary
Cohen, and its Manager, Lieutenant General Kelley, on the crucial
role and initiatives that the National Communications System is
taking to meet the Year 2000 challenge as it applies to national se-
curity and emergency preparedness telecommunications.

The National Communications System is a confederation of 23
agencies across the Federal Government tasked with ensuring the
availability of a viable national security and emergency prepared-
ness telecommunications infrastructure. National security emer-
gency preparedness telecommunications are those emergency com-
munications required by the Federal Government during the con-
duct of business under all conditions, including and ranging from
peacetime to national emergencies to international crises or war.

The Manager, National Communications System, is also the des-
ignated Federal official for the National Security Telecommuni-
cations Advisory Committee, which was established in 1982 by
President Reagan in anticipation of the divestiture of AT&T. The
Committee is limited to 30 Presidentially-appointed senior execu-



24

tive industry leaders, often chief executive officers, who provide the
President with a unique source of national security and emergency
preparedness telecommunications policy expertise and advice.

Mr. Chairman, the Office of the Manager, National Communica-
tions System, shares in the concerns expressed by this committee
relating to the Year 2000 compliance issue. In addressing the Year
2000 issue, we are focusing on three primary areas: First, on the
national security emergency preparedness capabilities that we con-
tract with the interexchange and local exchange carriers to develop
and maintain in the commercial public networks; second, on the
overall voice services in the public networks which are the primary
foundation of national security emergency communications; third,
on the contingency plans that we follow during a national security
or emergency event.

First, let me address the unique capabilities that we have imple-
mented in the commercial network for national security emergency
telecommunications. We have contracted with the primary inter-
exchange and local exchange carriers to develop and implement a
capability in the public network to identify a priority national secu-
rity or emergency call and then give that call priority treatment
through the network. This Government emergency telecommuni-
cations service allows national security and emergency response
users to use a dedicated area code, 710, to receive priority switched
voice and voice band data service in the public switched network.

In addition, for a Federal user or a federally-sponsored user who
requires priority restoration or activation of a telecommunications
service for national security or emergency reasons, we have imple-
mented the telecommunications service priority system. This sys-
tem allows us to identify to the telecommunications companies the
circuits which should be given priority during activation or restora-
tion.

Testing of the telecommunications service priority system for
Year 2000 compliance can be conducted independent of the live
public network and has been completed. Minor problems were dis-
covered which are being corrected. Because the Government emer-
gency telecommunications service capabilities are internal to the
operational switches in the networks, we will test those functions
in a test network.

To achieve this, we are collaborating with the Alliance for Tele-
communications Industry Solutions, which is establishing a Year
2000 test network that will emulate major portions of the public
switched network. The Government emergency telecommunications
service testing requirements were outlined at the last meeting of
the Alliance’s network testing committee, which was held in June.
They accepted the proposed scenario for Government emergency
telecommunications service testing and requested further details to
include a draft test script and an implementation summary, which
we will present at their next meeting in August. Bellcore is assist-
ing us in this effort and this testing should be completed in March
of 1999.

Specific testing will include the ability to recognize the 710 area
code and successfully complete priority calls end-to-end over local
and interexchange carrier networks. While the scope of this govern-
ment emergency telecommunications service testing is limited, it
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does provide us with a single test bed of our major service provid-
ers and the benefits gained from internetwork testing among sev-
eral major carriers in the U.S. telecommunications infrastructure
are substantial.

To assess the overall voice services required for national security
telecommunications, the Manager requested that the National Se-
curity Telecommunications Advisory Committee focus on the Year
2000 issue as it relates specifically to national security, emergency
preparedness, and the national telecommunications infrastructure.
The committee’s Network Group has completed the initial assess-
ment of this subject, as you have heard from Dr. Edwards, who is
the Network Group’s chair. This report will be reviewed by the Na-
tional Security Telecommunications Advisory Committee principals
at their upcoming meeting on September 10.

As I indicated earlier, in implementing special national security
emergency capabilities in the public network, we chose the major
interexchange service providers and the primary local exchange
companies.

Based on information gathered by the National Security Tele-
communications Advisory Committee Network Group and discus-
sion with individual companies, we believe that there will be little
or no interruption of service from these major service providers due
to the Year 2000. While the individual companies are conducting
extensive network element testing and intranetwork interoper-
ability testing, the biggest challenge, we believe, for all of these
companies will be the testing of their networks’ external interfaces,
both domestic and international. Ensuring the interoperability of
these various solutions is critical, particularly in a system as com-
plex as the U.S. telecommunications infrastructure, and this is why
the Alliance for Telecommunications Industry Solutions internet-
work testing is so important.

Even though we do not expect a major telecommunications serv-
ice interruption resulting from Year 2000, we are putting a great
deal of emphasis on proper planning for a contingency in this area.
In 1983, we established an operations center, staffed by both gov-
ernment and industry personnel, for the coordination of tele-
communications required during a national security or emergency
event. The National Coordinating Center for Telecommunications is
reviewing current operational response procedures and the existing
national telecommunications coordinating network, looking for vari-
ations to current process or backup connectivity that might be pe-
culiar to the Year 2000 problem. For example, we may add connec-
tions to software experts from the telecommunications switch man-
ufacturers which, up until now, we have not done.

Since 1992, we have had a system for communications with key
telecommunications locations that is independent from the public
network and we use primarily high-frequency radio capabilities.
We are now augmenting that capability with additional non-public
network and satellite communications connectivity among critical
national security emergency preparedness operational sites, major
service providers and equipment manufacturers. This additional
connectivity will allow us to coordinate with the telecommuni-
cations industry and key Federal operations centers in the event of
service disruption resulting from Year 2000 complications.
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Additionally, we are adding a state-of-the-art capability to cross-
connect various communications media that will be available in the
coordinating center by the end of this Year. This capability will ex-
tend to our continuity of operations site in the event relocation out
of this area becomes necessary.

In conclusion, Mr. Chairman, we are working with the National
Communications System Federal agencies and departments and
the National Security Telecommunications Advisory Committee
member companies to provide continuous national security, emer-
gency preparedness telecommunications services prior to, through,
and beyond the millennium change. While we have accomplished a
lot, there is still much to be done, particularly regarding internet-
work Year 2000 testing and contingency planning. I would urge the
committee to support the efforts underway in the telecommuni-
cations industry and continue to stress the importance of internet-
work interoperability testing as this work progresses.

Mr. Chairman, this concludes my statement on our efforts to-
ward solving the Y2K problem and I would be happy to take any
questions that you have at this time.

Chairman BENNETT. Thank you very much.
[The prepared statement of Ms. Fountaine can be found in the

appendix.]
Chairman BENNETT. We have had so far today a picture that is

basically reassuring. That is, yes, that this is a serious problem.
Yes, it is very complicated and very complex, but we are pretty
much on top of it and we are going along just fine and, basically,
we are going to be all right.

I hope that is true, but I have to share with you before I get to
specific questions some of the reactions of people outside looking in
on the telecommunications challenge. In an earlier hearing by this
committee on financial services, one of the witnesses, Tanya Bader,
who is a principal in the Capital Markets Advisors Financial
Group, said, and I quote, ‘‘Most large financial firms conduct 80
percent of their transactions electronically and 25 percent or more
of their transactions in the inter-bank market. To summarize the
remarks that many Y2K chiefs have in this area, ‘We do not have
a clue.’ This leads me to conclude that reliability in telecommuni-
cations is a Y2K wild card.’’

Now, I have to add that Ms. Bader was one of the more thought-
ful and well-versed witnesses that we had appear before this com-
mittee. I hope she is listening to this and I hope she will be reas-
sured by this panel that that demonstrates that there is at least
that aspect outside the telecommunications industry that is con-
cerned.

Now, another one from overseas. This comes from the Year 2000
task force chairman in the United Kingdom named Ron Balls, ad-
dressed to our committee staff. He says, ‘‘Further to our discussion,
please find associated a copy of the ITU questionnaire. As you can
see, this was sent out on April 17 with a request for information
by May 25. Responses from the USA have been poor so far in terms
of the number received and the reference to the legal position. I
would like the FCC to take an active role in assuring that we re-
ceive quality responses from, (A) U.S.-based carriers, (B) U.S.-
based regional operators, or RBOCs, and to consider how best to
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deal with the USA local operators. The intent is to publicize the
general position of each operator on the ITU external web site
within the next 2 weeks and continue to update this as more infor-
mation is received. I hope this assists,’’ signed by Ron Balls.

There is a little bit of a disconnect here, of the perception outside
of the telecommunications industry and the rather rosy picture we
have received today. So against that backdrop, let me say, Commis-
sioner Powell, you mentioned in your statement that the FCC had
sent out letters of inquiry to 200 major companies and organiza-
tions, asking them about their efforts to become Year 2000-compli-
ant. Can you tell us when you sent those letters out and how many
of those 200 organizations that responded?

Mr. POWELL. Senator, it has been a rolling process, but the vast
majority of the letters went out in May and the beginning of the
summer. Let me break them down for you, because that 200 covers
all the industries we regulate.

With respect to wireline carriers, we sent out 20 letters to the
top carriers that cover more than 97 percent of the country’s total
access lines, and one thing I am pleased to report is we have a 100
percent response rate from that category, so we have received let-
ters from all 20.

Other areas are not as responsive, but somewhat encouraging.
With respect to mass media, which is broadcasting properties, tele-
vision and radio, we have about a 31 percent response rate. With
respect to wireless telecommunications systems, which would in-
clude about 53 wireless commercial and private entities, and an-
other segment which we worry about quite a bit, the public safety
community, we sent another 55 letters. With respect to the com-
mercial and private wireless, we received to date only 11 responses.
With respect to——

Chairman BENNETT. Eleven out of how many?
Mr. POWELL. Fifty-three. Wireless is one of our areas of concern,

for obvious reasons.
Chairman BENNETT. So that is about 20 percent.
Mr. POWELL. Yes. Public safety is even of greater concern. This

is not an entity we specifically regulate, but it is an area we are
concerned about because they operate a lot of privately-held wire-
less equipment. This is fire departments, police departments. We
got 1 response out of 55.

What this helps us do is understand where there needs to be a
much more dramatic outreach effort. We tend to see that, often,
lack of responses is a result of lack of awareness and lack of under-
standing of how to respond, so we are going to try to do something
to ramp up our efforts with regard to that last segment.

Chairman BENNETT. Thank you. I will reserve my time and we
will go to Senator Bingaman, who has made this something of a
specialty, and we are grateful to him for his expertise on this.

Senator BINGAMAN. I do not claim any expertise, Mr. Chairman.
I have an interest.

Let me ask about the extent of the interoperability testing. I
think the previous witness testified that this was very important
and we needed to have more interoperability testing. I think that
was one of the recommendations that Bellcore has made. How ex-
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tensive is this testing at the present time? Who should I ask that
to, Dr. Edwards?

Mr. EDWARDS. Thank you, Senator Bingaman. In our information
gathering in the Network Group, we had occasion to hear from sev-
eral interested parties and one of the things that comes to mind
earlier in remarks, contrasted—taking systems off-line and testing
them in the telephone industry, you do not have that luxury. There
are two things that come to my mind.

One is that the telecommunications business is—the programs
are complex, but they are very single-minded and the main func-
tion is to make phone calls happen. Changes come rather slowly by
comparison to changes in other kinds of programs that you might
buy commercially.

We had testimony or a report in our group from a corporation
which was doing Y2K remediation testing in the non-telecom mar-
ket. They indicated a difficulty because when they went to test the
systems, the systems owners and operators really did not know
what they had because they had been modified over the years.
Things had been added, features had been changed and modulated.

In the telecom industry, features are added very carefully and
tested very carefully. We do a complete regression testing, where
we have a set of test conditions and if you change something in the
program, you have to repeat the test over the total path of this.
Consequently, all of the people that came to our committee told us
how much resource was devoted to just sheer testing, because once
the systems are returning to the service, you do not have the lux-
ury of turning them off and trying it again, so the testing is ter-
ribly important, as you will hear from the next succeeding panel.
They will go into that in great detail, I am sure.

But there is a very good contrast between the telecom example
and the non-telecom example in that the first step they had to do
in the non-telecom example is to find out exactly what they had,
to develop a regression test, because it is one thing to fix the Y2K
and get that right, but you may change something else. The com-
ment about the errors, the errors that you introduce are not always
in the code you are changing. You can introduce an error which
shows up over someplace else, and unless you test the entire sys-
tem when you are done, you cannot be sure. It may be Y2K-compli-
ant, but it may fail for some other reason later on because you in-
troduced a spurious error. So testing is terribly complicated and
has to be done with the entire system under test.

Senator BINGAMAN. What I am trying to figure out is how much
of this interoperability testing ought to occur and how much of it
has occurred or is occurring? I mean, have we done 10 percent of
what ought to be done? Have we done 90 percent of what ought to
be done? I guess that is where I trying to——

Mr. EDWARDS. As you will hear from the next two panels, the
Y2K Forum people and the ATIS people both came to our group,
testing is proceeding this fall up through February.

Senator BINGAMAN. Now, ATIS, I was led to believe, only in-
volves a very few companies. Am I wrong about that?

Mr. EDWARDS. Well, the testing is interoperability testing
amongst the local exchanges and interexchange carriers.
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Senator BINGAMAN. I will wait and hear from the Commissioner.
Mr. Powell, did you want to say something?

Mr. POWELL. Yes, just to help clarify a little bit. There really are
two testing forums. There is the Telco Year 2000 Forum, which is
a coalition of the major local exchange carriers. This would be Bell
Atlantic, Ameritech, the sort of large local exchange carriers, and
they are primarily focusing their testing efforts—and they are here
on the second panel and you can ask them with specificity—they
are testing the components and the intra-network operations. And
then, essentially, there is sort of this roll-up to the interoperability
testing, which is being facilitated by the ATIS forum.

The Telco Year 2000 Forum’s testing efforts are presently under-
way and will continue, I think, for the rest of this year, and then
that will turn to the interoperability testing phase with ATIS be-
ginning in January and hopefully concluding in February.

ATIS is an extensive organization. It includes not only local ex-
change carriers to some degree but it also includes the majority of
the long distance carriers. It includes equipment manufacturers.
Believe it or not, it also in some respects has other kinds of service
providers, like cable representatives, et cetera. It is a very—a pret-
ty extensive organization, the interoperability testing element.

Senator BINGAMAN. Let me ask Dr. Edwards one other issue
here. In the recommendations that NSTAC makes, you have one in
here, the second one, I believe, to remove the legal and regulatory
obstacles for widespread outage recovery, and underneath that you
say it was recommended that the President encourage the FCC to
guard against premature implementation of unseasoned tech-
nologies that might contribute to the possibility of a widespread
outage.

Does the FCC have the authority and the capability to guard
against the implementation of unseasoned technologies? That
seems like a pretty tall order, to me.

Mr. EDWARDS. Yes.
Senator BINGAMAN. Yes, they have got the authority, or yes, it

is a tall order?
Mr. EDWARDS. Yes, it is a tall order. [Laughter.]
What we were trying to do there is concerned with how new tech-

nologies and new entrants come into the business, and I think it
is more at that level. As competition arises, we are concerned that
it be expanded in a careful, rational method and the possibility for
entrants into the marketplace that are not careful, that bring in
untested technologies, is one that could cause some concern to us,
and that is the reason for the recommendation.

Senator BINGAMAN. I can share the concern. I guess I just have
never thought the FCC was staffed and equipped to perform that
function. Commissioner Powell?

Mr. EDWARDS. I think we hope that the NRIC will help provide
some rationalization in that area, not the FCC itself, necessarily,
but the FCC with the help from the NRIC, which is looking into
security issues and robustness issues.

Senator BINGAMAN. Let me just ask Commissioner Powell, is
there any capability to do this in the FCC or anywhere else that
you know of? Is there any governmental entity that is taking on
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the job of guarding against premature implementation of unsea-
soned technologies? That is an interesting concept.

Mr. POWELL. Yes, Senator. Candidly, not really, in the sense that
there is little in our economic regulatory authority that allows us
to prevent the introduction of new technologies by private carriers
in a competitive environment, and the strain is even greater as we
implement the Telecommunications Act of 1996, which expressly
contemplates, as the will of Congress, the sort of greater increased
deregulation and lesser input on the business decisions about the
deployment of technologies. So we, as a large measure, have a tech-
nology-neutral policy, and even if we did not, we would have an in-
credibly limited ability to prevent the introduction of new goods
and services in the market.

I would also say I am not so sure you would always want to do
that. A lot of the new and advanced technologies that are bringing
great benefits to consumers also potentially provide new solutions
to problems that might be more acute in the legacy systems.

I think the concern is a valid one, though. That is, we want to
be sensitive to the hastiness that sometimes excitement about new
competition can bring. But beyond articulating the concern, I have
a hard time understanding practically how the FCC could sort of
execute that recommendation.

Senator BINGAMAN. Let me ask one other question of you, Com-
missioner Powell. You are the Defense Commissioner, correct?

Mr. POWELL. Yes.
Senator BINGAMAN. Could you tell me what authority that office

carries with it? I mean, what can you do as the Defense Commis-
sioner that another FCC commissioner could not do?

Mr. POWELL. It is a fair question. It is evolving, to some degree.
But, essentially, what it does is that there has been a clear recogni-
tion that the national security and emergency preparedness appa-
ratus of the United States in the execution of their operations have
a real-time need for a single point of contact in the Federal inde-
pendent regulatory agency simply because we are the steward of
the legal and regulatory regime that can influence or impede the
ability to sort of reach certain national objectives.

So in large measure, I serve as that single point of contact at the
Federal Communications Commission for that apparatus. So, in a
sense, it is a point of contact role. It is a coordination role. But
there are some limited circumstances under which, in the execution
of continuity of operations plans, I have some authority to take ac-
tion on behalf of the Commission without needing the vote of the
full Commission.

If the President—you know, I do not want to go through them
in complete detail in this open forum, but if the President were to
declare a national emergency and execute his authorities under
that regard, there would be certain steps that I had the authority
to take and would not have to call a meeting and get the majority
vote of three of the five.

So that is largely what it has been, and it has been natural to
use that position—that is how I sort of got into being the principal
representative of the Commission on efforts like this, when the
White House is looking for someone who oversees those sorts of
issues.
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Senator BINGAMAN. Thank you, Mr. Chairman.
Chairman BENNETT. Thank you. Senator Dodd.
Vice Chairman DODD. Thank you very much, Mr. Chairman, and

I thank all of you for being here, and Mr. Powell, thank you, as
well, for coming by the office a few weeks ago and bringing us up
to date on your efforts.

I want to sort of pick up on, I think it was the lead question the
chairman had, and this is sort of a theme we are working through
these issues as they come before us. As I said earlier, there is a
tendency, and I think it is true of any institution, obviously, to try
and put the best foot forward in public hearings like this, and yet
I think it is important for us to also gather information from out-
side to determine whether or not we are moving as aggressively
and as thoroughly as could be the case.

In addition to the comments at an earlier hearing that this com-
mittee had in New York that the chairman quoted from one of the
witnesses, and the letter from ITU in London regarding the re-
sponse of companies, and we will get to some of those questions,
I suppose, when the industry panel appears, but Commissioner
Powell, I do not know if you are aware or not, but the Federal Re-
serve Board Governor Edward Kelly testified in April to the Senate
Commerce Committee here regarding the telecommunications in-
dustry.

He said in that hearing, and I am quoting him here, ‘‘We are par-
ticularly sensitive to telecommunications, an essential infrastruc-
ture element, and our ability to maintain a satisfactorily high level
of financial and business services. We have been working with our
financial institutions and our telecommunications servicers to find
ways to facilitate preparations that will ensure Y2K readiness.
Nonetheless’’—this is the important part of this—‘‘nonetheless, this
is an area that many financial institutions regard as needing atten-
tion.’’

Now, I do not know how many of you are aware of Fedspeak, but
let me translate that last sentence in Fedspeak. ‘‘Houston, we have
got a problem,’’ is sort of how I would translate that line, and that
is just adding an element to this here. When the Federal Reserve
Board begins to raise concerns and questions—now, this was April,
late April. I wonder if you maybe could just pick up even further
on the comments of the chairman about this as to sort of where are
we in all of this. That is April 28.

Mr. POWELL. The first thing I would say is, particularly with re-
spect to Senator Bennett’s suggestion that our comments are rosy,
let me assure you, I do not think it is rosy at all. What I am con-
fident about is that we have a system and a process to work. I do
not express any rosiness about whether they will get there, only
that I think I have some confidence that we have the instruments,
and some indications of the level of effort that give one reason to
have some confidence that we may, with the little remaining time,
be able to successfully navigate these waters.

It is not surprising for me to hear the concerns from the outside
community seeming to be at odds with our own. I hear it, as well.
I meet with these groups quite frequently. I have met often with
the banking community, and, indeed, a few weeks ago spent 3 or
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4 hours at the Federal Reserve briefing people by video on the ef-
forts of the telecommunications industry.

I would offer this, which I think helps understand this. There are
sort of in my mind three levels of concern. The first kind of concern
is concern about telecommunications because you ought to be. It is
a critical infrastructure and that is a kind of concern that we
should have all the way through the date and long after, because
we understand that while the probabilities may be low, con-
sequences are dramatic and no one can rest with respect to that
concern. I would say that energy and other critical infrastructures
have the same kind of component.

The second kind of concern is concern because you do not know.
Now, what I have tended to find is that what we are finding with
a lot of critical users, like the Federal Reserve and others, is that
the anxiety is not that they see things that suggest failure, but
they are not getting information that gives them confidence, either.
This is the barrier to information problem.

When I took over these responsibilities in May—that is not an
attempt to hide from what was going on in April—we made it a
critical component of what we thought we could do, is to help facili-
tate and improve that level of anxiety, and I can say a little bit
more about that in a minute.

The third level, I think, is that you see and you do not like what
you see. That is, you are beginning to get information and the in-
formation is disturbing.

I think part of the disconnect is that the three of us, at least,
have had a lot more opportunity to see, and what I am happy to
say is that the more I did, while I do find new things to be con-
cerned, my confidence improves rather than falls. The key is to
make sure that we proselytize that, make sure that the Fed and
other people are getting what they need to have their own con-
fidence or make their own decisions about what contingencies. That
is a cornerstone of our efforts to try to fix that problem. We are
doing it both through the surveys and figuring out how to cull in-
formation and then disseminate it to key users.

Our forums have been particularly helpful. When I hold a forum
with the wireline carriers, I have the carriers at the table, I have
the equipment manufacturers at the table, I have the industry
groups that represent them at the table, and I have major end user
groups. I have the Fed. I have had Sears. I have had UPS. I have
had any number of people who can speak to the problems. And
when they are talking right in front of us, we try to serve as sort
of a tough referee to pry out the problems, and I think legal con-
cerns have been a big part of why companies have not told their
story more fully, and so we are just trying to work through that.

Vice Chairman DODD. I think that is a very good analysis of the
three areas of concern. I was pleased to hear you announce that
the chairman of AT&T will be the chairperson of this NRIC group,
but speaking to the very set of issues you just raised and identified
in the three categories: First, because you ought to; second, because
of what you do not know; and third, because of what you do know,
we have 17 months left, about 520 days. This is not a question
where we get it done this month, next month, there is some give.
In Washington, typically, things can be delayed. We are on a real
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clock here, and, obviously, things have to happen before January
1, 2000.

Chairman Kennard promised back in April that there would be
the NRIC organization up and moving. It is 3 months, and I am
pleased to hear the announcement today. I do not want to sound
like I am being a nit-picker here, but every day that goes by gets
really problematic. When it takes 3 months to get something up
and going and announce a chairman, it is disconcerting and maybe
fall under that second category or third category here for me.

I would hope we might get some sense of what the timeframe is
now for NRIC to respond to these and give us some sense of where
this is going and a broader sense of the problem that we have. Do
you have any idea of that at all? Is there a time table? Have you
insisted, or has the Commissioner insisted on the chairman getting
back in a very time certain period with information?

Mr. POWELL. First of all, to clarify some misunderstanding about
that, I am disappointed, too. I have the same sense, that every day
is a day lost and we were probably slower than we should have to
get that operating. But I will say, it was in operation. The key is
that it did not have a chairman, which is normally a CEO, because
the previous chairman had elapsed, but the NRIC operation has
been in effect all of that time and what we have been doing is mak-
ing sure that the vast majority of its mission, which is not exclu-
sively Y2K, it is network reliability in general, that the vast major-
ity of its mission was redirected to be exclusively about Y2K.

The other thing that has really been difficult, which has been
part of my challenge, is sometimes there are too many cooks in the
kitchen. NRIC will be important, but it is one of many, many orga-
nizations worrying about telecom. I mean, three of them are right
here and that does not even hardly scratch the surface. So I would
say that there have been a number of people trying to do monitor-
ing and assessment of the telecommunication industry from dif-
ferent venues.

To me, when you have an urgent situation in terms of time, effi-
ciency becomes really important, and what really becomes impor-
tant is getting an effort that is relatively coordinated so people do
not ask Bell Atlantic ten times the same question, that we have
some way to bring some efficiency into that response.

The key to the NRIC effort is not that I am going to turn the
job over to them, and so, in a sense, there is not this, they will get
back to me on this date sort of thing. They are part of my process
which I personally intend to try to drive. That is, they sit at the
table of the Telecommunications Sector Group. They report back to
us. We talk to them almost daily with respect to the kinds of things
that we would hope that we do. We have already had one signifi-
cant opening meeting with their presence this month, earlier this
month, and I intend to put that on an almost monthly update basis
in that we will develop in that group specific taskings with specific
times for responses to them.

But what we do not want to do is drive in and try to quash really
good efforts underway. It would be, in my opinion, not a good use
of NRIC to tell them to buffalo into the Telco Year 2000 Forum and
start changing the great efforts that they have undertaken with re-
spect to testing.
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So I hope that is a satisfactory answer to the question, but I as-
sure you, we are taking that urgency seriously.

Vice Chairman DODD. At some point, we would like to know who
the lead chef is.

If the chairman would yield for just one question, because this
ties in with this.

Chairman BENNETT. Surely.
Vice Chairman DODD. First of all, I am very heartened by the

good response you have had from a number of companies, and I
had earlier sort of prepared a question to ask you about the 911
issue. In fact, I used the 911 analogy and talked about what can
happen here. For a lot of folks out there, this is a very personally
critically issue. The other stuff we talk about, financial services
will impact them, maybe directly, maybe indirectly, more likely in-
directly. But the 911 issue is one that has a very direct impact.

You mentioned only about 1 out of 55 wireless companies that
are heavily involved now in this area have responded to inquiries.
I would——

Mr. POWELL. Public safety. If I could correct, the public safety
community.

Vice Chairman DODD. The public safety community. I think it
might be helpful if you could provide this committee with a list of
those companies and we will add that to our group of companies
that we would make in a very public setting here today, saying you
have got a couple of weeks. We are going to be calling Commis-
sioner Powell back and asking him whether or not you have re-
sponded to these letters, and if you have not, I am going to add
you to that public notice about companies that are not doing their
job in responding to this problem.

So I will make a formal request of you that we have a list of
those companies. We will keep it confidential, I hope, Mr. Chair-
man, in the committee——

Chairman BENNETT. Yes. Yes.
Vice Chairman DODD [continuing]. And we will call you back in

a couple of weeks and find out whether or not they have been more
responsive.

Mr. POWELL. Absolutely.
Vice Chairman DODD. And if they have not, I will let you know

today, be prepared to read your names and hear about them in a
very public setting.

I thank the chair.
Chairman BENNETT. Thank you. Senator Smith?
Senator SMITH. Thank you, Mr. Chairman. I apologize for being

late. I was in the Judiciary Committee giving testimony on the
issue of assisted suicide, which affects my State a great deal. On
the way over here, I was wondering if we are not in a different con-
text talking about assisted suicide on Y2K.

[The prepared statement of Senator Smith can be found in the
appendix.]

Senator SMITH. I apologize if I am plowing old ground, but with
Senator Dodd, I serve on the Foreign Relations Committee and I
am very interested in how well prepared the rest of the world is.
That clearly may affect some political stability around the world
and certainly has an impact on our country. I wonder, is there an
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international organization that is helping on this issue? Are we
doing anything to provide that leadership internationally? Any of
you can speak to that.

Mr. POWELL. Senator, I can offer a little bit on that. There are
any number of people trying to work on the issue on the inter-
national front, but let me point out what I think are some of the
critical forums.

First of all, there are regional organizations. The European
Union has its own Y2K operation. There are other regional oper-
ations. But the one to my mind that is probably playing the most
critical role and the most umbrella role is the International Tele-
communication Union, which meets frequently and is part of—it
historically is part of an effort that coordinates international tele-
communications generally. You know, we share spectrum around
the world. People have to figure out how to do that, and so they
are a very fundamental player in that.

That is chaired by an individual named Ron Ball, who is from
Britain, who is an extremely gifted individual and I am personally
very heartened that he is chairing that effort over others.

They have been engaged in an effort to do monitoring and assess-
ment much like we do domestically and have sent out a significant
number of surveys around the world to try to get detailed re-
sponses and it is pretty dismal. Senator Bennett was right in his
assessment of how that has gone, and the United States is a little
vulnerable on this, as well, and we are doing stuff to make sure
that gets fixed. So that is part of their effort.

They have deputized what they call ‘‘Y2K Ambassadors.’’ That is,
they are individuals or institutions that are responsible for particu-
lar parts of the world, sort of in an effort to delegate some respon-
sibilities across the board.

The State Department has been engaged in an effort through
state-to-state contacts to raise the profile of the issue through its
ambassadors. I know it has dispatched communications to the field
in that regard.

Indeed, the President raised this as part of the G–8 summit,
again, another interaction that was not heartening. We sat—not
me, personally, but the United States sat at that table with an ex-
tensive amount of materials, I think, prepared to begin working on
that issue in a much more serious way. The vast majority of people
had nothing to hand out and barely want to talk about the prob-
lem. There are others. I mean, there are other forums being put to-
gether and being worked on.

One of the things I do is lean heavily on American companies
who I think have the contacts that matter. State-to-state contact is
useful, but the truth to it is, you have got to talk to Deutsche
Telecom. You have got to talk to the companies. You have got to
talk to KDD and NTT and Singapore Telecommunications. The
AT&Ts of the world do that frequently, and if they are taking the
problem seriously, everyone they interact with should be taking the
problem seriously.

As I understand it, for example, a company like British Telecom
begins to now have important contract provisions and an insistence
that we are going to look for new relationships if you cannot give
me some assurances you are working on the problem.
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So that is some of the effort that is underway, but you point out
rightfully what concerns me. Thankfully, in the United States, for
the most part, there are not a ton of things competing for national
attention with regard to this issue. But when I talked, for example,
to the president of Deutsche Telecom, I said, what about the Year
2000 problem? He said, ‘‘I have two of them, the euro and this.’’
There are an extraordinary amount of world events that are com-
peting for attention. One gets concerned about how those priorities
are assessed.

Japan has a ‘‘right now’’ problem, and the notion that they, sort
of as a national priority, have this at the top of this, it worries me
that they do not.

Indonesia, significant parts of the world who are critical to the
international payment system, very critical to other things that we
rely on, are sort of in woeful straits in that regard.

So the bottom line, to tie your comment together with Senator
Dodd’s, is that there cannot be an interaction in which this issue
is not raised. I think if any government official or any private sec-
tor individual who has an interaction with a foreign carrier, foreign
government, does not raise Y2K every time they run into someone,
they have made a substantial error.

Senator SMITH. Is the United Nations doing anything on this?
Mr. POWELL. I am not personally aware of the extent of the

United Nations’ involvement. I thought that I understood, and I
would have to verify that there were some resolutions that either
were passed or were pending, but I am not specifically aware of it.
I do not think the ITU is an element of the United Nations, or has
a component of the United Nations, but I stand to be corrected on
that.

Senator SMITH. Does this have any implications for—it seems ap-
parent to me that it does—for the Aura, that transition? This is oc-
curring simultaneously with it. I would think that would greatly
complicate their financial system.

Mr. POWELL. It is huge. Put simply, it is huge. Next to Y2K re-
mediation, I cannot imagine a more complex transition than chang-
ing your currency. I have had some discussions with presidents of
foreign carriers and the kinds of things they have to work through
are astonishing, where the commas go in terms of the bills, what
systems have to be reprogrammed, the training of employees.

I am not one to tell Europe what to do, and in a sense in this
regard, they are way too far down the road, but I think what every-
one needs to do throughout the world is understand what things
are not essential to happen now. This one has to happen now. You
do not have a choice. Other things do not. I think nations, includ-
ing this one, need to make some national priorities about what
things can be put on the back burner as we hit the red zone to
make sure that we do not blow this deadline.

Senator SMITH. Thank you, Mr. Chairman.
Chairman BENNETT. Thank you, Senator.
I would point out, I have met with Ambassador Kamal, who is

head of the Informatics Committee at the United Nations. He and
I have appeared on common speakers’ platforms and we are in
touch with this committee. He has described his relationship to the
United Nations as much the same as my relationship to the Con-
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gress, somebody who is trying to get everybody interested when
they have other things on their minds.

Thank you all. One last comment, Commissioner Powell. With re-
spect to the announcement you made today of the appointment of
a chairman of this group, I would hope that the group would for-
malize some kind of link to the staff of this committee so that there
could be an exchange of information.

This committee is performing, I think, a serious function in that
we are becoming the repository of information. There does not seem
to be any other place where information on Y2K across the spec-
trum of industries, States, government agencies, and so on is accu-
mulating other than this committee, and I think your group would
benefit from that context, and, frankly, so would we if, in perform-
ing this role as the repository of that information, we had a conduit
of connection. So I would appreciate if it you would take the charge
to see to it that that conduit is created and the opening is made.

Mr. POWELL. Senator, I will, and I would also issue a standing
invitation to anyone on the Hill, your staff, in particular, to ever
attend any of these telecommunications working groups. I would be
more than happy to have them there. We will make sure that they
know about them, when they are occurring.

Chairman BENNETT. Thank you. That is very much appreciated
and I am sure someone will attend.

Thank you all. We appreciate your being here.
Chairman BENNETT. We will move now to the final panel. We ap-

preciate this final panel. I have to make an editorial comment.
Those that are worried about the lateness of the hour, it is unusual
on a Friday morning after a recess has started with no votes on
the Senate floor for as many Senators to attend a committee meet-
ing as have come to this one and as have stayed. Senator Stevens
has told me he is still coming. He has a number of other pressures
on him as chairman of the Appropriations Committee.

So it is a testimony to the importance of the issue that we are
going as late as we are and that you do not usually get left solely
to the tender mercies of the chairman, that other members of the
committee have shown up and demonstrated an interest and con-
tinued to question. That is why we have gone on as long as we
have.

Our first witness will be Joseph Castellano, president of Network
and Corporate Systems at Bell Atlantic. He is representing the ef-
forts underway and difficulties facing the local and long distance
common carriers.

He will be followed by Gerry Roth, vice president for Technology
and Systems at GTE, who is representing the TELCO 2000 Forum,
an organization of telecommunications companies established ex-
plicitly to focus on testing common carrier interoperability.

He will be followed by Ramu Potarazu, vice president and chief
information officer of INTELSAT, a leading provider of commercial
communications satellite services.

Our final speaker will be Gary Beach, publisher of CIO Maga-
zine, a bimonthly publication reaching over 125,000 IT and busi-
ness executives.

We will have other telecommunications experts who are provid-
ing statements for the record.
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[The prepared statements can be found in the appendix.]
Chairman BENNETT. Gentlemen, we appreciate your being here.

I make one comment, highlighting what Commissioner Powell said.
If we are going to get the international problem under some degree
of control, it is going to be more company-to-company conversations
than it is government-to-government conversations. We are sorry to
have to put that big a burden on you, but the nature of this par-
ticular problem simply requires it. So that is why we are delighted
to have you here and delighted to have the level of interest that
your presence here represents.

Vice Chairman DODD. Mr. Chairman, just before they start, I
want to thank all of them, as well. I have a flight problem that is
going to cause me to leave, but I wanted to apologize in advance
to the witnesses. It is my fault. We went on with some of these
other panelists a little longer than the chairman probably antici-
pated. But I appreciate immensely your presence here today.

I just would like to pick up on the comment we made earlier, and
this is a group that can really be of help to us and I suspect, based
on Commissioner Powell’s response, that we are not talking about
anyone here at this table, in terms of just keeping communication
lines and responding to these inquiries that come from the FCC.

But if you would use your good offices, particularly you, Mr.
Beach, in having the advantage of reaching a lot of people out here.
how important it is that that information that is being requested
be provided. I have no desire to get into the business of releasing
the lists of companies who are not responding, but I do not know
of any way to get attention. What I try to do is announce that we
are going to do it, give plenty of time for people to know that I am
not doing it today or tomorrow or next week, but at some point, you
are going to provoke me into saying, look, I will use the bully pul-
pit of the U.S. Senate to do so. So I would hope that we might get
that message out to people. It is in their interest. It is in all of our
interest that they respond.

I apologize, Mr. Chairman, but I may not have a chance to raise
that with you by the time you complete your testimony, so I just
wanted to raise it here before we started.

Chairman BENNETT. Thank you. We all understand about air-
plane problems.

Mr. Castellano.

STATEMENT OF JOSEPH CASTELLANO, PRESIDENT, NETWORK
AND CORPORATE SYSTEMS, BELL ATLANTIC

Mr. CASTELLANO. Good morning, Chairman Bennett and mem-
bers of the committee. I appreciate being invited to address you on
the Year 2000 issue. My name is Joseph Castellano and I am the
president of Network and Corporate Systems for the Bell Atlantic
Corp. I am also the officer responsible for leading the company’s
Year 2000 program. In that capacity, I chair Bell Atlantic’s Year
2000 steering committee.

Bell Atlantic is a communications and information company with
more than 41 million telephone access lines and 6.7 million wire-
less customers worldwide. I have been asked to offer testimony
today about the Year 2000 vulnerabilities facing telecommuni-
cations carriers and the legal complexities of information sharing.
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As you are aware, the Year 2000 challenge is to ensure that in-
formation technology accurately processes data into the Year 2000.
For the telecommunications industry, this is a significant challenge
and one we must meet in order for our communications networks
and services to continue to perform as our customers expect. Com-
munications networks are comprised of a number of computer-con-
trolled network elements which operate together to allow voice and
data to be transported and switched. Bringing all of these network
elements into Year 2000 compliance is the goal of the telecommuni-
cations industry.

To understand the vulnerabilities facing our industry, it is help-
ful to consider the scope of the effort that is required in order to
insure that carriers’ communications networks are Year 2000-com-
pliant.

In addition to the industry-wide activities discussed by others
here today, each telecommunications carrier must undertake its
own effort to identify Year 2000 concerns in its operations and to
devise a plan to address each concern. The first step in this effort
is to inventory all of the network elements, information systems,
and computers that could possibly be affected by the century
change.

To give the committee an idea of the size of this effort, Bell At-
lantic’s inventory includes the following: Over 350 types of network
elements which Bell Atlantic has deployed tens of thousands of
times in its network; more than 1,200 software applications with
over 250 million lines of computer code, which support Bell Atlan-
tic’s business processes; approximately 88,000 personal computers,
800 mid-range computers, 40 mainframe computers, and hundreds
of supporting software products; hundreds of unique security ac-
cess, air conditioning, elevator control, and similar systems servic-
ing thousands of buildings, garages, and other facilities.

Once inventoried, each type of network element and computer in
each information system must be assessed to determine if it is Year
2000-compliant, and if not, when and how it would most likely fail.
Knowing when a component may fail is important because this will
influence the sequence and prioritization for correcting that compo-
nent. Because telecommunications carriers purchase the vast ma-
jority of their network elements, information systems, and comput-
ers from others, an extensive program of equipment vendor commu-
nication at this stage and throughout the process is necessary. The
carriers must know what steps an equipment vendor is taking to
make its products Year 2000-compliant.

Detailed planning follows assessment. In this phase, plans are
developed for the remediation or replacement of each type of net-
work element and computer and for each information system. Even
components found to be compliant during assessment will require
testing or verification to validate manufacturer-provided informa-
tion. For those components evaluated as non-compliant, we must
determine if they should be fixed or replaced. Detailed plans must
include all activities required to insure that the particular compo-
nents within a carrier’s network will operate correctly.

The next stage of a Year 2000 plan consists of testing compliant
components, remediating and testing non-compliant components
that will be retained, and replacing those components that will be



40

retired. This is the stage most carriers are at currently, and it is
by far the most complex. During this phase, new and remediated
network elements, computers, and information systems are com-
prehensively tested. Once network elements, computers, and infor-
mation systems are fully tested, they can be deployed. Deployment
for most companies has begun and will continue through early
1999, with some additional deployment occurring after that.

It is also important for carriers to develop comprehensive contin-
gency plans. These plans should address actions required in the
event that scheduled activities, such as the replacement of a par-
ticular software application, do not occur on time, as well as plan-
ning for possible failures. A contingency plan should also include
the establishment of internal, industry, and customer command
structures to effectively manage critical situations.

In general, the performance and integrity of the worldwide tele-
communications network is primarily dependent upon three fac-
tors: First, the performance of the various network components and
software manufactured by numerous equipment vendors; second,
the integration of these network components by telecommuni-
cations carriers within their networks; and third, the interoper-
ability of the separate networks owned and managed by numerous
telecommunication carriers throughout the world and their cus-
tomers.

If an equipment vendor is not able to provide functional Year
2000-compliant replacements or upgrades, that failure will likely
have a material adverse impact on the carrier’s Year 2000 efforts.
Likewise, if the carrier fails to properly address its Year 2000
issues and a service disruption occurs, not only will that carrier’s
customers be affected, any interconnecting network operated by an-
other carrier might also feel consequences.

Given this interdependency, it is critical that each equipment
vendor and each carrier properly address its own Year 2000 issues
and that equipment vendors and carriers work cooperatively to en-
sure a seamless, uninterrupted operation of the global network. In-
formation sharing among carriers and between carriers and their
equipment vendors is, therefore, essential in the successful imple-
mentation of any Year 2000 plan. Likewise, information sharing
between carriers and their customers is equally critical to enable
customers to understand and address their Year 2000 require-
ments.

This is an area in which government can help private industry.
Our experience has been that liability concerns have had an ad-
verse impact on the free exchanges of Year 2000-related informa-
tion among businesses. These concerns affect not only the level or
content of disclosure, but also the timing of the information ex-
change.

Given the compelling need to share Year 2000 information within
the telecommunications industry, legislative action is needed to re-
duce liability concerns among companies. That is why we support
legislation such as the proposed Year 2000 Information Disclosure
Act to facilitate a more open and timely disclosure of Year 2000 in-
formation, and we urge the members of this committee to support
its passage, as well.
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In addition, Federal and State regulatory agencies are in the
process of gathering as much information as possible from the enti-
ties within their jurisdiction in an effort to understand the issues,
problems, and progress on Year 2000 matters. While we applaud
and encourage these efforts, we believe that consideration should
be given to the development of a more uniform approach to infor-
mation gathering from the telecommunications industry. Such a
uniform approach to information gathering would improve the use-
fulness of the information provided and minimize the impact of
these requests on personnel working to address the Year 2000
problem.

I thank the committee for allowing me to address the Year 2000
issues facing the telecommunications industry and I stand pre-
pared to answer any questions the members of the committee may
have.

Chairman BENNETT. Thank you very much.
[The prepared statement of Mr. Castellano can be found in the

appendix.]
Chairman BENNETT. Mr. Roth, we thank you and appreciate your

being here.

STATEMENT OF A. GERARD ROTH, VICE PRESIDENT, TECH-
NOLOGY AND SYSTEMS, GTE, ON BEHALF OF THE TELCO
YEAR 2000 FORUM

Mr. ROTH. Thank you, Senator. Chairman Bennett, members of
the committee, my name is Gerry Roth. I am responsible for GTE’s
Year 2000 program, but today, I am here to represent the Year
2000 TELCO Forum. We have submitted a written testimony, but
with your permission and in the interest of time, I would like to
summarize those remarks, sir.

Chairman BENNETT. By all means.
Mr. ROTH. The TELCO Forum is a voluntary, self-funded group

formally established in 1997 to address Year 2000 issues poten-
tially impacting the telephone industry. Its membership consists of
Ameritech, Bell Atlantic, Bell South, Cincinnati Bell, GTE, SBC,
Southern New England Telephone, and U.S. West. Additionally,
AT&T, Worldcom/MCI, Sprint, and USTA have been invited to par-
ticipate as full or supporting members.

The Year 2000 Forum is chartered by the Council of Telephone
Company CIO’s to address the potential impact of the Year 2000
on the telecommunications industry. Major priorities for 1998 and
1999 include information and best practices sharing in all areas of
Y2K, network interoperability testing for Y2K compliance, and con-
tingency planning, to include command structure planning for net-
work coordination efforts across our industry.

The TELCO Year 2000 Forum initiated a concept for interoper-
ability testing with three important goals: First, to minimize the
risk of network failures; second, to minimize the risk of service fail-
ures; and third, to ensure functionality of date-and time-sensitive
operations is not adversely affected by Year 2000. This
intranetwork interoperability component testing includes tests of
robust interactions between network elements, data transport sys-
tems, operational support systems, and the network elements that
they support.
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Our service cluster approach includes testing essential features
of the public switch network, such as the public safety and emer-
gency services systems, such as E–911, basic enhanced and intel-
ligent network services, network management systems, and data
network services.

Some of the characteristics of our testing include 16 separate
configurations for network element and data testing and 40 sepa-
rate network management configurations which span all service
clusters. Testing is being conducted in five separate laboratories es-
tablished across the United States in members’ facilities, using 82
common communications products from 21 suppliers. This equip-
ment comprises the major components of the standard North Amer-
ican suite of equipment and systems in use in the public switch
network. In addition, four members have compiled and assessed
product information on 93 other vendors with 470 separate prod-
ucts.

Information sharing is certainly an extremely important issue for
the Forum and for the public, as we have heard here today. It has
always been the intention of the TELCO Forum to make available
the scope, the plans, and the outcome of our Year 2000 testing. As
the committee is aware, several issues remain unanswered about
either the advisability or the appropriateness of some aspects of
this general information sharing. Nevertheless the Forum will con-
tinue to make this information available to the maximum extent
possible in light of those issues.

Our network interoperability testing began on July 6 with oper-
ational support systems and network element management testing.
This was followed on July 13 with the start of testing for data
transport systems. Network element testing is planned to begin the
first week of August. All testing to date has been successfully exe-
cuted and testing is proceeding according to schedule. Test comple-
tion is planned in December 1998, with a final report being submit-
ted on the first week of January 1999.

In an affiliated activity, the Forum is actively working to estab-
lish a plan for interoperability testing with a similar Canadian
Year 2000 Forum, and we have begun discussions with the ITU
concerning international interoperability test support.

I would like to spend a minute to discuss the relationship of
these network testing activities that you have heard about. In pre-
vious testimony, you heard discussions of at least two major related
Y2K interoperability test activities, the TELCO Year 2000 Forum
and the Alliance for Telecommunications Industry Solutions, or
ATIS. Although these groups operate independently, all members
of the TELCO Year 2000 Forum are members of ATIS. The co-chair
of the ATIS network test committee is also in the Year 2000
Forum. And the Forum will be represented in the ATIS network
test committee as a separate entity. Year 2000 test planning for
both the TELCO Forum and ATIS are intentionally complimentary.

After each company and/or supplier has completed Year 2000 re-
mediation and tested at that level, the next step is to test compo-
nent interoperability between companies and products. The last leg
of that testing, then, is network interoperability testing, which
stresses network features and services in an operational test envi-
ronment.
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The TELCO Year 2000 Forum testing, the intranetwork testing,
is being conducted in late 1998. This is the first leg of testing
which assesses network component interoperability, basically an-
swering the question, ‘‘Do the major network support and manage-
ment elements continue to operate appropriately among and be-
tween carriers in a Year 2000 environment?’’ An example of this
is the 800 number data base support services.

This is then followed by the ATIS testing, or the internetwork
testing, in early 1999. Internetwork testing will assess network
interoperability with respect to service and operations once compo-
nent interoperability has been demonstrated. This testing deals
with such issues as potential network congestion on December, 31
1999, or January 1, 2000, time zone transition issues, Year 2000
impacts on local number portability enhancements, voice and data
transmission between local and interexchange carriers, and real-
time network management and control.

We have often been asked about our concerns about interoper-
ability, which is a expressed concern of this committee. We have
every reason to believe that the U.S. public switch network will
continue to operate with no major service disruptions due to the
Year 2000. However, full international interoperability is of con-
cern due to many late starts and the uncertain program status in
many countries.

The Year 2000 brings a unique and unprecedented potential for
network stresses for several reasons. The anticipated increases in
call volume crossing multiple time zones, increased international
telecommunications interactions to usher in the new millennium,
and then, due to the high profile of the Year 2000 as both a tech-
nology challenge and a new millennium, network security concerns
will also be at peak because everyone out there is not just ‘‘calling
to say they love you.’’

Any Year 2000 glitch which may appear at this otherwise teem-
ing confluence of unique events would certainly exacerbate any per-
formance issues.

We have been asked by Congress and others, what could others
do to help our efforts, and some suggestions would include support
of good Samaritan legislation, such as the Year 2000 Information
Disclosure Act; work to remove the specter of antitrust claims
against companies which cooperate in good faith on Year 2000 re-
mediation; continued awareness campaigns through hearings like
this; work to support efforts to enhance international interoper-
ability; and finally, work with other government agencies to con-
solidate queries and streamline information sharing to prevent un-
essential duplication of effort.

In conclusion, the members of the TELCO 2000 Forum believe
that this cooperative, voluntary testing effort will go a long way to-
ward removing public anxiety over the Year 2000 status of the pub-
lic switch network in the United States. Despite the fact that the
live network cannot be 100 percent tested in advance of the Year
2000, we believe our individual and collective actions in Year 2000
remediation and subsequent tests and validation provide a basis
for sustaining public confidence that the telephone and data net-
works will continue to operate in the Year 2000 and will continue
to provide the outstanding services we have come to expect.
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Mr. Chairman, I thank you for this opportunity to testify on be-
half of the Year 2000 Forum.

Chairman BENNETT. Thank you very much.
[The prepared statement of Mr. Roth can be found in the appen-

dix.]
Chairman BENNETT. Mr. Potarazu.

STATEMENT OF RAMU POTARAZU, VICE PRESIDENT AND
CHIEF INFORMATION OFFICER, INTELSAT

Mr. POTARAZU. Good morning, Mr. Chairman, members of the
committee. My name is Ramu Potarazu. I am the Vice President
and Chief Information Officer of INTELSAT, the international tele-
communications satellite organization.

I appreciate the opportunity to testify before you today on the
important issues raised by Year 2000. I also wish to thank Chair-
man Bennett and the committee for your leadership in addressing
such a complex and global problem.

This morning, I will concentrate on what INTELSAT is doing to
address the Year 2000 issues. In fact, we calculate that we have
370 business days left before the Year 2000 is upon us.

Let me begin with a brief history of INTELSAT. INTELSAT was
established in 1964 as a global commercial cooperative on the ini-
tiative of the United States. INTELSAT’s main mission is to pro-
vide the space segment for public satellite communications services
throughout the world on a non-discriminatory basis. Today,
INTELSAT has 143 member countries and connects virtually every
country and territory in the world. INTELSAT provides inter-
national, domestic, and regional satellite communications, services
such as telephone, television, Internet, and data.

INTELSAT began its official Year 2000 program several years
ago to make sure that we are ready for this challenge. In prepara-
tion for today’s hearing I was asked to address several specific
questions. The first question asked was, how does the Year 2000
problem affect satellite communications? I would like to spend a
few moments to explain the four basic elements of the INTELSAT
global system.

The first part is the satellites. Behind Senator Bingaman is a
picture of a satellite located 23,000 miles above the equator in geo-
synchronous orbit. INTELSAT maintains a fleet of satellites in geo-
synchronous orbit which together provide global coverage, meaning
we reach every person in the world.

The second part is the INTELSAT control system which is pic-
tured to the chairman’s right. The satellite control facility allows
us to control and monitor our satellites, parts of which are located
throughout the world.

The third part is the customers’ earth stations, consisting of sat-
ellite dishes and other equipment.

The fourth part is essentially our entire user community—the
local phone companies, broadcasters, business networks, Internet
service providers, and other end users.

I will first explain what INTELSAT is doing with the satellites.
Our satellite manufacturers have advised us that there are no
known Year 2000 problems on our satellites. typically, a commu-
nications satellite does not use a time and a date. It uses a satellite
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reference, what we commonly refer to as satellite local time. This
is a reference to the sun, and when there is a reference to the sun,
there is usually no reference to a specific year.

INTELSAT’s own analysis and testing will seek to confirm this
information. At this time, however, we believe that our INTELSAT
satellites have no Year 2000 issues, but satellites are only one
piece of the INTELSAT system.

For the INTELSAT control system, which are the systems that
allow us to control and monitor our satellites, we have adopted a
five-step approach to resolving our Year 2000 issues.

The first step is the preliminary assessment phase, where inven-
tory for software and hardware is done.

The second step is the analysis and plan phase where the inven-
tory is analyzed and a remediation plan is established.

The third step is the remediation phase, where the actual hard-
ware and software is fixed.

The fourth phase is the test phase. As stated earlier by Senator
Dodd, this phase is the most difficult. At INTELSAT, we are not
a 9-to-5 business. We are a global business that must serve the
world 24 hours per day, 365 days per year. We simply cannot shut
down our daily operations to test hardware and software. There-
fore, new test facilities have to be set up in temporary locations.
We are currently preparing to conduct such tests as soon as the
software remediation is complete.

The fifth and final phase is the deployment phase, where sys-
tems are put into production and operation. INTELSAT’s Year
2000 program has primarily focused on our ground systems that
fly, command, control, and monitor our satellites.

Now let me turn to your next question. What are INTELSAT’s
concerns about international communications? This, quite frankly,
is INTELSAT’s biggest concern and is the one that is mostly out
of our control. The customer satellite dishes and the local phone
companies, broadcasters, business networks, and other end users
are the biggest challenge in addressing the Year 2000 issue. Be-
cause these entities are out of our control, our emphasis has been
on education. Many of the customer stations throughout the world
have several hundred pieces of computer equipment from various
manufacturers that control their ability to send and receive tele-
communications information.

For example, if the antenna control unit fails at the customer lo-
cation, this failure could cause complete loss of pointing to the
INTELSAT satellites by the antenna, and no information could be
sent or received, even though INTELSAT’s portion of the commu-
nications link is compliant.

Perhaps I can use an illustration to demonstrate INTELSAT’s
concern and those raised earlier by the chairman about Year 2000
issues affecting international satellite communications. A signifi-
cant percentage of INTELSAT’s international traffic is two-way
communication links that use an INTELSAT satellite between
country A and country B. Suppose country A’s ground network is
Year 2000-compliant. INTELSAT, being the supply chain in the
middle, is also compliant. And suppose further that country B’s
ground network is not Year 2000-compliant. The result is that you
have a failure of the complete chain. This is why INTELSAT has
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some concerns about the Year 2000 compliance of all international
communications.

To this end, INTELSAT has been proactive in working with our
customers and our owners and other international organizations to
exchange and gather information relevant to Year 2000 issues.
INTELSAT has also teamed up with the World Bank and the Inter-
national Telecommunication Union on several initiatives to pro-
mote the awareness of the Year 2000 problem throughout the world
via seminars and the use of INTELSAT capacity on a no-charge
basis for promotion of the Year 2000 issues.

In closing, INTELSAT has a plan in place to address the
INTELSAT satellites and the INTELSAT control systems. We are
confident that we will be ready in the new millennium. Our main
concern is with our customers’ satellite dishes and all of the busi-
ness entities at both ends of the supply chain. It is important that
we all continue our education efforts in this area throughout the
world.

We need the ability to share information relating to the Year
2000 issue. We urge the administration and Congress to work to-
gether to allow us to share information more freely so that the
Year 2000 problem can be resolved in an expeditious manner.
Thank you very much.

Chairman BENNETT. Thank you.
[The prepared statement of Mr. Potarazu can be found in the ap-

pendix.]
Chairman BENNETT. Mr. Beach, you get to be the clean-up hitter

here.
Mr. BEACH. I hope I can hit a home run.
Chairman BENNETT. Please do.
Mr. BEACH. No pressure here. [Laughter.]

STATEMENT OF GARY BEACH, PUBLISHER, CIO MAGAZINE

Mr. BEACH. Mr. Chairman, Senator Bingaman, my name is Gary
Beach. I am publisher of CIO magazine, a magazine written for
chief information officers who are responsible for building the larg-
est information technology infrastructures here in America. These
are the people, Mr. Chairman, that you were mentioning who are
responsible for the company-to-company communication that is
going on.

I feel a special akin to the Year 2000 problem, having been pub-
lisher of Computer World in September 1993, when Peter Deyager
wrote the famous article that brought this problem to many peo-
ple’s attention. While I was not as smart as Peter to become a con-
sultant back at that time on Year 2000, my conversations with
users and chief executive officers of several large telecommuni-
cations companies this spring led me on June 15 to the write the
following in the pages of CIO.

‘‘The Year 2000 safety net for the telecommunications industry,
our nation’s backbone for voice, data, and Internet transmission, is
nonexistent, will never be built, and as such, presents the global
economy with its most significant Year 2000 problem.’’

I would paraphrase Senator Dodd’s comments of a moment ago,
‘‘Houston, no, you do not have a problem. Planet Earth, we have
a problem.’’
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Here is why I feel this way. It has been an incredible 3 years for
users in large, medium, and small companies. At once, the most
diligent of them have addressed the Year 2000 problem, but as we
said earlier this morning, some of that testing will be done erro-
neously.

On top of that, an issue that we have not talked about today at
all that is compounding not only the time problem is the labor
problem. Here in America and around the world, we have a critical
shortage of information technology workers, men and women who
could address this issue.

At the same time in the last 3 years, another technology phenom-
ena, the World Wide Web, has expanded the dependence of compa-
nies on telecommunications, linking customers, partners, and sup-
pliers in global networks.

Mr. Chairman, have you ever played dominoes? No? Well, one of
my favorite games of dominoes, not particularly the game but set-
ting them all up and hitting that first domino and watching them
all fall down, the single effect theory.

As you were mentioning aptly this morning, we live in a system
of systems, an interdependent world, and we have seen examples
of how a single event can impact us all. Just in the last year, the
UPS strike crippled many in the industry. In the spring, the
PanAm satellite interrupted pager transmission. And just this
week, we saw the conclusion of the General Motors strike, in which
a single event in Flint brought that company to its knees.

The major fear of CIO’s is this. While they may be compliant
with Year 2000, their partners, their suppliers, their customers, all
linked in this food chain, may not be and their non-compliance
could in that domino effect impact their company.

Some companies have extraordinarily large food chains. General
Motors, the company I just mentioned, has 35,000 partners. Again,
as Senator Dodd was talking about this morning with Judith List,
it is my opinion some of those 35,000 partners will be Year 2000
functional, some will be Year 2000-compliant, and many will be
Year 2000 dysfunctional.

As Commissioner Powell talked about in terms of the legality
issues, this is an incredible challenge, preventing many companies
from fully declaring their Year 2000 operability. As several mem-
bers of this panel and before have aired, I strongly support the ad-
ministration and the Congressional efforts to get the Year 2000 In-
formation Disclosure Act passed and passed fast.

CIO’s express a particular concern, and we have heard this
morning Senator Collins and others, about small companies. There
are 23 million small companies in America. Wells Fargo Bank just
this week released a report where they interviewed 500 small com-
panies, those who have 100 or fewer employees, and found 50 per-
cent are planning to ignore the Year 2000 entirely.

We have talked about the global issues. The World Bank in
March of 1998 released the results of a survey it did among 128
borrowing nations. Seventy-one percent did not even know what
the Year 2000 problem was.

The telecommunications industry in America, while many are fa-
miliar with the names on this panel, is really made up of many,
many small companies. The United States Telephone Association
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has 1,100 members. There are 4,500 members, as you mentioned
earlier, Mr. Chairman, who are Internet service providers. I am
concerned about the readiness of this sector of the telecommuni-
cations industry.

While the United States Telephone Association does a fine job
managing its members, last evening, I went on their website and
I challenge anybody to go on that website and find right up front
information about the Year 2000.

ISP’s, Internet service providers, who is even monitoring them?
So, in essence, the telecommunications industry faces what I call

a great paradox. If the system works as advertised, as we have
heard here this morning, then the global infrastructure will act as
a massive conduit, spreading Year 2000 problems, not theirs, but
from partners and suppliers in their information food chains. If it
does not work, we all know where that is going to lead.

I have several recommendations. First, I would encourage this
committee to raise the awareness of the Year 2000 challenge with
small independent telephone companies and small internet service
providers while abating the potential for panic.

Second, I would encourage all sectors of the telecommunications
industry to follow the example of the TELCO Year 2000 Forum and
expand their efforts as they have in an invitation to long distance
carriers, competitive LEC’s, et cetera. This is critical.

Third, I would encourage Commissioner Powell and the FCC to
put enforceable Year 2000 compliance policies in place immediately
for all groups it monitors, plus hold the chief executive officers and
board directors of those companies personally responsible for Year
2000 compliance statements they share and file with the FCC. We
need an independent verification process.

Fourth, I would recommend that the FCC impose immediate
moratorium on telecommunications mergers and acquisitions. Why?
The FCC needs to focus its finite resources on issues of national,
not corporate, interest.

Fifth, I would consider the formation of a Year 2000 information
center across America to inform consumers not only of the likely
impacts on communications but the services they will purchase
from banks and utilities. CIO magazine surveyed in May 400
households. Four out of ten Americans are totally unaware of the
Year 2000 problem.

Sixth, I would mobilize millions of Americans to join a grassroots
volunteer effort to help solve the problem. That same survey found
45 percent of Americans willing to serve if asked. I applaud the
President for his efforts on July 14 to encourage retired Federal
workers to come back, but more could be done. Possibly, we could
follow the example of President Roosevelt and create a digital Civil-
ian Conservation Corps.

I would challenge the telecommunications industry to report back
to this committee with in-depth contingency plans on what happens
if the network goes down, particularly in rural parts of America.

I would encourage you, Mr. Chairman, to talk to Ambassador
Kamal, who headed the Informatics Committee, and possibly have
a summit at the United Nations this fall.

So my basic report is this. I am concerned. I am close to this
issue. When someone asked me the other day, what am I going to
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do with my money, I do not know, but we all have to work on this
together. We should prepare for the worst, pray for the best, and
hope between now and the Year 2000, everything we do can bolster
those dominoes so when one of them falls, and one of them is going
to fall, all the rest do not fall. Thank you.

Chairman BENNETT. Thank you very much.
[The prepared statement of Mr. Beach can be found in the appen-

dix.]
Chairman BENNETT. I gather from your presentation, Mr. Beach,

that you agree with my concern that things as presented earlier
were a little too rosy. Is that an understatement of where you are?

Mr. BEACH. No, that is an affirmative.
Chairman BENNETT. Thank you. Given the hour, I have a whole

series of things I want to get into, but let me focus on just a few.
You have all talked about the need for legislation. Senator Dodd

and I have introduced by request the administration’s bill as it was
presented to us. For those of you who are not following the commit-
tee’s activities, I will tell you that I have given the assignment to
work on this legislation to Senator Kyl. Senator Kyl is chairman
of the Subcommittee on Technology in the Judiciary Committee, so
there is a nice fit here. Since this committee has no legislative au-
thority, the committee with legislative jurisdiction probably would
be the Judiciary Committee and Senator Kyl is going to work with
his staff, the Judiciary Committee staff, and our committee staff
through August to try to have something for us to consider in Sep-
tember.

I am convinced that it must be passed in this session of Con-
gress, that we cannot wait until next Year on this one. We are try-
ing to draft a careful bill. We will use the administration draft as
a beginning point, but we have had a number of people say that
the administration draft is inadequate in a variety of ways and we
will do our best to try to see to it that it gets improved.

I would like you briefly to comment what you would see life like
a Year from now, in, say, summer of the Year 1999, if this legisla-
tion is passed. What do you see the impact of this producing in the
next 12 months? Mr. Beach?

Mr. BEACH. I would just like to comment that while I support the
legislation and the goals of it, it can be difficult to have companies
share best practices, particularly in a very competitive environ-
ment. So I would only caution. I applaud the goals and the spirit
of the law. In reality, companies may not share as much as they
should.

Chairman BENNETT. Does anyone else have a comment, specifi-
cally on the President’s legislation, because you have not seen the
draft that we will inevitably come up with?

Mr. CASTELLANO. Chairman Bennett, I think that as a result of
the legislation, we will see a better flow of information between
suppliers and customers at all levels. I think that is very important
to address some of the comments that were made earlier about the
concerns people have about not knowing what the status of things
are and I think the legislation would improve that tremendously.
Also in the working relationships between the various firms, it
would facilitate coming to conclusions on how to fix the problem.
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Chairman BENNETT. Senator Bingaman, you have a strong inter-
est in this. We will go to you now and I will reserve the balance
of my time.

Senator BINGAMAN. Thank you, Mr. Chairman. It seems to me
we have got sort of two schools of thought presented today. Mr.
Beach may represent one of those.

I noticed in the testimony that Ms. Fountaine gave us from the
National Communications System, she says here, ‘‘In implementing
special national security emergency preparedness capabilities in
the public network, we chose the major interexchange service pro-
viders, as well as the primary local exchange companies.’’ It says,
‘‘We believe, based on the information they gave us, we believe that
there will be little or no interruption of service from these major
service providers due to the Year 2000.’’ I would be interested in
Mr. Castellano’s view as to whether he agrees with that.

Mr. CASTELLANO. I actually do, because we have been working
very diligently, all of us, for several Years now and doing all of the
steps that you need to do in order to be prepared, and I think we
have reached the point where we are starting to feel confident that
our own networks within individual companies will be ready and
ready, willing, to begin the testing process between the networks
to make sure they will be ready.

We feel for the most part that most of the problem will take
place, if it takes place at all, towards the later half of next Year.
We are aiming to be ready in the second quarter and we think we
have some contingency time to do additional testing before the ac-
tual date. So I think our level of confidence with the major carriers
is pretty high.

Senator BINGAMAN. Now, when you say the major carriers, one
of the statistics we heard earlier was that 98 percent of the com-
munication traffic is carried by the major carriers, something over
98 percent. Is that what you are talking about? You are saying that
98 percent of the communications traffic that we have, at least in
this country, should not be interrupted, based on your assessment?

Mr. CASTELLANO. I think that is a pretty good assessment. It
may be more than 98 percent, but I think there is less certainty
about the rest at this point in time, based on the conversation we
have had today.

Senator BINGAMAN. Does anybody on the panel want to dispute
that?

Mr. BEACH. I will not dispute it, Senator, but I will comment
that I support broad-based interoperability testing. I would only
comment that the logistics of creating a broad-based test that rep-
licate exactly what happened in our lives day in and day out in
America is extraordinarily difficult, and just leave with the thought
that we really have until this time next Year to control possible
public panic about this issue. We asked those same people in the
survey questions, and this time, in the summer of 1999, if it be-
comes apparent that this problem is not solved, there is a possibil-
ity for public concern, and ‘‘panic’’ is not too strong a word.

Senator BINGAMAN. Let me also just ask, Mr. Potarazu, your tes-
timony says, ‘‘At this time, we do not believe that the INTELSAT
satellites have any Year 2000 issues.’’ So if we do not have any
problem with the telecommunications infrastructure, at least 98
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percent of it, and we do not have any problem with INTELSAT sat-
ellites, are there communication satellites that are not INTELSAT
satellites that you believe will be affected by this, or are you speak-
ing generally of communications-related satellites?

Mr. POTARAZU. My comments specifically addressed INTELSAT
satellites. We have three manufacturers that build our satellites,
Hughes Space and Communications Co., Space Systems/Loral, and
Lockheed Martin. Other international satellite companies may
have different vendors, but with the three vendors which manufac-
ture INTELSAT’s satellites, we have assurances that our satellites
are compliant.

Senator BINGAMAN. But there is no reason to believe that they
would be making Y2K-compliant satellites or satellites that are not
affected by this problem for you and making satellites that are ef-
fective on this problem for others, is there? Just those three?

Mr. POTARAZU. With those three, that is correct. We do not be-
lieve so. The satellite manufacturer’s have advised INTELSAT that
they know of no Year 2000 problems with our satellites.

Senator BINGAMAN. And those are the three major U.S. manufac-
turers?

Mr. POTARAZU. In the United States, correct.
Senator BINGAMAN. Are we down to trying to figure out the ex-

tent to which the small telecos are going to create a problem for
the rest of the system here, the less than 2 percent of traffic that
goes over these 1,200 or so small companies? Is that where the ef-
fort ought to be concentrated, Mr. Castellano, and if so, what is
being done to bring them up to speed?

Mr. CASTELLANO. At the present time, I agree with that, and I
also think the international carriers should also be included in that
statement. I think the next step is for those of us who have been
in ATIS or part of the TELCO Forum. We are going to try to reach
out to those companies and have them be involved in our activities.
I think that would be the next step.

Frankly, we have not paid them a great deal of attention. We
have been very involved with our own issues, trying to get to the
point where we can say, yes, you were competent about our own
efforts, but I think it is now time for us to try to help the others
to get ready, as well.

Senator BINGAMAN. Is there a plan to do that in place? I mean,
as you move into the fall and the rest of this summer, is there a
plan to get information out to these folks and bring them in and
share what you have learned with them?

Mr. CASTELLANO. Well, we are at the beginning of that. Last
week, we had a meeting and we discussed the possibility of describ-
ing how we would work with others and writing a white paper on
that issue as part of the next step in our activities, at the TELCO
Forum meeting.

Senator BINGAMAN. That is very useful. Thank you very much,
Mr. Chairman. I appreciate it.

Chairman BENNETT. Thank you.
Mr. Beach, you have raised an interesting question that, frankly,

had not occurred to me before, but it is obvious once it is laid out.
You call it the great paradox in your prepared statement. You say,
let us say the telecom industry’s Y2K remedial efforts are 100 per-
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cent compliant, not a likely outcome, and the system works as ad-
vertised. The telecommunications infrastructure then becomes a
powerful conduit for spreading Y2K problems.

Mr. BEACH. Yes.
Chairman BENNETT. That is an interesting paradox.
Let me go back to the statistic we had at the beginning of the

hearing, which says, statistically, every time you fix 4.5 lines of
code, you introduce an error into the system. Mr. Beach, as you
look at that, do you have any sense of how big a problem that is
going to be, to find those errors, or in the spirit of what you said
here, a powerful conduit for spreading problems. Are those part of
the errors that will be spread?

Mr. BEACH. Yes and yes. I mean, one of the problems, Mr. Chair-
man, is that information technology workers, once they have felt
they have scrubbed a line of code, there is a perception that that
has been done correctly and they have moved on to others. Some
companies have 800 million lines of code to create.

What I would also like to comment on is I believe Judith List
talked about this morning rather well, and it is the latency factor
of the ability of a telecommunications network to spread these
problems, whether they are billing problems or what have you. We
are all preparing for January 1, 2000, which might even be before
that, but there is a possibility that latent Year 2000 problems could
be much like digital microbes that are invisible.

Deputy Secretary Hamre from the Department of Defense re-
cently said, on the Year 2000, if the computers go down, it is not
fine, but at least he knows where the problem is. A bigger problem
for him, and, I argue, a bigger problem for users is if the system
continues to work. I mean, if Ramu sends a satellite off and it is
only one degree off, over time, that one degree becomes a huge gap.

Chairman BENNETT. You are going in the direction that I was
going. I am beginning to realize that the life of this committee may
extend far beyond January of 2000, not because I want to empire-
build but because the problems are going to be there. We have seen
that in testing, and I am going to end the hearing with this com-
ment about testing and our experience and what we have seen in
the committee and, hopefully, through this group, send a message
to the telecommunications industry.

The military has done some testing. They found several things.
The most disquieting one is that a majority of things that have
been certified as Y2K-compliant on subsequent testing have been
found not to be, and they have had to go back again.

The second is that the problems, as indicated in this last ex-
change, are cumulative. Something is compliant on January 1. It
is functional on January 2. The degradation in its function begins
to accumulate and it fails in February or March, and you find in
the meantime that it may very well have been putting bad data
into the database during the time it appeared to be functional.

We are not going to really know whether the telecommunications
system has gotten by the millennium bug if all the phones have
dial tones and everything is going through on the second of Janu-
ary. We may very well have problems that come along and bite us
and bite us badly in the middle of January or February or later on,
and finding the source of those is going to be much more difficult
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than finding the original problems when you do the first remedi-
ation.

I am seeing some nods. Is that a fair characterization of the
problem that we have?

Mr. ROTH. Absolutely.
Chairman BENNETT. Finally, we have the experience of last

week’s hearing. Last week, I had to do what Senator Dodd has had
to do. I had to leave. I left him the gavel. At the end of the hearing,
someone was called out of the audience who was not scheduled to
be one of the witnesses but was connected with one of the wit-
nesses who described the experience of standing there in a hospital
holding in his hand the letter of certification from a manufacturer
that a piece of equipment was Y2K-functional and watching it fail
as the clock was set ahead to the Year 2000. If the hospital had
depended upon the manufacturer’s certification that everything
was fine, someone would have died.

The witness, as I understand it, described several such cir-
cumstances, and one of the most frustrating ones, a piece of equip-
ment where, when the clock was turned forward to the Year 2000,
failed, would not recover when the clock was back off. By merely
testing the piece of equipment, they ruined it, which raises another
specter that I have heard about and we will hear about in subse-
quent hearings of the company that tried to set its clock forward
to test and discovered that the failure that occurred in that in-
stance was wiping out all the passwords. As a consequence, their
database was rendered inoperable by virtue of the test because
they could not get in it, and the passwords had all been deleted by
the Year 2000 problem.

So my conclusion here, which I am leaving everyone who may be
watching, either in the overflow room or on television or the jour-
nalists taking things down or those of you representing various in-
dustries, we cannot depend on the first test or the first certification
or the first comfort letter that we get from a manufacturer or some-
body looking at this. The testing has got to be extensive, it has got
to be continuous, and it has got to extend beyond the Year 2000
because we absolutely cannot allow the telecommunications sys-
tems to fail, or everything else goes under.

I appreciate the reassurances that we have gotten, but I also ap-
preciate the warnings that we have had that those reassurances
need to be checked and rechecked and then checked again before
we can take them at face value.

My thanks to all of the members of the committee. To all of the
witnesses, thank you for your patience. The hearing is adjourned.

[Whereupon, at 12:30 p.m., the committee was adjourned.]
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A P P E N D I X

ALPHABETICAL LISTING AND MATERIAL SUBMITTED

PREPARED STATEMENT OF GARY BEACH

My name is Gary Beach. I am publisher of CIO, a magazine written for chief in-
formation of officers—men and women who build and manage our nation’s informa-
tion technology infrastructure. These executives work in major corporations and in
many government agencies nationwide. The subject of my testimony is ‘‘Industry
Concerns about the Preparedness of the Telecommunications Industry As It Faces
the Year 2000 Challenge.’’ My perspective comes from 17 years in the information
technology publishing business and from private discussions about the Year 2000
with CIO’s and other technology and business executives.

No one today can dispute that we live in a globally interconnected, interdependent
information society—an information society increasingly built on fragile supply
chains. To give you a sense of the intricacy of this interconnectedness, consider
these examples. Last year the United Parcel Service strike crippled many segments
of the U.S. economy. This spring a single satellite malfunction caused millions of
pagers to go down. A strike at a plant in Michigan disrupted the entire North Amer-
ican operations of General Motors.

Despite the calamity described in the above examples, our societal web of supply
chains has shown the ability to take a hit in one place and maneuver resources from
another locale to recover. But never has society in general or the telecommuni-
cations industry specifically faced the daunting, hard-stop challenge posed by the
Year 2000 problem. In the past two months many witnesses have come before this
committee professing their industry or their company will be Year 2000 compliant.
My conversations with chief information officers and key executives of long distance
and regional telephone companies have convinced me those claims of compliance
may be based more on hope than on actual fact. This should not come as a surprise
as we’ve never faced such a daunting challenge. True, the telecommunications in-
dustry has been working on Y2K compliance. Many have devoted efforts to the prob-
lem since the mid-1990’s. At the same time, however, use of another technology, the
World Wide Web, skyrocketed and millions of corporations have extended their in-
ternal information technology networks to external partners, suppliers, customers,
yes, even competitors. Sears, for example, has 5,000 suppliers linked to its informa-
tion infrastructure. Chief information officers are concerned that regardless of what
they’ve done to make their own systems compliant, they may still fall victim to their
connected partners’ problems. And partner failures could have devastating economic
results for a company no matter what it has done to become Y2K compliant.

This scenario presents the telecommunications industry with what I call the ‘‘The
Great Paradox.’’ Let’s say the telecom industry’s Y2K remedial efforts are 100 per-
cent compliant—not a likely outcome—and the system works as advertised. The
telecommunications infrastructure then becomes a powerful conduit for spreading
Y2K problems. Technical problems will be passed down the information technology
(IT) food chain as quickly as telephone connections occur. On the other hand, if the
telecommunications system experiences significant Y2K problems, not only busi-
nesses but lives could be lost. Think about how much we depend on 9–1–1 for exam-
ple. What if it doesn’t work when we punch in those numbers?

Of particular concern is the Y2K readiness of the 23 million small businesses in
America. And why should we all care? Because small businesses may not have the
fiscal or human resources or the know-how to address Y2K. In a survey of 500
American businesses that employ 100 or fewer people, Wells Fargo Bank reported
earlier this month that an incredible 50 percent of respondents plan to ignore Y2K
issues entirely. The 23 million small businesses in America employ more Americans
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than any other sector by far. If the Wells Fargo Bank survey is accurate, many of
America’s small businesses will not be Y2K compliant, many will suffer Y2K disrup-
tions, and some may go out of business causing our nation’s unemployment rate to
rise.

Why my concern about small businesses and the food chain analogy? Because the
United States telecommunications industry reflects in many ways the percentage
composition of the general American economy. While most Americans are aware of
names like AT&T, Bell Atlantic and GTE, the United States telecommunications in-
dustry is in reality an intricate web of over 1,100 small independent telephone com-
panies and approximately 4,000 small Internet service providers. Day in and day
out these companies rely on each other to complete the voice and data calls that
make up the fabric of life in America today. What are those small telephone and
Internet service providers doing to become Y2K compliant? Are they following the
example of small businesses sampled in the Wells Fargo survey? And our concern
should cover not only small businesses but also our global business partners. Many
multinational corporations do business with countries around the world. In March
1998, the World Bank reported that of the 128 borrowing countries it monitors, only
37 even knew what the year 2000 problem was.

Earlier this week I visited the Web site for the United States Telephone Associa-
tion, the group that represents these 1,100 independent telephone companies. I am
disappointed to say that if what I found represents the USTA’s interest in the Y2K
issue for its members, many of those small telephone companies will not be Y2K
compliant by the end of next year. I started my testimony talking about the intri-
cate information chains that bind our society and economy. In Boston when I call
the West Coast, my call has to proceed from a Bell Atlantic switch to the long dis-
tance carrier of my choice to the local telephone company servicing my end destina-
tion on the West Coast. The players large and small in the extremely competitive
telecommunications industry need each other to complete those voice and data calls.
What are they doing to join arms and fight the Y2K battle? While I applaud the
efforts of the Telco Year 2000 Forum, it is largely an effort of the major local ex-
change carriers. I urge AT&T, MCI, and others to accept Telco Year 2000 Forum’s
invitation to join. As the days to 1/1/00 dwindle, the telecommunications industry
must put aside its partisan nature for an all-hands-on-deck run at this problem.
When American citizens are unable to make phone calls on January 1, 2000, they
will not have the patience for finger pointing that may ensue among local, long dis-
tance and Internet services. The telecommunications industry is increasingly a glob-
al business as seen by this week’s announcement of the AT&T/British Telecom joint
venture. Chief information officers are increasingly concerned about data such as
earlier reported from the World Bank: What kind of impact could a Y2K failure in
a foreign PTT (Post, Telegraph, Telephone) have on their global information tech-
nology infrastructure. Alan Greenspan recently testified before the Senate Banking
Committee that a small problem beginning somewhere in the international banking
community could snowball into a Gargantuan problem. Could his point of view be
transferred to our nation’s telecommunications industry as it prepares for the Year
2000? Could a small Y2K problem beginning in some small European, Pacific Rim
or Latin American country snowball into a large Y2K problem here in America? As
the International Telecommunications Union recently reported, could Y2K unpre-
paredness cut off the developed countries that have worked on the Y2K problem
from the developing countries, creating in essence a digitally disconnected Fourth
World of nations? On July 23 Senator Dodd said in these hearings, ‘‘We are no
longer talking about whether there will be any Y2K disruptions—only how serious
those disruptions will be.’’ On June 4 in Omaha, Nebraska, CIO magazine and the
International Data Corporation released the industry’s first predictive tool that
helps companies gauge their Y2K vulnerability. We call it the Beach/Oleson Pain
Index and it can be found at www.cio.com/y2k.html The index is based on the inter-
connectedness of corporations sharing applications with external partners. We quan-
tify the problem into four states: catastrophic, meaning the problem experienced
could cause socioeconomic harm; business critical, which refers to a Y2K problem
that brings down an entire business for more than 24 hours; disruptive, including
problems causing outages that are fixed within 24 hours; and annoyances, non-
essential Y2K problems such as your e-mail password claiming it has expired. For
example, a corporation or telecommunications company sharing 55 applications with
external partners has a 57 percent probability that its Y2K problem will be an an-
noyance, a 34 percent probability the problem will be disruptive, a 11 percent prob-
ability the problem will be business critical and a 0.6 percent probability the prob-
lem will be catastrophic. While most companies will not experience catastrophic
problems, the telecommunications industry certainly falls within the group that will
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suffer deeply if partners’ appropriate preparedness action steps are not taken. These
are our recommendations to this committee moving forward:

1. Raise awareness of the Y2K challenge with small independent telephone com-
panies and small Internet service providers while abating the potential for panic.

2. Encourage all sectors of the telecommunications industry to follow the example
of the Telco Year 2000 Forum and expand their efforts to long distance carders,
competitive LEC’s, etc.

3. Encourage the FCC to put enforceable Y2K compliance policies in place imme-
diately for all groups it monitors and hold the chief executive officers and board di-
rectors personally responsible for Y2K compliance statements shared with the FCC.

4. Recommend that the FCC impose an immediate moratorium on telecommuni-
cations mergers and acquisitions. The FCC needs to focus its finite resources on
issues of national not corporate interest.

5. Consider the formation of Y2K Information Centers across America to inform
consumers about not only likely impacts on communications but also the services
they purchase from utilities, banks and the like. A recent survey by CIO magazine
found nearly 4 in 10 Americans are totally unaware of Y2K. Of those that were
aware, one in four plans to put his or her money under their mattress if it becomes
apparent the Y2K challenge will not be solved by this time next year.

6. Mobilize millions of Americans to join a grass-roots volunteer effort to help
solve the problem. The same CIO survey reported 45 percent of Americans said they
would serve if asked. Earlier this month the president challenged retired federal
workers to come back and help. This effort needs to be expanded to all. In the CIO
survey the under 25 age group responded with most enthusiasm to volunteer. Presi-
dent Roosevelt mobilized this nation early in the century with his visionary civilian
conservation corps. People can similarly join to attack the Y2K problem.

7. Create a telephonic version of the Federal Emergency Management Agency that
small telephone companies and small Internet service providers could tap into for
funds to hire workers to help meet the Y2K challenge.

8. Challenge the telecommunications industry to report back to this committee
with an in-depth contingency plan on what will happen if the network goes down.
Have the group particularly focus on the contingency plans for rural America, an
area largely served by small telephone and Internet service providers. Moreover,
task the industry with explaining how it plans to handle the extraordinary volume
of calls from consumers demanding Y2K information from their banks, health care
providers etc., anticipated in November and December 1999.

9. Work with Ambassador Kamal, head of the Informatics Committee at the
United Nations, and encourage the ambassador to hold a major global summit at
the United Nations on Y2K this fall.

American lives and the American economy live on the bandwidth provided by our
nation’s telecommunications infrastructure. Whatever threatens the delivery of that
bandwidth threatens lives and the economy in America. The Y2K problem is threat-
ening our nation’s ability to deliver noninterrupted bandwidth. No one can come be-
fore this committee and say for certain how our national and global telecommuni-
cations infrastructure will fare during the digital tsunami known as Y2K. Several
things are certain. We are all in this together. We should all prepare for the worst.
And we should all pray for the best. Thank you for the opportunity to share this
testimony with this distinguished committee.

RESPONSES OF GARY BEACH TO QUESTIONS SUBMITTED BY CHAIRMAN BENNETT

Question 1. You recommend the establishment of a special telephonic version of
the Federal Emergency Management Agency (FEMA) to provide financial assistance
to small telephone and Internet providers. How would you propose this be organized
and funded?

Answer. Using the same FEMA infrastructure and processes, have Congress or
the administration increase and/or create a special Y2K fund that could be used by
companies with 50 or fewer employees.

Question 2. Could you please elaborate on assessment of United States Telephone
Association members lack of Y2K preparedness?

Answer. What I have come to learn about publishing information on the World
Wide Web is that if a topic is important to Web site editors and their audience, it
is prominently displayed on the home page.

In preparation for testimony on July 31, 1998, CIO visited the USTA.org site.
Then as now the USTA home page—or other areas on the site—lacks information
that would lead CIO to believe the USTA is concerned about the Y2K situation.
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Many USTA members are small, independent telephone companies. It is our belief
that they employ old telephone switching technology and that many of those USTA
members are in rural areas of the United States.

All USTA members are linked to our nation’s long distance telephone networks.
It follows that Y2K problems in these small telephone companies could be passed
along to larger companies.

Question 3. What evidence can you cite to support your assertion that claims of
Y2K compliance by the industry are based on hope rather than fact?

Answer. The best evidence of this is the actual testimony of industry representa-
tives at the July 31, 1998, hearing. They conveyed the hope that the industry would
be 98 percent Y2K compliant by January 1, 2000, or sooner but confessed that the
networks have significant Y2K latency problems.

When a deadly infection enters a body, that body is 99 percent infection free.
However, the body can succumb to infection as it spreads. Nothing I heard at the
hearing convinced me that the telecommunications industry knows just how compli-
ant it will be on Jan. 1, 2000.

Question 4. What do you predict the state of Y2K readiness will be in the telecom
industry on January 1, 2000 based upon your contacts with CIO’s nationwide?

Answer. Based on my conversations with CIO’s, I predict there will be widespread
telecommunication outages across America, particularly in rural parts of our coun-
try served largely by small, independent telephone companies without the resources
to identify and fix the Y2K problem. Moreover, I predict latent Y2K bugs will con-
tinue to plague the nations telecommunications network well into the year 2000.

Question 5. You refer in your testimony to ‘‘the great paradox’’ whereby Y2K com-
pliant telecommunications infrastructures will become ‘‘powerful conduits for
spreading Y2K problems.’’ Would you elaborate on this and cite specific examples?

Answer. The Great Paradox concept espouses this point of view: Even if the na-
tion’s telecommunications infrastructure is 100 percent Y2K-compliant, it may act
as a superconductor that will pass Y2K erroneous data through companies con-
nected via that infrastructure in large supply chains.

If the telecommunications infrastructure fails the nation, the consequences will be
dire.

For example, many small companies in America—either because they do not have
the IT manpower to correct Y2K code beforehand or because they didn’t try to fix
the code—will incubate errant information. They will pass this information to other
companies they are linked to in information food chains.

That errant data could take the form of inaccurate invoices, payments or patient
information. Or there could be significant disruptions in our nation’s distribution of
food, supplies and so on.

CIO recommends that the Senate pay particular attention to the northern areas
of the United States from Alaska to Maine because Y2K hits these areas in the dead
of winter and major disruptions in telephone, electricity, and heat could prove disas-
trous.

Question 6. We have heard this morning about the non-participation of the long
distance carriers in the Telco 2000 Forum. In you testimony, you recommended that
this situation be corrected. Why do you think broader participation is important?
What might occur if this situation is not remedied?

Answer. As I stated in my testimony, the Telco 2000 Forum is a positive step.
Its major limitation is that it does not include the long distance carriers, though
I understand they have invited this group to participate.

This cuts to my major critique of this industry as it faces Y2K. If, for instance,
I want to call San Francisco from my offices outside Boston, my voice and/or data
call emanates from a local telco (Bell Atlantic), then moves to the long distance car-
rier of choice (AT&T) to another local telco (GTE) in San Francisco. Unless all of
these entities are entirely Y2K functional on January 1, 2000, the probability that
my voice/data call will go through decreases.

The nation’s telecommunications infrastructure is only as strong as its weakest
noncompliant Y2K company.

Question 7. You talk in your testimony about the growing reliance of large and
small businesses on their information infrastructures, i.e., electronic data inter-
change with suppliers and customers. Would you describe examples of the impact
of failed telecommunications infrastructure on these businesses?

Answer. Here’s an example: Large companies are starting to perform Y2K IT
triage with their partners connected in massive EDI or other telecommunication
networks where they are abandoning entirely those companies not essential to their
critical business processes that may not be Y2K-compliant. Sears Roebuck, Inc. has
5,000 vendors linked in its network. It has identified 900 of those companies—or
18 percent—as critical to making sure Sears does business on Jan. 1, 2000. The
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‘‘other’’ 82 percent of its current partners—or 4,100 companies, most small—did not
make the cut. It is my opinion that as they perform Y2K triage larger firms will
never go back to doing business with a portion of those smaller suppliers deemed
noncritical.

The loss of a Sears type contract could devastate a small business.

PREPARED STATEMENT OF CHAIRMAN ROBERT F. BENNETT

Good morning, and welcome to the fourth hearing on the Year 2000 Technology
Problem. To date, we have held hearings on energy utilities, financial services in-
dustries, and health care. Future hearings will include transportation, general gov-
ernment services, and general business issues.

Let me begin today’s hearing by noting that the global telecommunications infra-
structure is the central nervous system of modern society. Daily, 270 million Ameri-
cans depend on this complex web of voice, data, and video services that enable their
telephones, radios, fax machines, computer networks, televisions and other informa-
tion appliances. Major national and international enterprises, such as emergency re-
sponse, national security, finance, transportation, health care, government, energy
distribution, and others, are critically dependent on reliable, 24 hours a day, 7 days
a week telecommunications.

Without these services, our ability to receive, gather, and respond to information
would be as limited as it was for our ancestors before Alexander Graham Bell in-
vented the telephone. Some critical enterprises which depend upon telecommuni-
cations services include: The National Weather Service; the Department of Defense;
the Federal Reserve Board & Wall Street; the National Airspace System; the Amer-
ican Red Cross’s Blood Service and the United Network for Organ Sharing; the na-
tional electric power grid; and on and on.

However, I have great concerns that our global telecommunications infrastructure
can ride out the millennium date change without significant disruptions for three
reasons. First, it is a highly complex system of systems. Second is the fact that there
is no identifiable U.S. public or private body taking the lead on the global aspects
of the Y2K telecommunications problems. Lastly, is the fact that to have successful
communications, both parties must be able to send and receive information. It is not
enough to be ready just yourself.

With regard to the complexity of global telecommunications, the sheer number of
players illustrates the problem. Today in the United States, there are five long dis-
tance carriers (not including the growing number of long distance resellers), five
major national television broadcasters, six Regional Bell Operating Companies,
more than 1,000 small phone companies, 16 communications satellite providers,
more than 4,500 Internet Service Providers, hundreds of cellular phone companies,
thousands of broadcast radio stations, and over 11,000 cable services companies.
And this just captures the infrastructure of the United States and does not include
the thousands of large and small communications equipment manufacturers.

Finally, it must be pointed out that this infrastructure relies on hundreds of mil-
lions of lines of computer code. It is too great a leap of faith to believe that all the
elements of an endeavor this complex will be ready at the stroke of midnight just
17 months from today, especially in the light of the limited readiness the industry
has shown to this committee.

As for coordination and oversight of telecommunications, let me note something
from a 1995 National Research Council report.1

In 1984 it was quite clear what the telecommunications/information infra-
structure was and who defined it. It was, in essence, the telephone and
broadcast networks. The defining players were AT&T, the Federal Commu-
nications Commission (FCC), and the broadcasters. You got only the
connectivity and services that were offered; compared with what is avail-
able today, it was not much.

All of this has changed radically. Instead of being defined by monopoly
suppliers and regulators, the telecommunications infrastructure has become
more closely defined by both market demand and the explosion of support-
ing technologies that have been brought to market by myriad suppliers.
There has been much movement away from a supplier-defined infrastruc-
ture to a user-and market defined infrastructure.
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In this new world of telecommunications which has given rise to a revolution in
new services, no one party is charged with the task of assuring the reliability and
interoperability of the entire network. This has made the millennium bug a much
harder beast to squash as it only has to show up in one link in a communications
chain to cause mayhem.

Finally, let me return to the two-way nature of telecommunications. Simply put,
if the long distance carrier is up and running, but the regional carrier is down, the
long distance call doesn’t go through. If the Internet backbones are working, but the
local Internet Service Provider is off-line, the World Wide Web is inaccessible to the
user. And if a financial payment can be received in New York, but it cannot be sent
from overseas, the transaction will not occur.

Like it or not, there is a link-to-link connectivity that starts locally, goes region-
ally, continues on nationally, and finally, ends internationally in this network upon
which telecommunications and the enterprises supported by telecommunications
critically depend. I am expecting today’s panels to tell us how they are going to take
charge and address this challenge. Getting telecommunications ready for the Year
2000 is a massive task that will require tremendous cooperation and coordination,
but it is a task we must complete.

PREPARED STATEMENT OF SENATOR JEFF BINGAMAN

Mr. Chairman, today’s hearing is very timely. We have only 518 days to make
sure that our nation’s telecommunications networks are prepared for the Year 2000
(Y2K).

The telecommunications infrastructure has been revolutionized by advances
in information technology in the past two decades to form an information
and communications infrastructure. * * * Taking advantage of the speed,
efficiency and effectiveness of computers and digital communications, all
the critical infrastructures are increasingly connected to networks. * * *
Networking enables the electronic transfer of funds, the distribution of elec-
trical power, and the control of gas and oil pipeline systems. Networking
is essential to a service economy as well as to competitive manufacturing
and efficient delivery of raw materials and finished goods. The information
and communications infrastructure is basic to responsive emergency serv-
ices. It is the backbone of our military command and control system.1

We look forward to another century of exciting advances in communications. Yet,
we face an unprecedented assault on the reliability and the resiliency of our tele-
communications infrastructure because of Y2K problems. While there are many
positive indications that the industry is working very hard to solve the Y2K prob-
lem, it is critical that we as the Congress, the Federal Government and the nation
understand the awesome task facing the telecommunications industry. Tele-
communications provide the flow of information on which we depend for national
and economic security. Significant failures or unforseen Y2K telecommunications
outages could have dramatic impacts on our ability to do maneuver military forces,
respond to emergencies or simply do business.

We currently lack the assessments necessary to model potential Y2K failures. Ex-
perience, however, does tell us that hardware and software can fail unexpectedly.
Private industry and government are both adept at surviving systems failures. But
our ability to coordinate and continue operations in the event of a simultaneous
wide spread failure is uncertain.

The susceptibility of the current generation of switching equipment to soft-
ware based disruption was demonstrated in the collapse of AT&T’s long dis-
tance service in January 1990. A line of incorrect code caused a cascading
failure of 114 electronic switching systems.* * * [Again] the potential for
software-based disruption of common channel signaling was demonstrated
in June 1991, when phone service in several cities, including 6.7 million
lines in Washington, DC, was disrupted for several hours due to a problem
with the network’s Signaling System 7 protocol. The problem was ulti-
mately traced to a single mix-typed character in the protocol code.2
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In software engineering, it is common to find that very process of correcting code
introduces new errors. The amount of telecommunications software that must be ex-
amined and then corrected is enormous, and it is inevitable that new errors will
creep in. While a wide area outage is not necessarily going to result from errors
caused through fixing the Y2K bugs, we must be ready for such, and contingency
planning must be done.

I am increasingly concerned that the impact of Y2K on the telecommunications
industry is not being fully addressed as a national security issue. Could a Y2K relat-
ed failure cause such a problem in telecommunications? Could an error entered dur-
ing the millions of lines of code correction cause a serious disruption? If so, would
our current emergency response mechanisms be enough? What specific types of con-
tingency planning do we need to consider?

Throughout today’s hearing we will endeavor to understand the serious Y2K
vulnerabilities facing the telecommunications industry. As we begin this hearing, I
think that it’s particularly important to remember that the United States has by
far the most resilient and reliable telecommunications infrastructure of any nation
in the world. In fact, despite the news of network outages and the Galaxy IV sat-
ellite failure, the telecommunications industry maintains a 99.9 percent success
rate.3

As Americans, we look to the future in anticipation. We continually strive to im-
prove the quality of life by improving communications and advancing technology. It
is my hope that prompt action and technical communication about Y2K readiness
will prevent significant problems. I am confident that the telecommunications indus-
try is determined to meet the communications challenges of the next century. But,
I also believe, to assume that the Y2K problem will not affect U.S. telecommuni-
cations ‘‘* * * is a dangerous complacency.’’ 4

PREPARED STATEMENT OF JOSEPH CASTELLANO

I. INTRODUCTION

Good morning Chairman Bennett and other members of the Senate Special Com-
mittee on the Year 2000 Technology Problem. I appreciate being given the oppor-
tunity to address the Committee on the Year 2000 issue.

My name is Joseph Castellano and I am the President—Network and Corporate
Systems for the Bell Atlantic Corporation. I am also the officer responsible for lead-
ing the Company’s Year 2000 program. In that capacity, I chair Bell Atlantic’s Year
2000 Steering Committee.

Bell Atlantic is a communications and information company. With more than 41
million telephone access lines and 6.7 million wireless customers worldwide, Bell At-
lantic companies are premier providers of advanced wireline voice and data services,
market leaders in wireless services, and the world’s largest publishers of directory
information. Bell Atlantic companies are also among the world’s largest investors
in high-growth global communications markets, with operations and investments in
more than 20 countries.

I have been asked to offer testimony today about the Year 2000 vulnerabilities
facing telecommunications carriers and the legal complexities of information shar-
ing.

II. THE YEAR 2000 PROBLEM

As you are aware, the Year 2000 challenge is to ensure that information tech-
nology accurately processes date/time data from, into and between the years 1999
and 2000. For the telecommunications industry, like other industries that are so
technology dependent, this is a significant challenge, and one we must meet in order
to ensure that our communications networks and services continue to perform as
our customers expect.

A telecommunications carrier depends to a great extent on computers and their
related software to deliver telecommunications services. Communications networks
are comprised of a number of network elements, which together allow voice and
data to be transported and switched. Many of these network elements contain com-
puters and related software, and they interoperate with other network elements
that are also controlled by computers and associated software. Bringing all of these
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network elements into Year 2000 compliance is the primary Year 2000 goal of the
telecommunications industry.

The Year 2000 problem also affects other aspects of the telecommunications busi-
ness in addition to the network itself. Like other businesses, our key business proc-
esses—ordering, provisioning, billing, payroll, etc.—are driven by information sys-
tems which rely on computers and related software that must be tested and con-
firmed as being Year 2000 compliant. Similarly, we face Year 2000 issues in connec-
tion with the continued operation of our general business infrastructure—elevator
controls, air conditioning systems, security systems and even office equipment are
all dependent to some degree on computers and related software.

So, like any other business, a telecommunications carrier must also deal with
Year 2000 issues outside of its traditional ‘‘core business.’’ However, today I will
focus my comments on Year 2000 issues uniquely affecting the telecommunications
industry, and in particular its network services.

III. HOW THE INDUSTRY IS ADDRESSING THE ISSUE

A. Industry group efforts
The telecommunications industry has at least three industry groups which are in-

volved in the Year 2000 effort—the Telco Year 2000 Forum, the Alliance for Tele-
communications Industry Solutions (ATIS), and the International Telecommuni-
cations Union (ITU). Although each group operates as an independent entity, they
are all addressing Year 2000 compliance testing of network components, interoper-
ability of the network components, and in some cases, testing between different net-
works. Other speakers will be addressing industry group efforts in greater detail in
testimony today.
B. Individual carrier’s year 2000 compliance efforts

In addition to the industry level activities, each telecommunications carrier must
undertake an effort to identify Year 2000 concerns in its operations and to devise
a plan to address each concern. The first step in this effort is to inventory all of
the network elements, information systems and computers that could possibly be af-
fected by the century change. As an example of the size of this effort, Bell Atlantic’s
inventory includes the following:

—Over 350 different types of network elements which Bell Atlantic has deployed
tens of thousands of times in its network;

—More than 1,200 software applications, with over 250 million lines of computer
code, which support Bell Atlantic’s business processes;

—Approximately 88,000 personal computers, 800 mid-range computers, 40 main-
frame processors and hundreds of supporting software products;

—Hundreds of unique security access, air conditioning, elevator control, and simi-
lar systems servicing thousands of buildings, garages, and other facilities.

Once inventoried, each type of network element and computer and each informa-
tion system must be assessed to determine if it is Year 2000 compliant and, if not,
when and how it will most likely fail. Knowing when a component may fail is impor-
tant because this will influence the sequence and prioritization for correcting that
component. Because telecommunications carriers purchase the vast majority of their
network elements, information systems and computers from others, an extensive
program of equipment vendor communication is necessary. Carriers must know
what steps an equipment vendor is taking to make its products Year 2000 compli-
ant.

Also, as part of this inventory and assessment activity, it is necessary to assign
some level of priority for the remediation or replacement of network components.
For example, network elements and related software that would have an immediate
and severe impact on customer service in the event of failure should be assigned
a higher priority than that given to a non-critical system.

Detailed planning follows assessment. In this phase, plans are developed for the
remediation or replacement of each type of network element and computer and for
each information system. Even components found to be compliant during assess-
ment will require testing or verification to validate manufacturer-provided informa-
tion. For those components evaluated as non-compliant, we must determine if they
should be fixed or replaced. Detailed plans must include all activities required to
insure that the particular components will operate correctly. Thousands of such
plans must be developed by a carrier and its vendors. By the third quarter of this
year, detailed planning should be completed or nearly complete.

As part of this planning phase, special attention must be paid to telecommuni-
cations systems and network components supporting emergency services, such as
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911 services. Together with cities, towns and municipalities who operate such emer-
gency service systems, and the manufacturers of the equipment used in these sys-
tems, telecommunications carriers share a common goal—to ensure that these and
similar essential services remain unaffected by Year 2000 problems. Emergency
services should remain a top priority in any telecommunications carrier’s overall
Year 2000 plan.

The next stage of a Year 2000 plan consists of testing compliant components; re-
mediating and testing non-compliant components that will be retained; and replac-
ing those components that will be retired. This is the stage most carriers are at cur-
rently and it is by far the most complex. Carriers on track to meet Year 2000 tar-
gets would have begun this phase in 1997; however, the majority of the work will
be completed in 1998 with some to be completed in 1999. During this phase, new
and remediated network elements, computers and information systems are com-
prehensively tested. These tests include testing for date handling, interface testing
and regression testing. Regression testing assures that no other function of the com-
ponent has been adversely affected by the remediation.

Once network elements, computers and information systems are fully tested, they
can be deployed. For network elements, this requires the development of extensive
deployment schedules, which must be coordinated with other network changes and
supported by equipment vendors. Where a new information system is being installed
to replace a non-compliant system, deployment will require that employees receive
training in the new system. In addition, personal computers have to be replaced or
upgraded, requiring extensive fieldwork by maintenance personnel. Deployment for
most companies has begun and will continue through early 1999, with some addi-
tional deployment occurring after that.

Finally, it is important for a carrier to develop comprehensive contingency plans.
These plans should address action required in the event that scheduled activities,
such as replacement of a particular software application, do not occur on time, as
well as planning for the possible failures of suppliers and internal operations. A con-
tingency plan should also include the establishment of internal, industry and cus-
tomer command structures to effectively manage critical situations. Initial contin-
gency plans should be developed by the end of 1998, but these plans will necessarily
evolve as circumstances require.

A comprehensive and effective Year 2000 program should also include a company-
wide management structure and process—a senior officer responsible for overall
leadership; an officer level steering committee (or similar group) representing all
critical operations of the business with responsibility for establishing policy, resolv-
ing issues and monitoring the progress of the Year 2000 program; and a Program
Office which provides a dedicated staff for central management and support of all
Year 2000 activities.
C. Interrelated nature of telecommunications industry—a year 2000 concern

The performance and integrity of the worldwide communications network is pri-
marily dependent upon: (i) The performance of the various network components and
software manufactured by numerous equipment vendors; (ii) the integration of these
network components by telecommunications carriers within their networks; and (iii)
the interoperability of the separate networks owned and managed by numerous tele-
communications carriers throughout the world.

Given this interdependency, it is critical that each equipment vendor and each
carrier properly address its own Year 2000 issues, and that equipment vendors and
carriers work cooperatively to ensure a seamless, uninterrupted operation of this
global network. Information sharing among carriers and between carriers and their
equipment vendors is essential. Likewise, information sharing between carriers and
their customers is equally critical to enable customers to understand and address
their Year 2000 requirements.

If an equipment vendor is not able to provide and support functional, Year 2000
compliant replacements or upgrades, that failure will likely have a material adverse
impact on a carrier’s Year 2000 efforts. Likewise, if a carrier fails to properly ad-
dress its Year 2000 issues and a service disruption occurs, that carrier’s customers
will be affected, as will interconnecting carriers. The telecommunications industry
is also dependent upon other suppliers of essential services, such as electric utilities,
to successfully address their Year 2000 issues. For example, a serious disruption in
electric power supply that results from a Year 2000-related failure will certainly
interfere with a telecommunications carrier’s ability to provide uninterrupted net-
work services.

Although contingency planning will help mitigate the impact of supplier and car-
rier Year 2000 failures, contingency planning cannot be the solution. Each supplier
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and carrier must address its Year 2000 issues, and must share with others the sta-
tus of its Year 2000 efforts and other relevant Year 2000 information.

IV. LEGAL CONCERNS IMPEDING INFORMATION SHARING

In recent times, ‘‘Year 2000’’ has become a topic of considerable interest within
the legal community. One has only to attend a few of the numerous seminars on
the subject given by law firms, legal education organizations and others, with titles
such as ‘‘[t]he Next Wave of Year 2000 Litigation’’ or ‘‘Year 2000 Liability’’ to under-
stand why these issues are steadily driving businesses and their attorneys to dis-
traction.

Year 2000-related liability is often mentioned in connection.with a variety of pos-
sible claims, including: actions under the federal securities laws; breach of contract
or warranty; negligence (including negligent misrepresentation); product liability;
antitrust; and defamation or product disparagement.

As discussed above, information sharing plays a critical role in the successful im-
plementation of Year 2000 plans. Our experience has shown that liability concerns
have an adverse impact on the free exchange of Year 2000-related information
among businesses. These concerns affect not only the level or content of the disclo-
sure but also the timing of the information exchange.

Given the compelling need to share Year 2000 information, we favor legislative
action to reduce liability concerns in this area. In particular, we support legislation
such as the proposed Year 2000 Information Disclosure Act to encourage the disclo-
sure of Year 2000 information and urge your Committee to support its passage as
well.

V. SPECIFIC GOVERNMENT ACTIONS TO SUPPORT REMEDIATION

Government can play a key role in supporting the telecommunications industry
in our Year 2000 efforts.

First, passage of legislation such as the Year 2000 Information Disclosure Act to
facilitate a more open and timely disclosure of information would be quite helpful.

Also, both federal and state agencies are properly attempting to gather as much
information as possible from the entities within their jurisdiction in an effort to un-
derstand the issues confronting businesses and progress on Year 2000 matters. We
believe that consideration should be given to the development of a more uniform ap-
proach to information gathering from the telecommunications industry. A uniform
approach to information gathering would improve the usefulness of the information
provided and minimize the impact on personnel working to address Year 2000 prob-
lems.

VI. CONCLUSION

I would like to thank the committee for allowing me to address the issues facing
the telecommunications industry with respect to the Year 2000.

RESPONSES OF JOSEPH CASTELLANO TO QUESTIONS SUBMITTED BY
CHAIRMAN BENNETT

Question 1. In your discussion on the steps to remediate systems with Y2K prob-
lems, you said regarding testing that ‘‘carriers on track to meet Year 2000 targets
would have begun this work in 1997.’’ What does this imply for companies that are
just starting or haven’t started testing yet?

Answer. This question, as stated, does not fully capture my testimony. In my
statement, I testified that: ‘‘The next stage of a Year 2000 plan consists of testing
compliant components; remediating and testing non-compliant components that will
be retained; and replacing those components that will be retired. This is the stage
most carriers are at currently and it is by far the most complex. Carriers on track
to meet Year 2000 targets would have begun this phase in 1997; however, the ma-
jority of the work will be completed in 1998 with some to be completed in 1999.’’
This phase of an overall Year 2000 plan includes much more than just testing. In
addition, work in this phase of the plan will continue through 1999.

Thus, in our view, carriers who are ‘‘on track’’ would have at least started this
phase in 1997. Viewed from a different perspective, if by the end of 1997 a major
carrier has not at least started these activities—testing compliant equipment, reme-
diating and/or testing of remediated components—meeting 2000 objectives would be
more of a challenge. Of course, each company’s situation is unique to the size and
nature of its operations network. Therefore, no generalization should be made based
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on my testimony without looking at the nature and magnitude of a particular com-
pany’s network facilities.

Question 2. Would you please elaborate for the Members of the Committee on the
anticipated effect of the legislation proposed by the White House if it passes Con-
gress this year? Will it change the picture of the telecommunications information
landscape?

Answer. The Year 2000 Information Disclosure Act provides some protection
against liability to the maker of a statement regarding Year 2000 processing in ac-
tions based on an allegedly false, inaccurate or misleading Year 2000 statement,
and defamation or product disparagement actions. By addressing these concerns,
the Act will clear the way for timely, meaningful and necessary disclosures. Obvi-
ously, the more information that is exchanged efficiently between and among manu-
facturers, suppliers and customers, the more effective each company can become in
addressing its Y2K issues.

Bell Atlantic’s experience has been that companies are reluctant to make state-
ments about Year 2000 readiness. If such statements are made, the maker most
likely will require the recipient to sign either a non-disclosure or a limitation of li-
ability agreement, or both. These non-disclosure agreements often impede the fur-
ther dissemination of the relevant information, which reduces the effectiveness of
a company and the industry in addressing the Y2K issues. In addition, negotiation
of these agreements occupies precious time and can delay the remediation and test-
ing process. Bell Atlantic believes that the proposed legislation will lower the con-
cerns of companies making Y2K statements, expedite the exchange of information
and allow companies to fully focus on evaluating and fixing any Y2K problems.

Question 3. What are the potential impacts of the proposed merger between Bell
Atlantic and GTE on their individual and combined Y2K readiness? Won’t the merg-
er disrupt Y2K programs as the combined company strives to integrate systems and
services?

Answer. We believe that our proposed merger with GTE will have no discernable
impact onY2K readiness of Bell Atlantic or GTE. At least for the foreseeable future,
each company will continue to manage its Year 2000 Programs independently
through completion. Also, we believe that most merger integration activities are
likely to occur shortly before or even after January 1, 2000, and will, therefore, have
little impact on each company’s individual Y2K readiness.

PREPARED STATEMENT OF SENATOR SUSAN M. COLLINS

Let me first thank you Mr. Chairman for holding today’s hearing on this impor-
tant topic. As you have mentioned before, a breakdown in the telecommunications
sector could lead to a modern day version of the Tower of Babel. However, rather
than not being able to speak to each other because of a language difference, this
time it would be because our communication systems malfunctioned.

We have a couple of recent examples of the consequences of a failure in our com-
munications systems. On April 13, AT&T’s high-speed data network failed, leaving
banks, retailers, and even the Red Cross scrambling to adjust to a telecommuni-
cations breakdown. And as I think most of us learned, on May 19, a communications
satellite went into an uncontrolled spin, dizzying credit card authorization services
and disrupting paging services for almost all of the pagers in the United States.

Obviously, a safe and viable telecommunications system is absolutely critical to
our daily lives. I look forward to our witnesses’ testimony.

PREPARED STATEMENT OF VICE CHAIRMAN CHRISTOPHER J. DODD

Thank you Mr. Chairman. I also want to express my appreciation to our colleague
Senator Bingaman, who has taken on the difficult task of acting as the committee’s
point person on the telecommunications issue.

Before we turn to this very important topic, let me provide the members of the
committee with a brief follow-up on our hearing last week.

As you may recall, both Chairman Bennett and I expressed our disappointment
with those medical device manufacturers who had chosen not to comply with either
the FDA’s requests for information, nor with four separate requests for information
from the Veterans Administration.

In particular, Dr. Kizer of the VA testified that 233 manufacturers had failed to
respond, to their requests for information. However, I have been informed that after
he returned to the VA from the hearing, his phone started ringing off the hook. As
of today, that list of 233 has been reduced to a list of 99.
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I also want to report that the chairman and I met with senior officials from the
Health Industry Manufacturers Association earlier this week.

At that meeting, HIMA told us that they are going to reverse their policy of not
cooperating with the FDA’s requests for information, and will issue a letter early
next week urging their 800 members to cooperate more fully with requests from
both FDA and from the hospitals and clinics that use their medical devices.

We have, after much unnecessary obstruction from HHS, obtained from FDA the
list of 2,200 manufactures of computerized medical devices that have not responded
to their June 29 letter; we will watch closely over the next week or so to see how
many of them begin to comply with FDA’s information request.

We also have the list of the 99 manufacturers who still have not complied with
VA’s request for information and will also watch closely to see if that list continues
to shrink.

We will also be watching to see that both HHS and FDA follow the injunction
given to them by OMB way back on May 15 to become more aggressive in pursuing
this information.

In order to mare sure that everyone has incentives to work cooperatively and vol-
untarily on this matter, Senator Bennett and I will be introducing legislation that
mandates the cooperation of medical device manufacturers with FDA’s request for
information.

While I hope that it will not be necessary to pass such legislation, our
forebearance will depend on FDA and the device manufacturers honoring their com-
mitments to improve their performance to date.

I don’t want to delay the hearing much longer with extended remarks, so let me
just say that while I believe that the telecommunications industry has made good
progress to date, I am somewhat disappointed that there has been no single entity
designated to act as a clearinghouse for all the participants in the telecommuni-
cations industry.

While key individual companies have done assessing their Y2K problem, the real
proof will come in the testing.

Unlike the securities and banking industries, it isn’t possible for the telecommuni-
cations industry to take their system off-line to run a test. There are no weekends
or holidays for phone service.

As a result, creating a sound testing environment, and in particular, trying to
mare sure that the tests involve as many segments of the industry as possible, are
critical hurdles that the telecom industry has yet to face.

I also hope that the panel of experts will focus on the readiness of foreign telecom
companies and will assess for us the possibility of international disruptions impact-
ing both U.S. domestic telecom service and, perhaps more importantly, whether
there is a real possibility that we will not be able to communicate with people and
businesses operating abroad.

As the committee has noted in each of its previous three hearings, contingency
planning that starts today is a necessary part of any meaningful effort to confront
the year 2000 problem.

Given the necessity of telecom service to continued economic growth and given the
importance of simple phone service to every household in America, serious and sig-
nificant plans must be in place soon to deal with any possible disruptions.

Thank you Mr. Chairman and Senator Bingaman for all of your work on this im-
portant topic and I look forward to the today’s testimony.

PREPARED STATEMENT OF JOHN S. EDWARDS

I. INTRODUCTION

Thank you, Mr. Chairman, for the opportunity to testify here today on behalf of
the President’s National Security Telecommunications Advisory Committee
(NSTAC). My name is Dr. John S. Edwards, and I am a member of the NSTAC’s
Industry Executive Subcommittee (IES) and Chair of its Network Group. For 16
years, the NSTAC has advised the President on issues pertaining to the reliability
and security of telecommunications and the information infrastructure—issues criti-
cal to national security and commercial interests. The year 2000 (Y2K) issue is at
the forefront of current NSTAC work and we, particularly the Network Group, have
been aggressively addressing Y2K issues for some time. If approved by the NSTAC
at its twenty-first meeting on September 10 of this year, the NSTAC will forward
its Y2K recommendations to President Clinton.
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Disclaimer
The NSTAC, a presidential advisory committee, provides industry-based tele-

communications policy advice directly to the President, and its activities are gov-
erned by the Federal Advisory Committee Act (FACA). The NSTAC principals must
approve any findings/recommendations of the subordinate working groups before
they are officially declared NSTAC positions. Therefore, any information on the find-
ings/recommendations of NSTAC’s subgroups cannot be disseminated or discussed
until approved by the NSTAC principals. All approved NSTAC reports and rec-
ommendations are posted on the NSTAC homepage at http://www.ncs.gov.

II. NSTAC

Established by President Ronald Reagan in 1982 in anticipation of the divestiture
of AT&T, the NSTAC, a high-level industry advisory group, provides the President
with a unique source of national security and emergency preparedness (NS/EP) tele-
communications policy expertise and advice. Membership in NSTAC is limited to 30
presidentially appointed industry leaders who are senior executives (often chief ex-
ecutive officers) representing major telecommunications carriers, information system
providers, manufacturers, electronics and aerospace firms, system integrators, and
the financial services industry. (NSTAC’s membership list is attached as Appendix
A.) The IES, the principal NSTAC working body, consists of representatives ap-
pointed by each NSTAC principal. In accordance with FACA, the Manager, National
Communications System (NCS), serves as the Designated Federal Official for the
NSTAC. Through the NCS, the NSTAC coordinates its activities with the Federal
Government. An interagency group created in 1963 initially to address communica-
tions failures during the Cuban Missile Crisis, the NCS was re-chartered in 1984
to plan and coordinate NS/EP telecommunications during times of crisis or disaster.

The NSTAC and NCS are long-standing and successful industry-Government and
intergovernmental partnerships on NS/EP telecommunications, respectively. In De-
cember 1982, the NSTAC formed a task force to facilitate industry-Government re-
sponse to the Government’s growing NS/EP telecommunications service require-
ments in the post-divestiture environment. The task force was charged to identify
and establish the most cost-effective mechanism to coordinate industry-wide re-
sponse to NS/EP telecommunications requests. To that end, the task force report,
submitted to the NSTAC in 1984, led to formation of the NCS’s National Coordinat-
ing Center for Telecommunications (NCC). The NCC emergency response coordina-
tion center supports the Government’s NS/EP telecommunications requirements and
assists with the provision and restoration of telecommunications services during
emergencies. Entities such as the NCC and the separate NSTAC and Government
Network Security Information Exchanges are examples of existing coordinating
partnerships developed by the NCS and NSTAC. They have established levels of in-
dustry-Government trust, cooperation, and information exchange critical to protect-
ing the Nation’s telecommunications infrastructure. To further enhance the trusted
environment for information exchange, participation in NSTAC and in NSTAC-relat-
ed activities is done on a non-attribution basis.

During its 16-year history, the NSTAC has evolved to mirror the dynamic changes
in the telecommunications industry. As information systems have become more criti-
cal to the day-to-day operations of telecommunications and computing networks, the
NSTAC has broadened its focus to consider potential NS/EP implications. In addi-
tion, and in keeping with the national security strategies articulated by Presidents
Bush and Clinton, the NSTAC has considered the economic security dimensions of
telecommunications and information system issues.

Today, the NSTAC is recognized as a model for industry-Government collabora-
tion. Its substantive recommendations to the President have led to enhancements
of the Nation’s NS/EP telecommunications and information systems posture. En-
hancements in the form of operational programs and policy solutions benefit both
industry and Government as the Nation’s security requirements and telecommuni-
cations infrastructure continue to evolve.

III. NSTAC Y2K ANALYSIS

In January 1998, the Manager, NCS, asked the NSTAC to update the President
on the telecommunications industry’s actions to ensure continuity of service through
the millennium change. In response to this request, the NSTAC directed its Net-
work Group to address the Y2K problem. The group’s review of Y2K readiness cov-
ered the national telecommunications infrastructure and related NS/EP issues.

The Network Group broadly reviewed the telecommunications industry Y2K sta-
tus by soliciting briefings from interexchange carriers, local exchange carriers,
switching system vendors, large-scale system integrators, and Y2K risk assessment
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and remediation solution providers. Several NSTAC member companies described
their companies’ Y2K initiatives and provided their perspectives on the Y2K prob-
lem. In addition, the Network Group heard briefings from the Telco Year 2000
Forum and the Alliance for Telecommunications Industry Solutions (ATIS) on their
respective, cross-industry Y2K initiatives. By providing a unique forum for open dis-
cussion, the NSTAC’s Network Group was able to generate valuable insight into the
state of the industry. Based on the information gathered, the group’s report to the
IES included a consideration of the current Y2K readiness of the major tele-
communications service providers and equipment vendors. I would like to share
some of our observations.

In a briefing to the Network Group, the following information was offered to pro-
vide perspective on the magnitude of the Y2K problem for the telecommunications
industry:

—A telecommunications company is generally a ‘‘large enterprise.’’ For example,
there may be 1,400 to 1,600 switches, 30 to 50 signal transfer points, 5 to 60
service control points, thousands of transport component systems, and many
element management systems and operations systems, any one of which could
have multiple date-sensitive functions.

—75 percent of voice networking devices are date-sensitive.
—25 percent of data networking devices are date-sensitive (25–35 percent for in-

telligent devices).
—100 percent of network management devices are Y2K impacted.

Clearly, the telecommunications industry needs to be aggressive in its Y2K ap-
proach—and it is. Efforts to make the telecommunications infrastructure Y2K-ready
are well underway. In fact, the major service providers and their vendors have been
working on these issues for several years. The Telco Year 2000 Forum and others
(e.g., the General Services Administration and ATIS) are planning interoperability
testing for critical products, networks, services, and systems. Those who briefed the
Network Group on their Y2K initiatives expect the majority of critical products and
networking to be Y2K-ready between late 1998 and early 1999.

According to the Telco Year 2000 Forum’s briefing to the Network Group, the ob-
jective of the forum’s network interoperability testing is to minimize the risk of net-
work and service failures and ensure that functionality of date/time sensitive oper-
ations is not adversely affected. The forum also serves to provide a common view
to telecommunications hardware/software suppliers regarding Y2K solutions, and
encourages hardware/software providers to adhere to product and service implemen-
tation schedules. The forum’s test of Y2K compliant products and services, sched-
uled for 3rd–4th quarter 1998, is designed to address the interoperability of compo-
nents within discrete networks, rather than between networks. This intra-network
interoperability testing will include the major North American suite of equipment
and will cover emergency services (E911/911); basic, enhanced, and intelligent serv-
ices; network management and operations, administration, maintenance, and provi-
sioning operations support systems; data networks; and customer premises equip-
ment. The interexchange carriers are not participating in the Telco Year 2000 Fo-
rum’s intra-network interoperability test but are conducting their own intra-network
tests of their products and services.

In a briefing by ATIS, the Network Group learned that ATIS is planning to con-
duct internetwork interoperability Y2K readiness testing to verify that there are no
adverse effects on interconnected networks. The pretest and set-up work to support
the testing is currently underway, with an anticipated completion date in 4th quar-
ter 1998. This testing will be conducted during January and February 1999. The
items identified for testing include mass calling events on December 31, 1999; po-
tential congestion; cross-network services; rollover to Y2K in the local number port-
ability (LNP) environment; impact of time zones; and key dates in an LNP environ-
ment (December 31, 1999, February 29, 2000, and December 31, 2000). Although
ATIS plans to test the effects of mass calling events on the switching networks, it
does not plan to test network management controls within network management op-
erations support systems. ATIS’s internetwork interoperability testing initiatives
will include inter-exchange carrier participation.

Service providers and vendors know their companies’ futures depend on how effec-
tively they address their Y2K problems. Consequently, they are devoting substantial
resources to achieving Y2K readiness. Their initiatives include taking comprehen-
sive inventories of their systems, prioritizing them, assessing the extent to which
they are date-sensitive, and then implementing and testing solutions. The tele-
communications industry has been able to sustain its high level of reliability, in
part, because it has traditionally conducted extensive regression testing. This should
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1 ‘‘Report on the Likelihood of a Widespread Telecommunications Outage,’’ The President’s Na-
tional Security Telecommunications Advisory Committee, December 1997. (See Appendix B.)

minimize the adverse effects to the reliability of the public network (PN) caused by
efforts to correct Y2K problems. However, as with any software implementation, it
is not possible to foresee, and test for, every possible adverse interaction. Since Y2K
readiness preparation is a massive, diverse, pervasive, and complex software aug-
mentation, even the most thorough, exhaustive efforts may fail to achieve 100 per-
cent success.

No organization, either private or Government, in their brief to the NSTAC’s Net-
work Group offered a guarantee on total eradication of the Y2K problem from their
networks, services, or systems. In addition, these organizations could not offer guar-
antees of the adequacy of Y2K internetwork interoperability testing. Many felt the
millennium change was not a January 1, 2000, problem, but a problem that would
begin before, and extend well beyond, that date.

Though not yet approved by the NSTAC, the Network Group’s report focuses on
the current status of efforts to prepare the telecommunications infrastructure for
Y2K, factors affecting these efforts, and problems possibly resulting if these efforts
are not fully effective. Because the telecommunications infrastructure is essential to
maintaining the national security posture and responding to man-made and natural
disasters, the Y2K report gives particular attention to NS/EP telecommunications.
The report recommends actions to the President to enhance the Y2K readiness of
NS/EP telecommunications and to mitigate the impact of Y2K-induced service dis-
ruptions on the Nation’s NS/EP posture. Further, the Network Group’s report rec-
ommends actions for the NSTAC to help the Government respond to Y2K-induced
service disruptions.

Because the the Network Group’s Y2K report is pending final approval by the
NSTAC, specific comments on the group’s findings and recommendations are not
available for public disclosure at this time. If the report is approved as anticipated
at the September NSTAC meeting, the recommendations will be forwarded to the
President and subsequently made available to interested parties. It would be our
pleasure to forward copies to you, Mr. Chairman, and to other members of this com-
mittee at that time.

IV. NSTAC 1997 WIDESPREAD OUTAGE SUBGROUP REPORT

In addition to reporting on our important Y2K work, we also have been asked to
comment this morning on the NSTAC’s 1997 report to the President addressing the
probability of a widespread telecommunications outage. (The report is attached as
Appendix B.) While this report preceded and is not connected to NSTAC’s current
assessment of Y2K issues, it is highlighted today to convey our understanding of
contingency planning for, and recovery from, a severe telecommunications outage,
should one occur.

In April 1997, Dr. John Gibbons, Assistant to the President for Science and Tech-
nology, asked the NSTAC to provide its views on the possibility of a widespread
service outage in the public telephone network. The NSTAC’s Widespread Outage
Subgroup (WOS) was established in July 1997 to address Dr. Gibbons’ inquiry. The
NSTAC approved and forwarded to the President on December 10, 1997, the group’s
final report.

The WOS began its task by developing a definition of a widespread telecommuni-
cations outage. It was defined as—

A sustained interruption of telecommunications service that will have a
strategic significance to Government, industry, and the general public. Such
an outage would likely affect the telecommunications service in at least one
region of the country including at least one major metropolitan area. It
would involve multiple carriers, affecting both long distance and local serv-
ice, and significantly degrade the ability of other essential infrastructures
to function. Such an outage would have an impact on the availability and
integrity of telecommunications service for at least a significant portion of
a business day.1

The WOS report recognized threats to, and vulnerabilities of, the public tele-
communications network, such as equipment malfunctions, natural hazards, sabo-
tage, and physical design. It also assessed potential concerns posed by the changing
network environment (e.g., new technologies and regulatory mandates), as well as
concerns that the growing threat from information intrusions could trigger systemic
network failures.
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Findings of the widespread outage report
The U.S. telecommunications service providers have historically offered unparal-

leled robustness, availability, and quality. Although the track record of the PN is
superlative, natural and technological threats could adversely affect telecommuni-
cations services. These same threats could also disrupt other critical infrastructures,
such as electric power, on which the PN is highly dependent for sustained operation.
While the PN’s supporting technologies provide an expanding array of services and
features, and facilitate robustness, these same supporting technologies can introduce
exploitable vulnerabilities with adverse effects on service availability and reliability.

The WOS report addressed several key issues. Perhaps most important, it exam-
ined the extent to which a widespread, sustained interruption of public telephone
service—caused by common equipment or software failures, sabotage, or any other
factor—was a realistic concern. The WOS determined the probability of such an out-
age to be low. Nevertheless, because of the potential impact of a widespread outage,
industry’s response to such an event must be given consideration.

To that end, the report looked at industry’s plan for intercarrier coordination to
facilitate recovery of the network from a widespread outage. The WOS found that
existing carriers had disaster recovery plans in place for quickly recovering from
outages. Many of these recovery plans include bilateral and multilateral mutual aid
agreements, designed to address multicarrier network problems. These agreements
focus on resource sharing, such as supplies, portable equipment, motor vehicles, per-
sonnel, and may also dictate arrangements for temporary routing of traffic and serv-
ices over another carrier’s spare facilities. In addition to formal agreements, infor-
mal arrangements were found to exist throughout the industry for intercarrier and
carrier-vendor communication and cooperation during emergencies. The vast major-
ity of telecommunications disruptions requiring a multicarrier/vendor response ef-
fort are addressed through industry cooperation. Instead of precisely defining the
scope of network sharing or resource lending arrangements, the industry approaches
each incident with a customer-focused ‘‘can do’’ approach with a long history of suc-
cess. Informal arrangements offer additional flexibility in dealing with emergencies
because each telecommunication outage situation is unique. These informal arrange-
ments leverage relationships between network managers already established within
the industry through day-to-day interaction and operations.

The industry has had limited experience with a systemic, widespread network
outage. Therefore, the WOS found there was no industrywide plan to facilitate inter-
carrier coordination for recovering from a widespread outage of this nature. While
an industrywide plan had not yet been developed, companies had prepared internal
plans and processes for maintaining the integrity of their own networks. These
plans and processes included specifics for diagnosing problems, identifying solutions,
and ensuring service could be restored as rapidly and orderly as possible.

Looking further at contingency planning and recovery from a widespread outage,
the NSTAC’s subgroup also questioned whether existing communication and coordi-
nation mechanisms among service providers were adequate for the efficient diag-
nosis of the problem, identification of technical solutions, and restoration of service.
Although some agreements, communications systems, and coordinating mechanisms
were found to exist between and among carriers, it was questionable whether they
would be sufficient response to a severe widespread service outage. To assist in serv-
ice restoration, most of the larger telecommunications companies have alternate
communications capabilities between critical centers in their networks. Reconnec-
tion with other networks would be initiated only after individual carriers were con-
fident of the health of their own network and those to which they were connecting.
During this phase, a means of communication and coordination between and among
critical centers would be indispensable. Several communication capabilities exist
outside the PN for intercarrier coordination of service, including, for example, the
NCC’s network, the National Telecommunications Coordinating Network (NTCN).

The WOS report also identified legal and regulatory obstacles to a rapid recovery
from a widespread outage. The NSTAC’s Legislative and Regulatory Group (LRG)
further analyzed these legal and regulatory obstacles and found the most significant
barrier to be uncertainty regarding which authority could expeditiously address car-
riers’ concerns regarding their compliance with relevant laws or regulations during
emergency situations. The LRG is investigating the seriousness of that concern and
will present its findings and recommendations at the September 10 NSTAC meet-
ing.

Finally, the WOS report found the NCC to be the appropriate interface between
the telecommunications service providers and the Government. This interface will
assure the President that restoration priorities meet the national interest. For many
years, the telecommunications industry has voluntarily provided the NCC with rel-
evant information pertaining to major outages. In addition to having notable experi-



71

ence, the Office of the Manager, NCS, has a direct communications capability with
the Executive Office of the President to keep the President apprised of the progress
of restoration efforts in the event of an outage affecting multiple companies.
Recommendations of the widespread outage report

Contingency planning is key. Recognizing that there can be no ironclad guarantee
against a widespread outage, the report offered several cost-effective recommenda-
tions for the President and the NSTAC to further decrease the overall probability
of a widespread outage and to improve recovery plans and procedures. The following
recommendations are quoted from the report:

—Improve Intercarrier Coordination for Widespread Outage Recovery. Because in-
dustry plans and coordination procedures for responding to a widespread tele-
communications outage were found to be company-oriented, the Network Group
recommended that the President direct the appropriate Federal departments
and/or agencies to work with industry to improve intercarrier coordination plans
and procedures.

—Remove Legal and Regulatory Obstacles to Widespread Outage Recovery. The
WOS recommended that the President encourage the Federal Communications
Commission (FCC) to maintain a Defense Commissioner at all times to help in-
dustry and Government overcome legal and regulatory impediments to wide-
spread outage recovery. In addition, it was recommended that the President en-
courage the FCC to guard against premature implementation of ‘‘unseasoned’’
technologies that might contribute to the possibility of a widespread outage.

—Advance the State-of-the-Art for Software Integrity and Interoperability to Re-
duce the Probability of a Widespread Outage. All U.S. infrastructures, including
the PN, continue to be increasingly reliant on software-controlled information
systems. Security analysis of software products is not universally practiced by
major equipment manufacturers. It is possible, because of the complexity of the
large systems involved, that hidden, malicious code, or unintentional code inter-
actions could allow unauthorized access to network systems or lead to pro-
tracted denial of service. The WOS recommended that the President task the
appropriate Federal departments and agencies to work with industry to advance
the state-of-the-art for software integrity. In addition, the WOS recommended
that the NSTAC work to increase awareness within the telecommunications in-
dustry of the importance of software security and the use of best business prac-
tices for managing complex automated systems.

—Expand Research and Development (R&D) Efforts to Address Telecommuni-
cations Technology Vulnerabilities. The WOS advised the President to direct the
expansion of government R&D efforts to address the most significant
vulnerabilities of new and evolving telecommunications technologies and serv-
ices. As a specific case, the WOS recommended that the President encourage the
FCC to examine and assist with the implementation of the Network Reliability
and Interoperability Council (NRIC) recommendations related to potential wide-
spread outage vulnerabilities attributed to physical network design and new
supporting technologies.

—Foster Education and Awareness. The WOS recommended that NSTAC, as part
of its outreach efforts, offer the NSIE model to the Network Interconnection/
Interoperability Forum (NIIF) for consideration and potential use by network
operations managers. The NSTAC was also encouraged the use the NSIE model
to help foster effective plans, procedures, and intercarrier relationships in the
increasingly competitive telecommunications environment.

The NSTAC is continuing to monitor issues related to the reliability and security
of the PN and will provide future recommendations in that area should they be nec-
essary.

V. CLOSING

In light of the potential threat posed by Y2K, we are experiencing a heightened
emphasis on protecting our Nation’s critical infrastructures. Simultaneously, ‘‘worse
case scenario’’ contingency planning has gained broader public interest in the face
of what is a widely publicized technology and management problem. Our national
infrastructures—including telecommunications, financial services, electric power,
and transportation—represent the cornerstone of our Nation’s economic, political,
and military strength. These interdependent infrastructures rely on a growing and
vital web of communications, computer, and associated information technologies.
Similarly, natural and technological threats—including those posed by Y2K—could
disrupt other critical infrastructures, specifically electric power, on which the infor-
mation infrastructure is highly dependent for sustained operation. Understanding
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and addressing the interdependent nature of critical infrastructures is immensely
important to protecting the Nation from an unmanageable Y2K crisis and must not
be overlooked.

The NSTAC believes the telecommunications infrastructure is robust and reliable,
but even the most exhaustive efforts can not guarantee total Y2K eradication from
networks, services, or systems. Further, we must understand that the millennium
change is not a January 1, 2000 problem; it is a long-term problem beginning before,
and extending well beyond the ringing in of the new century. The NSTAC will con-
tinue to focus on NS/EP communications and overall continuity of service in light
of the Y2K problem. Of course, information sharing is crucial to our efforts, and for
that, we will rely on our long-standing success as a unique and trusted environment
for high-level industry exchange of critical NS/EP telecommunications information.

We appreciate the opportunity to testify today. The NSTAC looks forward to shar-
ing the results of its Y2K analysis with you pending final consideration and ap-
proval of the report.
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APPENDIX B.—NETWORK GROUP 1997 WIDESPREAD OUTAGE
SUBGROUP REPORT

EXECUTIVE SUMMARY

In April 1997, Dr. John Gibbons, Assistant to the President for Science and Tech-
nology, requested that Mr. Charles Lee, Chairman of the President’s National Secu-
rity Telecommunications Advisory Committee (NSTAC), provide NSTAC’s forward-
looking views on the possibility of a widespread service outage in the public tele-
phone network. The Widespread Outage Subgroup was established in July 1997 to
address Dr. Gibbons’ letter.

A widespread outage is defined as a sustained interruption of telecommunications
service that will have strategic significance to government, industry, and the gen-
eral public. Such an outage would likely affect the telecommunications service in at
least one region of the country including at least one major metropolitan area. It
would involve multiple carriers, affecting both long distance and local service, and
significantly degrade the ability of other essential infrastructures to function. Such
an outage would impact the availability and integrity of telecommunications service
for at least a significant portion of a business day.

U.S. telecommunications service providers have historically offered robustness,
availability and quality unparalleled by other public services. Although the public
network (PN) track record is superlative, natural and technological threats could ad-
versely affect telecommunications service. These threats could also disrupt other
critical infrastructures, such as electric power, on which the PN is highly dependent
for sustained operation. While the PN’s supporting technologies provide an expand-
ing array of services and features, and facilitate robustness, these same supporting
technologies can introduce exploitable vulnerabilities with adverse effects on service
availability and reliability. Considering these threats and vulnerabilities, the poten-
tial concern for a widespread network outage is reasonable. Given the limited prece-
dent for telecommunications outages of this magnitude, NSTAC members’ prior ex-
periences with smaller-scale outages lead them to believe there is a low probability
of a widespread, sustained outage of public telephone service. The potential societal
impacts of such an outage are high enough to warrant consideration.

The Widespread Outage Subgroup offers the following cost-effective recommenda-
tions for the NSTAC and the President to decrease the overall probability of a wide-
spread outage. These measures will further facilitate the readiness of the PN for
a more open, interconnected, and uncertain global information infrastructure.

—Improve Inter-Carrier Coordination for Widespread Outage Recovery.—Current
industry plans and coordination procedures for responding to a widespread tele-
communications outage are company oriented. The President should direct the
appropriate Federal departments and/or agencies to work with industry to im-
prove inter-carrier coordination plans and procedures. To support this mecha-
nism, communications capabilities are required between Government and the
telecommunications industry to respond to and recover from a possible wide-
spread outage affecting National Security Emergency Preparedness (NSEP)
services.

—Remove Legal and Regulatory Obstacles to Widespread Outage Recovery.—It is
not clear who has the authority to resolve legal and regulatory impediments to
the rapid and orderly restoration of service during a widespread outage. The
President should encourage the Federal Communications Commission (FCC) to
maintain a Defense Commissioner at all times to help industry and Government
overcome these impediments and to clarify the Defense Commissioner’s author-
ity to address NSEP telecommunications regulatory concerns. The President
should also encourage the FCC to ensure Local Number Portability (LNP) na-
tional standards and requirements, including NSEP, are agreed on and adhered
to before implementing LNP on a widespread basis. Sufficient time to complete
reliability, interoperability, and security testing of new services and products
should be allowed prior to implementing regulatory mandates.

—Advance the State-of-the-Art for Software Integrity and Interoperability to Re-
duce the Probability of a Widespread Outage.—All U.S. infrastructures, includ-
ing the PN, continue to be increasingly reliant on software-controlled informa-
tion systems. Security analysis of software products is not universally practiced
by major equipment manufacturers. It is possible, because of the complexity of
the large systems involved, that hidden, malicious code or unintentional code
interactions could allow unauthorized access to network systems or lead to pro-
tracted denial of service. The President should task the appropriate Federal de-
partments and agencies to work with industry to advance the state-of-the-art
for software integrity. The NSTAC should work to increase awareness within
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the telecommunications industry of the importance of software security and the
use of best business practices for managing complex automated systems.

—Expand Research and Development (R&D) Efforts to Address Telecommuni-
cations Technology Vulnerabilities.—The President should direct the expansion
of government R&D efforts to address the most significant vulnerabilities of
new and evolving telecommunications technologies and services. As a first step,
existing R&D efforts should be examined and coordinated to determine any nec-
essary increases. Industry should be urged to participate in these efforts. As a
specific case, the President should encourage the FCC to examine and assist
with the implementation of the Network Reliability and Interoperability Council
(NRIC) recommendations as they relate to potential widespread outage
vulnerabilities attributed to physical network design and new supporting tech-
nologies.

—Foster Education and Awareness.—The NSTAC, as part of its outreach efforts,
should offer the NSIE model to the Network Interconnection/Interoperability
Forum (NIIF) for consideration and potential use by network operations man-
agers. The NSTAC should encourage the use of this model to help foster effec-
tive plans, procedures, and inter-carrier relationships in the increasingly com-
petitive telecommunications environment.

1.0 INTRODUCTION

1.1 Background
In April 1997, Dr. John Gibbons, Assistant to the President for Science and Tech-

nology, wrote to Mr. Charles Lee, Chairman of the President’s National Security
Telecommunications Advisory Committee (NSTAC), seeking the NSTAC’s forward-
looking views on the possibility of a widespread, sustained interruption of the public
telephone network. In response, the NSTAC’s Network Group and Operations Sup-
port Group established the Widespread Outage Subgroup (WOS) to answer Dr. Gib-
bons’ inquiry. This report provides NSTAC’s views on the validity of this concern,
considering the rapid changes foreseen in the industry structure, regulation, and
technologies of the public telecommunications network and other critical infrastruc-
tures.
1.2 Scope

This report focuses on the current public telecommunications network and recog-
nizes traditional threats and vulnerabilities, such as equipment malfunctions, natu-
ral hazards, sabotage, and physical design. It also addresses potential concerns as
the network evolves through new technologies and regulatory mandates, as well as
the growing threat from information system intrusions which could trigger systemic
network failures.

The specific issues addressed are drawn directly from Dr. Gibbons’ letter, includ-
ing: (1) the likelihood of a widespread outage; (2) possible causes of outages; (3) co-
ordination mechanisms required for recovery of network operations; and (4) the abil-
ity of service providers to keep the President apprised of recovery activities and sta-
tus.
1.3 Widespread Outage Definition

A widespread outage is defined as a sustained interruption of telecommunications
service that will have strategic significance to government, industry, and the gen-
eral public. Such an outage would likely affect the telecommunications service in at
least one region of the country including at least one major metropolitan area. It
would involve multiple carriers, affecting both long distance and local service, and
significantly degrade the ability of other essential infrastructures to function. Such
an outage would have an impact on the availability and integrity of telecommuni-
cations service for at least a significant portion of a business day.

2.0 OBJECTIVE

This report answers the following questions:
—To what extent is a widespread, sustained interruption of public telephone serv-

ice—because of common equipment, software, single point of failure, sabotage,
or any other factor—a realistic concern?

—What plan does the industry have for inter-carrier coordination to facilitate re-
covery of the network from a widespread outage?

—Are existing communication and coordination mechanisms among service pro-
viders sufficient for the efficient diagnosis of the problem, identification of tech-
nical solutions, and restoration of service from an outage of this type?
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2 ‘‘The PN includes any switching system or voice, data or video transmission system used to
provide communications services to the public (e.g., public switched networks, public data net-
works, private line services, wireless systems, and signaling networks)’’ ANSIE Risk Assess-
ment, December 1995.

3 On July 2, 1996, a massive power blackout swept across the western United States. One tele-
communications carrier reported that 87 of its 1,475 switches used backup generators or bat-
teries to remain in service. Technicians were sent to switches where batteries were being used
and in some cases secondary generators were sent to central offices where heat-caused battery
exhaustion threatened to shut down the system. Switches on backup power served about 70,000
customers, yet the network remained ‘‘fully operational’’ throughout the power interruption.

4 In June and July 1991, network outages occurred in several parts of the United States that
were attributed to software errors in the control elements of the SS7 network. Network switch-
ing outages and call processing delays were experienced in Los Angeles, CA, San Francisco, CA,
Pittsburgh, PA, and parts of Maryland, Virginia, West Virginia and the District of Columbia.

—Are there legal or regulatory obstacles that would hinder recovery from such an
outage?

—What interface between the telecommunications service providers and the Gov-
ernment would allow the President to be sure that restoration priorities meet
the national interest? How would the service providers keep the President ap-
prised of the progress of restoration efforts in the event of an outage affecting
multiple companies?

In responding to Dr. Gibbons’ questions, this report acknowledges both the cur-
rent and future states of the public network (PN).2 It further discusses the potential
impact of new technologies and regulatory mandates on robustness and reliability.

3.0 FINDINGS

United States (U.S.) telecommunications service providers have historically of-
fered unparalleled service robustness, availability, and quality. The June 1997 Net-
work Reliability Steering Committee report acknowledged that the PN has main-
tained a 99.9 percent operational availability while the network has experienced sig-
nificant growth and technological change. Although the PN’s track record is super-
lative, known threats do adversely affect telecommunications service. Natural disas-
ters such as earthquakes and hurricanes have disrupted elements of the PN, but
overall the industry has been successful in mitigating the service impact. Outages
in other critical infrastructures, such as electric power,3 also stress the PN’s reliabil-
ity. While the PN’s evolving technologies provide an expanding array of services and
features and facilitate robustness, these same technologies can introduce
vulnerabilities which, if exploited, could adversely affect service availability and reli-
ability. The rapid implementation of changes to the network fostered by the Tele-
communications Act of 1996 (e.g., Local Number Portability, interconnection,
unbundling, infrastructure sharing, and collocation) have the potential to introduce
further vulnerabilities into the PN. Considering these factors, it is prudent to con-
sider the possibility of an unprecedented and widespread telecommunications out-
age.
3.1 To what extent is a widespread, sustained interruption of public telephone serv-

ice—because of common equipment, software, single point of failure, sabotage,
or any other factor—a realistic concern?

Given the limited precedent for telecommunications outages of this magnitude,
NSTAC members’ prior experiences with smaller-scale outages lead them to believe
that there is a low probability of a widespread, sustained outage of service. How-
ever, the potential impact on society of such an outage is high enough to warrant
consideration. As an example, the Common Channel Signaling (CCS) disruptions ex-
perienced in 1991 4 by some of the NSTAC member companies provided a strong im-
petus for subsequent improvements to network standards, software, and hardware.

Several additional examples of contributing factors are described in the following
subsections.
3.1.1 Software

Within the modern PN, all of the nodes within each network, as well as those
within interconnecting networks, are controlled by software furnished by the node
equipment manufacturers or their vendors. This software, as with all computer soft-
ware, is vulnerable to design flaws, implementation errors, and other problems that
could cause it to fail or not function as desired, despite its designers’ best efforts.
Software patches are frequently released to add minor feature enhancements, as
well as to correct previous errors. While testing is performed to ensure the software
operates as designed and intended, it is not feasible to test for and against every
conceivable network condition. Finding and mitigating software mistakes is often a
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difficult and imperfect process. Detecting subtle but intentional and destructive soft-
ware alterations could be much more problematic. Destructive code, if propagated
through large portions of the PN (for example, in a commonly-used equipment node,
database, or protocol), could cause widespread turmoil when activated.

Security analysis of software products, including patches, minor version updates,
and full new releases, is not universally practiced by many manufacturers. Ade-
quate tools to verify the anti-tampering integrity of the product are not widely used
or, in some cases, may not be available. Most software testing is performed to en-
sure the program features interact and operate as intended. It is possible, because
of the complexity of the large systems often involved, that hidden, malicious code
or unintentional code interactions could allow unauthorized access to network sys-
tems or lead to a protracted denial of service. For example, the urgent need to up-
date software-dependent systems, nodes, and databases to accommodate Year 2000
or Local Number Portability (LNP) functionality could create an environment where
software introduced into the network fabric may result in unintentionally anoma-
lous network behavior.
3.1.2 SONET operations control

The incorporation of Synchronous Optical Network (SONET) as the transport me-
dium of choice for trunks, data communications lines, asynchronous transfer mode
(ATM) and common channel signaling (CCS) links (also known as Signaling System
7) makes it among the most crucial of PN components. Despite its importance to
the health of SONETbased networks, SONET’s address resolution functions support
almost no security measures that could prevent an intruder from subverting it. An
attack on the control protocols within portions of a SONET network could degrade
operations, with a resulting loss of control of the SONET network elements and
transport capabilities.
3.1.3 CCS (SS7) gateway screening

Public networks are dependent on CCS, a packet-switched data network employ-
ing Signaling System 7 (SS7) protocols, to set up and terminate calls as well as
transmit advanced feature data such as Caller ID. A second application of SS7 is
its use as a rapid transport network for fraud protection and billing authorization
within wireless and wireline networks. Because of publicly-available detailed infor-
mation about SS7 protocols, an adversary could potentially exploit the CCS packet
data network by independently generating SS7 messages and injecting them into
the PN signaling links.

SS7 is one of many network capabilities subject to unbundling and widespread
interconnection as part of the regulatory scheme implementing the Telecommuni-
cations Act of 1996. In addition, a number of commercially-available devices and
tools have SS7 message generation capabilities. The pro-competitive impetus to open
SS7 networks up to traffic other than that generated by the service provider operat-
ing those networks, coupled with the proliferation of third parties who desire to ac-
cess it, reflects the SS7 network’s importance. Loss of, or damage to, the SS7 net-
work almost inevitably precipitates a corresponding degradation or interruption of
service to the PN. SS7 network and software security is therefore a requirement of
substantial significance to reliability.

Gateway screening is one of a very limited set of SS7 security tools currently
available to all network service providers and is implemented at the interface be-
tween service providers’ networks. Presently, there is no industry-wide understand-
ing of how gateway screening should be extended into the new competitive network
environment. Without ‘‘standardized’’ screening, large quantities of malicious or er-
roneous messages could lead to a widespread degradation.

Many network subsystems, such as operations support systems (OSS), which are
used by incumbent carriers for operations, maintenance and billing, were not de-
signed for third-party access. This may be particularly problematic considering the
number of potential new service providers that will need access to incumbent net-
works and subsystems, including the CCS network and OSSs. Many of these new
providers are not familiar with security considerations and practices and could
present risks to overall network reliability. There is currently no overall unified
scrutiny of the interconnected CCS networks for real-time management and control
to guard against intrusions and unauthorized users.
3.1.4 Physical design

The U.S. public networks have been designed to preclude single points of failure
above the local switching level. This has been accomplished through substantial in-
vestments in both physical and logical diversity. As examples, signal transfer points
(STP) of SS7 systems are commonly deployed in mated pairs that are physically and
electronically redundant as well as geographically diverse. Long-haul transmission
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5 Telecommunications Act of 1996 (47 U.S.C. Section 251c(2)(B)).
6 ‘‘An Assessment of the Risk to the Security of Public Networks,’’ Network Security Informa-

tion Exchange (NSIE), December 1995.

links between switches are increasingly designed to be resilient and self-healing
(e.g., SONET rings). Networks are utilizing dynamically-controlled routing, with
non-hierarchical network architectures capable of routing traffic around damaged or
congested portions of the network in real time. These factors, coupled with the di-
versity of carriers that exist in the United States, contribute to a high level of PN
reliability and robustness. It is therefore highly unlikely that a single point network
failure would result in a widespread outage of service. This conclusion is supported
by the continuing success of carriers providing reliable service even while experienc-
ing the impact of traditional threats such as natural disasters, cable cuts, and power
failures.

Economic tradeoffs, enabled by technological advances, continue to cause some
carriers to consolidate and collocate both facilities and network operations functions.
While somewhat decreasing the physical diversity of the PN, it has enabled the
rapid introduction of advanced network management technologies into consolidated
control centers. It will be important for carriers, service providers and vendors to
continue to employ ‘‘best practices’’ for reliability and security as new technologies
are deployed, networks continue to expand, and new providers connect to the net-
work.
3.1.5 Sabotage

The act of sabotage can take many different forms. Two primary forms of sabotage
are damage (physical or electronic) or interference with normal operation. Both of
these acts result in disruption of service. To cause a widespread outage, these dis-
ruptions would have to occur at a number of facilities, affect multiple carriers, and
be successfully coordinated to have a significant and measurable impact. Sabotage
can be instigated by either insiders (e.g., employees, contractors), outsiders (e.g.,
hackers, criminals, nation-states), or—more likely—both. Multiple acts of sabotage
may use different attack methods and have different goals, which would increase
the confusion and diminish service providers’ ability to effectively restore network
services. The massive coordination and long-range planning required to execute such
an attack, while eluding law enforcement and intelligence agencies, coupled with the
physical and logical diversity of the PN, implies a low probability of success.

In summary, the likelihood of a widespread, sustained outage of service resulting
from sabotage is remote.
3.1.6 Introduction of new technologies or services

New technologies, by their nature, are often more complex and sometimes create
unintended consequences and unexpected interactions among subsystems. Because
new technologies cannot be tested for and against every conceivable set of events
or network conditions, unforeseen vulnerabilities may be introduced into the net-
work.

Rapid introduction of changes mandated by the Telecommunications Act of 1996
(e.g., Local Number Portability, seamless interconnection, unbundling, infrastruc-
ture sharing, and collocation) could potentially introduce unforeseen vulnerabilities
into the PN. The Telecommunications Act requires existing carriers to allow new
carriers to interconnect with existing networks ‘‘at any technically feasible point.’’ 5

The lack of standards and interfaces to support multiple carrier use of OSS’s in-
creases the likelihood of potential conflicts and mistakes. Additionally, security and
privacy concerns must be addressed as these standards and interfaces are devel-
oped. Conflicts and mistakes, or overt malicious actions, increase the probability of
a significant outage. The Network Reliability and Interoperability Council’s (NRIC)
report to the FCC, published in July 1997, provides additional guidance and rec-
ommendations to be considered in developing such standards.

Increasing connectivity of OSS and PN control mechanisms to the Internet re-
mains an item of NSTAC concern. As described in ‘‘An Assessment of the Risk to
the Security of Public Networks’’ in December 1995:

Connections to the Internet are increasing, and while many service provid-
ers have exercised due care in isolating critical network systems and com-
ponents from more open-enterprise data networks and the Internet, there
may still be potentially exploitable connectivity, such as through a restric-
tive router or firewall. An error in the design, configuration, or implementa-
tion of such a protective barrier could lead to compromise of critical systems
from anywhere in the world.’’ 6
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Conversely, the Internet is highly dependent on PN-based switching and transport
networks for long-haul transmission of traffic. A disruption or outage in the PN will
likewise interfere with Internet traffic.
3.2 What plan does the industry have for inter-carrier coordination to facilitate re-

covery of the network from a widespread outage?
There are two categories of widespread outages. The first type is caused by the

impact of traditional hazards, threats, and vulnerabilities. The other is character-
ized by a systemic and widespread network failure.
3.2.1 Traditional hazards, threats, and vulnerabilities

Existing carriers have disaster recovery plans and a proven track record of quick-
ly recovering from traditional outages. Included in many of these recovery plans are
bilateral and multilateral mutual aid agreements, designed to address multicarrier
network problems. These agreements focus on resource sharing, such as supplies,
portable equipment, motor vehicles, personnel, and may also dictate arrangements
for temporary routing of traffic and services over another carrier’s spare facilities.
In addition to formal agreements, informal arrangements exist throughout the in-
dustry for inter-carrier and carrier-vendor communication and cooperation during
emergencies. The vast majority of telecommunications disruptions that require a
multi-carrier/vendor response effort are addressed through industry cooperation. In-
stead of precisely defining the scope of network sharing or resource lending arrange-
ments, the industry approaches each incident with a customer-focused ‘‘can do’’ ap-
proach that has a long history of success. Informal arrangements offer additional
flexibility in dealing with emergencies because each telecommunication outage situ-
ation is unique. These informal arrangements leverage relationships between net-
work managers already established within the industry through day-to-day inter-
action and operations.
3.2.2 Systemic and widespread network failure

The industry has had limited experience with a systemic, widespread network
outage. Currently, there is no industry-wide plan to facilitate inter-carrier coordina-
tion for recovering from a widespread outage of this nature. While an industry-wide
plan has not yet been developed, companies have prepared internal plans and proc-
esses for maintaining the integrity of their own networks. These plans and processes
include specifics for diagnosing problems, identifying solutions, and ensuring service
can be restored as rapidly and orderly as possible.
3.3 Are existing communication and coordination mechanisms among service pro-

viders sufficient for the efficient diagnosis of the problem, identification of tech-
nical solutions, and restoration of service from an outage of this type?

Although some agreements, communication systems, and coordinating mecha-
nisms do exist between and among carriers, it is questionable whether they would
be a sufficient response to a severe widespread service outage. In the event of an
outage affecting multiple carriers, individual carriers will first concentrate on re-
storing service in their own systems before reestablishing connections with other
carriers. To assist in service restoration, most of the larger telecommunications com-
panies have alternate communications capabilities between critical centers in their
networks. These alternatives include private line networks, high frequency (HF)
radio, and satellite telephone systems.

Reconnection with other networks would only be initiated after individual carriers
are confident of the health of their own network and those to which they are con-
necting. It is during this phase that a means of communication and coordination be-
tween and among critical centers is indispensable. Several communications capabili-
ties exist outside the PN for inter-carrier coordination of service restoration. The
Backup Emergency Alerting Management System (BEAMS) is a switched private
line network operated by the National Telecommunications Alliance (NTA) connect-
ing selected telecommunications carriers, equipment and switch vendors, and the
National Communications System (NCS). The National Telecommunications Coordi-
nating Network (NTCN), a multimedia network administered by the NCS’s National
Coordinating Center for Telecommunications (NCC), provides emergency commu-
nications among critical Federal Government and industry operations centers. Al-
though some of the major U.S. carriers are connected via BEAMS and/or NTCN,
both networks would require expansion to meet an emerging need for inter-carrier
coordination of restoration from a widespread telecommunications outage.

Several industry fora have taken strides to alleviate potential coordination prob-
lems in the event of a catastrophic outage. For example, the Network Interconnec-
tion/Interoperability Forum (NIIF) of the Alliance for Telecommunications Industry
Solutions (ATIS) developed emergency traffic management guidelines for network
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7 The Network Security Information Exchange (NSIE) is a forum for industry and Government
members to share and coordinate information security knowledge that will assist in preventing,
detecting, and/or investigating public network penetrations. The NSIE identifies issues involving
penetration or manipulation of software and databases affecting NSEP telecommunications, and
exchanges views on threats, incidents, and vulnerabilities affecting the PN. The current NSIE
membership includes 9 Government organizations from the law enforcement, national defense,
and intelligence communities, and 19 NSTAC member companies representing the telecommuni-
cations, information systems, and financial industries.

8 In 1991, BellSouth experienced a 1-year delay in receiving a Modification of Final Judgment
(MFJ) exception. Hurricane Hugo caused disruption to the State of South Carolinas private line
network. As a result, the BellSouth Corporation asked the Department of Justice (DOJ) to sup-
port a petition seeking an exemption from part of the MFJ in order to provide emergency inter-
LATA communications for the State of South Carolina. After a year delay, and following an ex-
tensive public comment and review period, the DOJ endorsed the petition.

For reference, a copy of the request, dated 18 March, 1991, from Mr. Ted Lightle, Director,
Division of Information Resource Management, State of South Carolina, to Ms. Constance K.
Robinson, Esq., Acting Chief, Communications and Finance Section, Antitrust Division, U.S.
DOJ, is attached in Appendix C.

9 In 1991, Bell Atlantic Corporation requested Bellcore’s assistance to restore part of the PSN
serving the mid-Atlantic region, including Washington D.C. and the Federal Aviation Adminis-
tration’s air traffic control system at Newark International Airport. As a Regional Bell Operat-
ing Company (RBOC) affiliate, however, Bellcore was concerned that physical repairs made to
the network might be viewed as ‘‘manufacturing’’ and thus violate the then existing MFJ provi-
sions prohibiting the manufacturing of telecommunications equipment by the RBOC’s or their
affiliates.

management personnel at local and interexchange carriers. The guidelines provide
alternatives for dealing with network emergencies, including network congestion,
switch or network failures, and SS7 failures. In addition, the NIIF maintains con-
tact directories for use in emergencies. These directories are targeted toward inci-
dent type and include contact and reporting numbers for network management cen-
ters, for use in the event of catastrophic SS7 failures, media simulated mass calling
events, and other service troubles. The NIIF and other committees within ATIS ad-
dress industry-wide issues concerning telecommunications interconnection and
interoperability, network reliability analyses, and implementation and deployment
of new technologies, including Synchronous Optical Network (SONET) and Ad-
vanced Intelligent Network (AIN) services.

A successful coordinating mechanism requires a high level of mutual trust and in-
formation sharing. An example of such a mechanism is the Network Security Infor-
mation Exchange (NSIE),7 whose goal is to share information and experiences
among telecommunications network security managers. The NSIE has established
trusted relationships among and between the government and industry members.
Trust among industry and government participants facilitates responses to routine
and emergency security incidents.

Much of the telecommunications industry’s success in recovering from outages is
attributed to long-standing inter-carrier relationships existing among incumbent
network managers that arise from day-to-day interaction and operations. In the in-
creasingly competitive telecommunications market, this level of cooperation and
trust may be difficult to sustain. Although not a perfect model, the NSIE example
could be offered to industry network operations managers. Through the auspices of
the NIIF, industry might benefit from an NSIE-like body to share their inter-carrier
operations concerns in the increasingly diverse and competitive environment.
3.4 Are there legal or regulatory obstacles that would hinder recovery from such an

outage?
NSTAC members have identified several legal and regulatory barriers to the rapid

and orderly restoration of service during a widespread outage. For example, the
ability of a local exchange carrier to provide emergency inter-Local Access Transport
Area (LATA) communications to state or Federal agencies may prove to be critical
to their ability to protect the interests of public safety and national security.8 In ad-
dition, it may also be necessary for a carrier to utilize the resources of its affiliates
to make necessary physical repairs to the network that could be perceived to involve
manufacturing of telecommunications hardware.9 Finally, domestic carriers may
often need to call on the assistance of international carriers to recover from a sig-
nificant outage. While many companies are not prohibited from providing in-region
inter-LATA and manufacturing services, Sections 271 and 273 of the Telecommuni-
cations Act require that Regional Bell Operating Companies (RBOC) satisfy a num-
ber of requirements and receive Federal Communications Commission (FCC) ap-
proval to offer these services. No RBOC currently has approval to perform these
services, and until such approval is requested and obtained, this obstacle remains
and could potentially hinder recovery from a future widespread outage. Additionally,
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10 Executive Order 12472, ‘‘Assignment of National Security and Emergency Preparedness
Telecommunications Functions,’’ April 3, 1984.

11 Federal Communications Commission rules, ‘‘Defense and Emergency Preparedness Func-
tions,’’ 47 C.F.R. 0.181–0.186.

12 Section 706 of the Communications Act of 1934 (47 U.S.C. 606), ‘‘War Emergency—Powers
of President.’’

13 Executive Order 12472, ‘‘Assignment of National Security and Emergency Preparedness
Telecommunications Functions,’’ April 3, 1984. The JTRB’s membership consists of the Assistant
Secretary of Defense, Command, Control, Communications, and Intelligence; the Assistant Sec-
retary, Communications and Information, of the Department of Commerce; the Commissioner,
Federal Telecommunications Service, of the General Services Administration; the Associate Di-

other regulatory safeguards imposed on other companies and RBOCs alike could
likewise affect the ability of carriers to fully use their corporate resources to respond
effectively to a widespread outage (e.g., restrictions imposed on the financial, mar-
keting, and operational interactions of dominant and non-dominant carriers, and
FCC requirements for carriers to keep their regulated and unregulated businesses
completely separated).

The Telecommunications Act of 1996 transfers many telecommunications policy
enforcement responsibilities from a single Federal judicial official to the FCC and,
to a lesser extent, the Department of Justice (DOJ). This transfer of authority raises
questions about the appropriate official(s) or organization(s) telecommunications
companies should approach for swift and consistent guidance in an emergency. It
also is unclear whether the FCC has the authority to grant temporary waivers of
applicable sections of the Telecommunications Act during a widespread outage re-
covery effort, even when the waiver is in the public interest. Currently, existing reg-
ulations regarding the National Security and Emergency Preparedness (NS/EP) re-
sponsibilities of various Federal officials and organizations, as described below, do
not place a single Federal official in charge of deciding whether to enforce or waive
compliance with applicable laws or regulations.
3.4.1 Federal Communications Commission

Executive Order (E.O.) 12472 requires the FCC to perform functions during na-
tional non-wartime emergencies, including the investigation of violations of perti-
nent law and regulations and the initiation of appropriate enforcement actions.10

The FCC’s rules accordingly assign the FCC Defense Commissioner the specific du-
ties of assuring continuity of the Commission’s NS/EP functions and of approving
NS/EP plans and programs (including the provision of service by common carriers
and the investigation and enforcement of violations of Federal law).11 These regula-
tions task the Defense Commissioner to uphold carriers’ compliance with applicable
law. The rules are unclear, however, as to whether they extend to the Defense Com-
missioner or the entire Commission (with or without consultation with the DOJ) the
power to forbear from enforcing relevant provisions of the Telecommunications Act
during a crisis. Even if the rules did place one official in charge, that one Commis-
sioner may not have the authority to override the Telecommunications Act (i.e., per-
mit something that is specifically prohibited or precluded by the Act) in an emer-
gency such as a widespread outage.
3.4.2 The President

Section 706(e) of the Communications Act of 1934, as amended, empowers the
President to suspend or amend, during a national emergency, FCC rules applicable
to any wire communications facilities. Section 706(g), however, prohibits the Presi-
dent from making any amendment to the FCC’s rules that the agency would not
itself be authorized by law to make.12 Because it is questionable whether the FCC
Defense Commissioner or the entire Commission by itself could grant to service pro-
viders waivers from complying with relevant portions of the Telecommunications
Act, it follows that the President’s power to do so is also questionable.
3.4.3 The National Security Council (NSC) and Office of Science and Technology

Policy (OSTP)
Section 2(c)(1)(a) of E.O. 12472 instructs the NSC to coordinate the development

of policy, plans, programs, and standards within the Federal Government for the
use of the Nation’s telecommunications resources during non-wartime conditions.
Section 2(b)(2) charges the Director, OSTP, to provide appropriate guidance and as-
sistance to the President and other Federal organizations responsible for the provi-
sion, management, or allocation of telecommunications resources during such condi-
tions. Section 2(b)(3) further assigns the Director, OSTP, with establishing and
chairing a Joint Telecommunications Resources Board (JTRB) to assist the Director
in exercising non-wartime telecommunications functions.13 Although the NSC and
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rector, Operations Support, of the Federal Emergency Management Agency; the Defense Com-
missioner of the FCC; and the Manager, NCS.

the JTRB might help craft future policy initiatives to address the industry’s legal
concerns prior to the occurrence of a widespread outage, it is unclear whether either
group would play a significant role during an actual recovery effort.
3.5 What interface between the telecommunications service providers and the Gov-

ernment would allow the President to be sure that restoration priorities meet
the national interest? How would the service providers keep the President ap-
prised of the progress of restoration efforts in the event of an outage affecting
multiple companies?

For many years, the telecommunications industry has provided the NCC with rel-
evant information pertaining to major outages. More recently it has also provided
the FCC with reports of outages that conform to the FCC’s specific requirements.
Because the NCC’s mission is to monitor NSEP telecommunications, and experience
has shown that industry willingly provides relevant outage information to the NCC,
then the NCC is positioned to collect widespread outage information for the Presi-
dent. To support this function, the Office of the Manager, National Communications
System (OMNCS), has a video teleconferencing system that is used to communicate
directly with the Executive Office of the President. The NCC Vision Subgroup is ad-
dressing the issue of sharing intrusion and network outage information among in-
dustry and government.

4.0 CONCLUSIONS/RECOMMENDATIONS

While the PN is robust and highly reliable, it is also built on a complex, inter-
connected set of heterogeneous technology platforms. The PN can be disrupted by
natural calamities, electric power outages, or assaulted by hostile forces. In addition,
rapid legislative, regulatory and market changes could potentially introduce unfore-
seen vulnerability into the PN. Although the probability of a widespread sustained
outage is low, the high potential societal cost of such an outage requires that the
concern be addressed. Industry and government can take cost-effective measures to
reduce the overall risk of a widespread outage and enable an orderly restoration of
service if such an outage occurs.

Other Industry Executive Subcommittee groups, including the Intrusion Detection
Subgroup, Information Infrastructure Group, Legislative and Regulatory Group, and
the NCC Vision Subgroup, are examining several of the issues addressed in this re-
port that would improve the overall ability of the United States to respond to a
widespread telecommunications outage. We recommend that their conclusions be ex-
amined in light of our findings.

Pursuant to the concerns expressed in Dr. Gibbons’ letter, the Widespread Outage
Subgroup offers the following recommendations:
4.1 Recommendations
4.1.1 Improve inter-carrier coordination for widespread outage recovery

Current industry plans and coordination procedures for responding to a wide-
spread telecommunications outage are company-oriented. Inter-carrier coordination
plans and procedures for responding to a widespread telecommunications outage re-
quire upgrading to meet new and emerging threats.

The President should direct the appropriate Federal departments and/or agencies
to:

—Cooperate with industry to build a mechanism to upgrade current industry:
—Recovery plans
—Coordinating mechanisms, and
—Emergency communications capabilities.

—Ensure adequate communications capabilities are available between Govern-
ment and the telecommunications industry, as well as with other critical infra-
structures, to respond to and recover from a possible widespread outage affect-
ing NS/EP services.

4.1.2 Remove legal and regulatory obstacles to widespread outage recovery
There are potential legal and regulatory impediments to the rapid and orderly

restoration of service during a widespread outage. It is not clear who has the au-
thority to resolve these impediments. The relative specificity of the rules governing
the FCC Defense Commissioner’s responsibilities suggests that this individual could
help industry and Government overcome these impediments.

The President should encourage the FCC to:



82

—Appoint and maintain a Defense Commissioner
—Clarify the Defense Commissioner’s authority to:

—Address NSEP telecommunications regulatory concerns in Commission
activities, rulemaking, and particularly during emergency situations.
—Establish a process for the expeditious resolution of NSEP issues and
other impediments affecting industry recovery from a widespread tele-
communications service outage.

Competitive market and legislative mandates often create a rush to introduce new
products and services before they are fully evaluated in the laboratory and under
live network conditions (e.g., Local Number Portability [LNP]). Before schedules are
mandated through FCC regulations, reliability, interoperability, and security con-
cerns need to be carefully considered to guard against premature implementation
of ‘‘unseasoned’’ technologies that may contribute to the possibility of a widespread
outage. An additional concern is the impact of industry restructuring on NSEP com-
munications, especially considering the entry of new carriers under the Tele-
communications Act.

The President should also encourage the FCC to:
—Minimize the possibility of a widespread outage by ensuring LNP national

standards and requirements, including NSEP, are agreed on and adhered to be-
fore implementing LNP on a widespread basis

—Allow sufficient time to complete reliability, interoperability, and security test-
ing of new services and products prior to implementing regulatory mandates.

4.1.3 Advance the state-of-the-art for software integrity and interoperability to re-
duce the probability of a widespread outage

All U.S. infrastructures, including the PN, continue to be increasingly reliant on
software-controlled information systems. Security analysis of software products is
not universally practiced by major equipment manufacturers. It is possible, because
of the complexity of the large systems involved, that hidden, malicious code or unin-
tentional code interactions could allow unauthorized access to network systems or
lead to protracted denial of service.

The President should:
—Task the appropriate Federal departments and agencies to work with industry

to lead the advance of the state-of-the-art for software integrity through intense
research, development, and operational investigations.

The NSTAC should:
—Increase awareness within the telecommunications industry of the importance

of software security and the use of best business practices for managing com-
plex automated systems.

4.1.4 Expand research and development (R&D) efforts to address telecommuni-
cations technology vulnerabilities

New technologies, by their nature, often are more complex, sometimes resulting
in unintended consequences and unexpected interactions among subsystems. Be-
cause new technologies cannot be tested for and against every conceivable set of
events or network conditions, unforeseen vulnerabilities may be introduced into the
network.

The President should:
—Direct the expansion of government R&D efforts to address the resolution of the

most significant vulnerabilities of new and evolving telecommunications tech-
nologies and services. As a first step, identify or coordinate more closely existing
R&D efforts in order to determine any necessary increases.

—Encourage industry to assist in these efforts.
—Encourage the FCC to examine and assist with the implementation of the Net-

work Reliability and Interoperability Council (NRIC) recommendations as they
relate to potential widespread outage vulnerabilities attributed to physical net-
work design, and new supporting technologies.

4.1.5 Foster education and awareness
Trust among telecommunications network managers facilitates the effective re-

sponse to routine and emergency network incidents. Much of the telecommuni-
cations industry’s success in recovering from outages is attributed to long-standing
inter-carrier relationships among network managers arising from day-to-day inter-
action and operations. Achieving and maintaining this level of trust becomes more
difficult in an increasingly competitive environment.

The NSTAC should, as part of its outreach efforts:
—Offer the NSIE model to the Network Interconnection/Interoperability Forum

(NIIF) for consideration and potential use by network operations managers.
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—Encourage the use of this model to help foster effective plans, procedures and
inter-carrier relationships in the increasingly competitive telecommunications
environment.
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Officer, GTE Corporation.
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Mr. Michael J. Schwartz, Esq., General Attorney, BellSouth Corporation.

RESPONSES OF JACK EDWARDS TO QUESTIONS SUBMITTED BY CHAIRMAN BENNETT

Question 1. One of the recommendations of the NSTAC report was that the legal
and regulatory obstacles to widespread outage recovery be removed. For example,
in an emergency could a regional Bell Operating Company be permitted to provide
temporary long distance service? Has the NSTAC seen any actions taken on these
recommendations?

Answer. Since the President’s National Security Telecommunications Advisory
Committee (NSTAC) issued its Widespread Outage Subgroup (WOS) Report in De-
cember 1997 at NSTAC XX, two of its recommendations have been acted upon. The
recommendations are as follows:

IMPROVE INTER-CARRIER COORDINATION FOR WIDESPREAD RECOVERY

—The National Coordinating Center for Telecommunications (NCC) has initiated
an effort to expand the National Telecommunications Coordinating Network
(NTCN) to improve communications capabilities with critical entities, for both
Government and industry, during network outage conditions.

REMOVE LEGAL AND REGULATORY OBSTACLES TO WIDESPREAD OUTAGE RECOVERY

—The Federal Communications Commission (FCC) appointed a FCC Defense
Commissioner.

—The NSTAC Legislative and Regulatory Group (LRG) and the FCC have worked
together to establish a procedure to resolve regulatory issues with the FCC, on
an expedited basis, which will minimize delays in the provision and restoration
of emergency telecommunications services during major service disruptions.
This procedure is intended for use during and outside of normal business hours.
NSTAC and the FCC approved the new procedure in August 1998.

Question 2. Will NSTAC continue to examine the national security implications
of Y2K on telecommunications?

Answer. The Network Group will continue to monitor the Year 2000 (Y2K) readi-
ness of the telecommunications infrastructure as test results become available and
provide its insight on the matter, through the NSTAC, to the President.

Question 3. Could you please describe the role of the National Telecommuni-
cations Alliance in emergency preparedness?

Answer. The National Telecommunications Alliance (NTA), incorporated by the
Regional Bell Operating Companies (RBOCs) in December 1995, serves as an indus-
try consortium supporting the reliability and security of its clients’ networks, and
the interoperability and interconnectivity of their networks with other networks. In
support of this critical mission, NTA’s CEO serves on the President’s NSTAC.

In 1997, NTA became the NS/EP single point of contact between the federal gov-
ernment and its clients. NTA operates the National Emergency Control Center
(NECC) from its Washington, D.C. headquarters, as well as a National Emergency
Relocation Center (NERC) outside of Washington, D.C., which has the same capa-
bilities as the NECC.

During any crisis affecting an NTA client, all information is channeled through
the NECC, which keep the Government, NTA clients’ operation centers and staffs,
and other affected parties informed. In addition, NTA operates the Alerting and Co-
ordination Network (ACN), a dedicated telecommunications system separate from
the public switched telephone system that is operated from the NECC and NERC.
All NTA clients have links from their own Emergency Control Centers and Emer-



85

gency Relocation Centers directly into the ACN. Also, the ACN provides direct
connectivity to Government agencies, other telephone companies, and telecommuni-
cations equipment manufacturers.

The source for the information on NTA can be found at http://www.nta-inc.org.

PREPARED STATEMENT OF DIANE FOUNTAINE

Good morning, Mr. Chairman, and distinguished members of the Special Commit-
tee on the Year 2000 Technology Problem. I appreciate the opportunity to address
you on behalf of the National Communications System’s Executive Agent, Defense
Secretary William S. Cohen, and its Manager, Lieutenant General David J. Kelley,
on the crucial role and initiatives that the National Communications System is tak-
ing toward tackling the Year 2000 as it applies to national security and emergency
preparedness telecommunications.

The National Communications System is a confederation of 23 agencies across the
Federal Government (listed in attachment 1) tasked with ensuring the availability
of a viable national security and emergency preparedness telecommunications infra-
structure. The President designates member organizations that own or lease tele-
communications facilities and services of significant value to national security and
emergency response or that have important telecommunications policy, regulatory,
or enforcement responsibilities. The assets of these 23 organizations comprise the
bulk of the Federal Government’s telecommunications resources. National security/
emergency preparedness telecommunications, in general, are considered to be the
necessary communications for the Federal Government under all conditions, ranging
from peacetime to national emergencies to international crises or war.

The Manager, National Communications System, is also the designated Federal
Official for the National Security Telecommunications Advisory Committee. Estab-
lished in 1982 by President Ronald Reagan in anticipation of the divestiture of
AT&T, the National Security Telecommunications Advisory Committee is a high-
level industry advisory group that provides the President with a unique source of
national security and emergency preparedness telecommunications policy expertise
and advice. Membership in the National Security Telecommunications Advisory
Committee is limited to 30 Presidentially appointed industry leaders who are senior
executives (often chief executive officers) representing major telecommunications
carriers, information system providers, manufacturers, electronics and aerospace
firms, system integrators, and the financial services industry. (The National Secu-
rity Telecommunications Advisory Committee’s membership is listed in attachment
2.)

I will specifically address implications of the Year 2000 problem on national secu-
rity/emergency preparedness telecommunications issues and the role of the National
Communications System in ensuring these telecommunications remain fully oper-
ational. I will also address the Office of the Manager, National Communications
System views of the nation’s telecommunications industry preparedness for Year
2000 as it relates to national security/emergency preparedness.

Mr. Chairman, the Office of the Manager, National Communications System,
shares in the concerns expressed by this committee relating to Year 2000 compli-
ance. in addressing the Year 2000 issue, we are focusing on three primary areas:
First, on the national security/emergency preparedness capabilities that we contract
with the interexchange and local exchange carriers to develop and maintain in the
commercial public networks (e.g., priority call recognition and handling); second, on
the overall voice services in the public network which are the primary foundation
for our national security/emergency preparedness communications; last, on the con-
tingency plans that we follow during a national security or emergency event. We
have taken the following actions in each of these areas.

UNIQUE NATIONAL SECURITY/EMERGENCY PREPAREDNESS NETWORK FEATURES &
CAPABILITIES

In conjunction with our primary contracting offices within the Defense Informa-
tion Systems Agency and the Defense Information Technical Contracting Organiza-
tion, my office is requesting from its contractors verification that services or systems
being provided to the National Communications System are year 2000 compliant.

National security/emergency preparedness telecommunications services provided
by the Government Emergency Telecommunications Service, the Telecommuni-
cations Service Priority Program, and the Emergency Response Link are required
to be Year 2000 compliant as a result of modifications to the associated contracts.
(more detailed descriptions of these programs are contained in attachment 3.)
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Additionally, all new or replacement contracts for National Communications Sys-
tem-provided national security and emergency preparedness telecommunications
services contain Year 2000 compliance requirements consistent with Department of
Defense policy.

Where possible, we will test the national security/emergency preparedness fea-
tures for Year 2000 compliance, to include practical demonstrations, in addition to
written certification by our telecommunications service providers. We plan to com-
plete these tests before January 1, 1999.

Testing for the Telecommunications Service Priority has been completed with
minor problems discovered which are being corrected. Testing for the Emergency
Response Link is slated for completion in September.

In order to achieve Government Emergency Telecommunications Service internet-
work interoperability testing, we are collaborating with the Alliance for Tele-
communications Industry Solutions. The Alliance for Telecommunications Industry
Solutions is establishing a test network that will emulate major portions of the pub-
lic switched network. The Government Emergency Telecommunications Service test-
ing requirements were outlined at the last meeting of the Alliance for Telecommuni-
cations Industry Solutions Network Testing Committee held from June 29 and 30,
1998. The network testing committee accepted the potential scenario for Govern-
ment Emergency Telecommunications Service testing and requested further details,
to include a draft test script and an implementation summary, that will be pre-
sented at the next meeting from August 24–25, 1998. Bellcore is assisting the Office
of the Manager, National Communications System in this effort, and this testing
will be completed in March 1999.

Specific testing will include the ability to recognize the Government Emergency
Telecommunications Service 710 area code and successfully complete Government
Emergency Telecommunications Service calls end-to-end over local and inter-
exchange carrier networks. While the scope of this Government Emergency Tele-
communications Service testing is limited, the benefits of the Alliance for Tele-
communications Industry Solutions internetwork testing among several major car-
riers in the U.S. Telecommunications Network are substantial.

ASSESSMENT OF BASIC NETWORK SERVICE

The Manager, National Communications System, requested that the National Se-
curity Telecommunications Advisory Committee focus on the Year 2000 issue as it
relates specifically to national security/emergency preparedness and the national
telecommunications infrastructure. The National Security Telecommunications Advi-
sory Committee’s network group has completed its initial assessment of this subject,
and you will hear from Dr. Jack Edwards of Nortel, the network group’s chair. This
report will be reviewed by the National Security Telecommunications Advisory Com-
mittee principals at their upcoming meeting on September 10.

In implementing special national security/emergency preparedness capabilities in
the public network we chose the major interexchange service providers, i.e., AT&T,
MCI, Sprint, and the primary local exchange companies (e.g., Bell Atlantic, Cin-
cinnati Bell, etc).

Based on information gathered by the National Security Telecommunications Ad-
visory Committee working group and discussions with individual companies, we be-
lieve that there will be little or no interruption of service from these major service
providers due to Year 2000. While they will have conducted extensive network ele-
ment testing and intranetwork interoperability testing, the biggest challenge for all
of these companies will be the testing of their network’s external interfaces, both
domestic and international. Ensuring the interoperability of these various solutions
is critical, particularly in a system as complex as the U.S. telecommunications infra-
structure, and this is why the Alliance for Telecommunications Industry Solutions
internetwork testing is so important.

The Office of the Manager, National Communications System is also coordinating
on the Year 2000 Telecommunications Compliance Program of the General Services
Administration. This program was established to provide a focal point for Year 2000
telecommunications compliance information across the Federal Government and to
facilitate government/industry partnership in addressing Year 2000 compliance
challenges. We are participating in periodic forums being held by the Program Man-
agement Office and facilitate their interaction with the National Security Tele-
communications Advisory Committee.

While I have only focused on those large telecommunications providers on which
we depend, I believe that Commissioner Powell will address the state of prepared-
ness of the industry in the broader context of all companies and services.
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CONTINGENCY PLANS

Even though we do not expect a major telecommunications service interruption
resulting from Year 2000, we are putting a great deal of emphasis on proper plan-
ning for a contingency in this area. The National Coordinating Center for Tele-
communications is reviewing current operational response procedures and the exist-
ing national telecommunications coordinating network, looking for additions to cur-
rent process or backup connectivity peculiar to Year 2000 (for example, connections
to software experts from the telecommunications switch manufacturers.)

In addition to its current HF radio capabilities, the National Telecommunications
Coordinating Network is being augmented with non-public network and satellite
communications connectivity among critical national security/emergency prepared-
ness operational sites, major service providers, and equipment manufacturers. This
additional connectivity will allow the national coordinating center for telecommuni-
cations to coordinate with the telecommunications industry and key Federal oper-
ations centers in the event of service disruption resulting from Year 2000 complica-
tions.

HF radio connectivity is currently available to AT&T, Sprint, The National Tele-
communications Alliance, The Federal Communications Commission, Bell Atlantic,
The National Aeronautics and Space Administration, GTE, Bell South, AmeriTech,
Southwestern Bell, The Federal Emergency Management Agency, AT&T Wireless,
and Pacific Bell. Through the shared resources high frequency radio program these
sites have HF message relaying support from over 1,000 government and tele-
communications company HF locations worldwide.

Currently, the National Coordinating Center for Telecommunications has private
line national telecommunications coordinating network connectivity to the FCC; all
of the regional Bell operating companies; GTE; Sprint; and switch manufacturers,
DSC, Ericsson, Lucent, Nortel, and Siemens. The National Coordinating Center for
Telecommunications is exploring extending connectivity to the general service ad-
ministration’s FTS–2000 Consolidated Operations Center, The Office of Science and
Technology Policy, The National Infrastructure protection center, and The Bellcore
Year 2000 Test Bed Site. The National Coordinating Center for Telecommunications
Industry members are also compiling point of contact lists that will be utilized for
Year 2000 problem referral and escalation within their companies.

An additional, state of the art capability to cross-connect various communications
media will be available in the National Coordinating Center for Telecommunications
by the end of December 1998. This capability will extend to our continuity of oper-
ations site in the event relocation out of the immediate area becomes necessary.

In conclusion, Mr. Chairman, we are working with The National Communications
System departments and agencies, and The National Security Telecommunications
Advisory Committee member companies, to provide continuous national security/
emergency preparedness telecommunications services prior to, through, and beyond
the millennium change. While much has been accomplished, there is still much to
be done, particularly regarding internetwork Year 2000 testing and contingency
planning. As the National Security Telecommunications Advisory Committee Year
2000 report points out, efforts to make the public network Year 2000 ready will go
a long way toward making national security/emergency preparedness telecommuni-
cations services year 2000 ready. I would urge the committee to support the efforts
underway in the telecommunications industry and continue to stress the importance
of internetwork interoperability testing as this work progresses.

Mr. Chairman, this concludes my statement on our efforts toward solving the
Year 2000 problem, and I am prepared to take your questions on this issue.

ATTACHMENT 1.—NATIONAL COMMUNICATIONS SYSTEM MEMBER AGENCIES AND
DEPARTMENTS

Department of State
Department of Treasury
Department of Defense
Department of Justice
Department of Interior
U.S. Department of Agriculture
Department of Commerce
Health and Human Services
Department of Transportation
Department of Energy
Veterans Affairs

Central Intelligence Agency
Federal Emergency Management Agency
U.S. Information Agency
Joint Staff
General Services Administration
National Aeronautics and Space

Administration
Nuclear Regulatory Commission
National Telecommunications and

Information Agency
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National Security Agency
U.S. Postal Service

Federal Reserve Board
Federal Communications Commission

ATTACHMENT 2.—NATIONAL SECURITY TELECOMMUNICATIONS ADVISORY COMMITTEE
MEMBERS

Advanced Digital Technologies Company
(ADTC)

AT&T
BankAmerica
Boeing
Comsat
Computer Sciences Corporation
Electronic Data Systems
Executive Security & Engineering

Technologies
GTE
Hughes
ITT
Lockheed Martin
MCI

Motorola
Nortel
National Telecommunications Alliance
Pacific Telecom, Inc.
Raytheon
Rockwell
Science Applications International

Corporation
Sprint
Teledesic
TRW
Unisys
United States Telephone Association
U.S. West
Worldcom

ATTACHMENT 3.—PROGRAM DESCRIPTIONS

Government Emergency Telecommunications Service supports national security/
emergency preparedness telecommunications users with priority switched voice and
voice band data service in the public switched network. it provides authenticated
access, enhanced routing, and priority treatment in local and long-distance tele-
phone networks. users acquire access through a simple dialing plan featuring a
dedicated area code (710) and personal identification number.

Telecommunications Service Priority System enables priority provisioning and res-
toration of national security/emergency preparedness telecommunications services
obtained from the telecommunications industry companies.

Telecommunications Electric Service Priority Program promotes modification of
the existing electric utility emergency priority restoration systems to include tele-
communications facilities considered critical to national security/emergency pre-
paredness. it utilizes the existing processes in place for restoring electric service to
specific customers in the event of threatened or actual electric power supply emer-
gencies.

Emergency Response Link provides a controlled access web site designed to assist
the emergency response community in sharing disaster response planning and oper-
ations information. the response community includes the signatory agencies to the
federal response plan and state and local agencies and organizations.

Shared Resources High Frequency Radio Program provides emergency commu-
nications in support of special operations and all-hazards situations, incorporating
the resources of 1098 HF radio stations, contributed by 63 Federal, State, and in-
dustry organizations, into a nationwide emergency message handling network.

RESPONSES OF MS. DIANE FOUNTAINE TO QUESTIONS SUBMITTED BY
CHAIRMAN BENNETT

Question 1. Bellcore suggested that because of the size and complexity Y2K prob-
lems in the telecommunications industry, it is absolutely critical that contingency
planning and disaster recovery planning and training be implemented. They also
stated that multiple carrier failures should be entertained. How is the NCS working
with industry on these issues?

Answer. In collaboration with its industry representatives the National Coordinat-
ing Center (NCC) for Telecommunications is working to insure that national secu-
rity and emergency preparedness telecommunications contingency planning fully ad-
dresses year 2000 problems, to include:

—Formulation of a joint government/industry Y2K-specific Contingency Plan to be
completed by April 1999.

—Verification of non-public switched network (PSN) connectivity to major oper-
ations centers from the NCC.

—Identification of those operation centers (industry & government) which have
connectivity via non-PSN voice and/or data connectivity to vendors, suppliers,



89

subject matter experts, etc. that might play a key restoral role in any Y2K-re-
lated telecommunications outage.

—Identification of key Y2K-related facilities, elements, vendors, suppliers, subject
matter experts with which the NCC does not currently have non-PSN
connectivity that should be provided connectivity to the NCC.

The NCC is also currently fielding an upgraded National Telecommunications Co-
ordinating Network (NTCN) which will allow the NCC to bridge any type of commu-
nications terminating on the NTCN to any other subscriber regardless of commu-
nications vehicle. This includes connecting any combination of HF, UHF, and VHF
radios, private lines, ring downs, satellite, and wireless to any of the other media.
The bridge is Y2K compliant, and will have a backup with redundant capabilities
located at the NCS Continuity of Operations site.

Question 2. Could you please describe how the National Coordinating Center for
Telecommunications works in a time of crisis?

Answer. The National Coordinating Center for Telecommunications (NCC) has
three Emergency Operations Teams (EOT) manned with experts in various emer-
gency response disciplines from the Office of the Manager, NCS staff, and industry
representatives of the NCC. The Manager, NCC activates the on-call team to sup-
port a declaration of the Federal Response Plan or if required by other emergency.
The three teams allow for ramping up to 7 days a week, 24-hour a day operation,
if the situation warrants that level of support. A team will be activated prior to each
critical year 2000 switch over date.

Question 3. How would the NCS and the FCC interact in the event a Y2K tele-
communications crisis?

Answer. The FCC has a representative assigned as a member of the NCC. Oper-
ational issues would be coordinated with that representative. The NCC or the FCC
representative can also contact the FCC Duty Officer at the FCC’s Communications
and Crises Management Center, which operates on a 24-hour, 7 days a week basis.
The Duty Officer is responsible for locating senior FCC staff to apprise them of sta-
tus of ongoing events, or to get an action officer to assist the NCC in addressing
FCC-related issues. The FCC Center is connected to the NCC through the National
Telecommunications Coordinating Network (NTCN) and the NTCN has connectivity
to the FCC regional representatives through connections to each of the Federal
Emergency Management Agency regional offices.

Question 4. When does a network outage advance from an economic concern to
a national security concern?

Answer. Determination that a telecommunications public network failure impact-
ing the economy has reached a national security concern would ultimately be made
with Cabinet and/or National Security Council level deliberations.

Question 5. Besides, helping the industry to exchange the information it needs to
solve its Y2K problems, do you think the proposed safe harbor legislation would also
make it easier for the NCS to obtain the information needs to ensure national secu-
rity and emergency preparedness telecommunications?

Answer. Although NCS has not experienced any reluctance on the part of the tele-
communications industry to provide information on Year 2000 readiness, the legisla-
tion should help the NCS to continue to obtain the information it needs to ensure
national security and emergency preparedness telecommunications.

Question 6. I noticed that the NCS is not represented on the telecommunications
working group or the emergency services of the President’s Y2K Conversion Council,
Chaired by John Koskinen. Is there any particular reason why the NCS was not
asked to participate in these groups?

Answer. The NCS has been an active participant in the Telecommunications
Working Group since its first meeting and will attend the next meeting of the Emer-
gency Services Working Group. NCS membership and attendance on these working
groups has been considered part of the Department of Defense representation.

Question 7. Has the NCS done any studies looking into how failures in foreign
networks could impact U.S. Communications? If not are you aware of any such stud-
ies?

Answer. The NCS has not done any independent studies regarding failures in for-
eign networks impacting U.S. communications. We are, however, aware of the spe-
cial Year 2000 Task Force established (Mar 1998) by the International Tele-
communication Union to ‘‘provide information on and promote Year 2000 compliance
standards amongst ITU members to create greater global consistency and a common
understanding.’’ One of their first actions was to issue a Year 2000 questionnaire
regarding ‘‘Millennium Compliance’’ and promoting ISO Standard 8601 ‘‘Data ele-
ments and interchange formats—Information interchange—Representation of dates
and times.’’ A Generic Year 2000 Testing Checklist was adopted to define the mini-



90

mal set of tests which will be required to demonstrate that a network system or
component is Year 2000 compliant. Additionally promoted is a British Standards In-
stitute publication from January 1997, Definition of Year 2000 Conformity Require-
ments.

Question 8. Is the NCS relying upon vendor certification or is it also conducting
independent tests as Bellcore recommends to ensure equipment is Y2K functional?

Answer. The NCS is relying on vendor certification as well as the performance
of independent tests. We are working with Bellcore in this area to help ensure that
independent testing being performed by the Alliance for Telecommunications Indus-
try Solutions (ATIS), Network Testing Committee, includes scenarios developed by
the NCS. These scenarios focus on maintaining reliable communications in the pub-
lic networks for national security and emergency preparedness purposes. This inde-
pendent testing is planned to be completed in the spring of 1999.

PREPARED STATEMENT OF SENATOR JON KYL

Mr. Chairman, I would like to thank you and Senator Bingaman for your efforts
in putting this hearing together.

Y2K will cross the globe in a 24 hour period. It has the potential to wreak havoc
with our communications networks and consequently with all of our critical infra-
structures. Our first concern must be with the readiness of the nation’s tele-
communications system to smoothly transition into the next century. But we must
also recognize the potential for disruptions that may pose serious public safety as
well as national security concerns, and to plan accordingly. We have a distinguished
panel of witness today who will help us to understand the Y2K problems facing the
telecommunications industry. We will also hear testimony from the National Com-
munications System, a little known but very important entity.

The NCS was created by President Kennedy, in response to communications prob-
lems that arose during the Cuban Missile Crisis. It has the responsibility to ensure
enduring communications in times of crisis, ranging from national disasters to acts
of war. And it has enjoyed a unique and close working relationship with the tele-
communications industry, in designing and implementing preparedness plans pro-
grams. I look forward to learning the status of contingency planning for national
security and emergency preparedness in anticipation of potential Y2K disruptions.
The Defense Authorization Act of 1996 directed the President to report to Congress
on the future of the NCS. We recognized that the telecommunications infrastructure
was facing new threats, especially from information warfare tools and techniques;
and that the NCS has unique experience and resources to contribute to an overall
strategy to protect the nation against such threats. While Y2K is not an information
warfare threat per se, its overall effects could be very similar to a deliberate attack
on the nation’s information systems. I am sorry to report that, 3 years later, the
President still has not filed this report. My most recent letter from Sandy Berger
on this subject, dated February of this year, promised that the report would be
forthcoming promptly. We are still waiting.

In March, I wrote to FCC Chairman Kennard, to recommend that the Network
Reliability and Interoperability Council (NRIC) be directed to examine Y2K con-
cerns. I was pleased to receive his response in May, informing me that the NRIC
would be tasked to undertake this effort. I am concerned, however, that this work
is not yet underway, and that the hour is late. I look forward to learning about the
NRIC’s plans for addressing Y2K in the limited time they have.

A key element in solving the Y2K equation is information. We have heard reports
that corporate concerns over liability are restricting the flow of technical informa-
tion and statements of Y2K readiness which telecommunications carriers need for
remediation and preparedness efforts. It is vital that industry, as well as consumers,
have access to the information needed to fix Y2K problems, and for contingency
planning. To the extent liability concerns are chilling this necessary exchange of in-
formation, we will need to find ways to alleviate those concerns.

Time is very short. The Y2K Committee and the Judiciary Committee will be
working with industry associations, consumer groups, and other interested parties
during the August recess to evaluate legislative options to help meet those needs.
I would like to invite our witnesses to offer their thoughts and recommendations on
such legislative relief.
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1 As used here, the term ‘‘Year 2000 Functional’’ is the ability of software to record, store,
process, recognize, display and calculate calendar dates falling on or after January 1, 2000, in
the same manner, and with the same functionality as such software records, stores, proceesses,
recognizes, displays and calculates calendar dates falling on or before December 31, 1999.

PREPARED STATEMENT OF JUDITH LIST

INTRODUCTION

Thank you Chairman Bennett, Vice Chairman Dodd, and members of the Special
Committee for inviting me to testify on how telecommunications networks could be
affected by the Year 2000 technology problem. I am Judy List, Vice President and
General Manager of Integrated Technology Solutions for Bellcore.

Bellcore, an SAIC company headquartered in Morristown, New Jersey, is a lead-
ing provider of communications software, engineering, consulting, and training serv-
ices based on world-class research. Our customers include major telecommunications
carriers as well as telecom companies of all sizes both in the United States and
abroad. The business I head for Bellcore provides Y2K services—primarily to tele-
communications carriers and suppliers, financial institutions, and power utilities.

In response to your request, I will focus today on what Bellcore is doing for the
industry concerning Y2K, on elements of telecommunications networks that could be
impacted by the Y2K problem, on the challenges of testing, on the outlook for the
problem as I see it, and on what positive steps can be taken to help with the situa-
tion.

BACKGROUND/BELLCORE’S ROLE IN Y2K READINESS

To set the stage, let me say that Bellcore has been working on Y2K solutions for
our own software products since 1993, with a concerted effort begun in 1995.
Bellcore currently supports approximately 150 software system products that are in-
stalled and deployed in the networks or operations of its licensed customer users.
Those users include the top tier local exchange carriers, among others. The software
system products include operations support systems and network systems that sup-
port provisioning, maintenance and other management functions for local telephone
services. All Bellcore-supported software system products either are now or will be,
by year-end 1998, Year 2000 Functional.1

In addition, Bellcore has taken a proactive role in providing our licensees and
other customers with Year 2000 information. We have been sharing information
about Year 2000 functionality in the following ways, to name just a few:

—by issuing information kits that include Bellcore’s Y2K Test Strategies, meth-
odologies and results of our Year 2000 functionality testing;

—by placing information on Bellcore’s website, which includes Y2K Frequently
Asked Questions and Bellcore software product information; and

—by hosting and participating in customer meetings and forums.
All of this information will continue to be provided and updated regularly by our

Year 2000 Program Office.

TELECOMMUNICATIONS NETWORKS

Like many companies, Bellcore assists clients by providing comprehensive services
that cover the entire lifecycle for fixing the Year 2000 problem for information tech-
nology, or IT, systems. However, in addition to the considerable industry attention
on IT systems, Bellcore has supported increased attention on networks. Networks
are large, distributed computing environments. While the major telecommunications
carriers have recognized the Year 2000 challenges that confront their core business,
many commercial companies have been relatively late in recognizing that the Year
2000 problem affects not only their IT systems, but their private networks as well.

In both private and public telecommunications networks, as in software and hard-
ware computing systems, Y2K impacts are possible at every layer of the infrastruc-
ture. That is, Y2K problems can be found in applications, operating systems, file
systems, databases, protocols, middleware, and hardware platforms, as well as in
the interfaces between interconnected systems.

To aid in the remediation and testing process for network equipment, Bellcore
worked with telecommunications carriers and equipment suppliers to develop a set
of generic requirements for Y2K functionality (Bellcore’s GR–2945, ‘‘Year 2000 Ge-
neric Requirements: Systems and Interfaces’’). In general, this document contains
requirements for both telecommunications network elements and operations systems
and covers a variety of date-sensitive functions. Let me give you just one example.
There is a ‘‘common platform’’ section that specifies the minimum date range for all
systems as 1/1/1980 through 12/31/2036. The former limit was chosen because it is
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 UNIX is a registered trademark of NOVELL, Inc.

the date when PC-based management systems began counting time. The latter limit
was chosen because this is the date just before many UNIX  -based system clocks
will fail. GR–2945 simply sets this range as the minimum requirement every system
should meet. However, some vendors may choose to design their systems to operate
well outside of this range, which is completely acceptable. Bellcore’s GR–2945 was
available to the industry on January 31, 1997.

In addition to using GR–2945, we recommend that companies follow a structured
approach in addressing Y2K issues. This approach starts with establishing a cor-
porate program office that manages the scope of the program, including schedules,
resource allocation and budgets, awareness of Y2K issues throughout the company,
and quality assurance. The subsequent activities are: assessment, remediation, test-
ing, and deployment. It has been our experience in working with major US tele-
communications carriers and several Fortune 50 clients that a structured approach
is being taken with respect to Y2K.

NETWORK ASSESSMENT

Bellcore has conducted risk assessments of major domestic and international car-
rier networks as well as risk assessments of the networks of a number of Fortune
50 companies. Risk assessments begin with a comprehensive inventory of all net-
work equipment in the carrier or private network. Then, detailed questionnaires are
sent to the suppliers of this network equipment inquiring about the Y2K readiness
of the equipment. This information, along with information from the carrier or com-
pany about the extent of equipment deployment in their network, network architec-
ture and topology, services, and other information, is used to assess the risk of Y2K
vulnerabilities in providing services.

In our work, we have found that approximately 75 percent of voice networking
equipment has date sensitive processing in it, 25–35 percent of data networking de-
vices have date-sensitive processing, and almost 100 percent of network manage-
ment devices have date-sensitive processing in them. The kinds of functions that are
date sensitive include: service routing and scheduling, message reporting, network
administration and management, system clock maintenance and restoration, event/
alarm time-stamping, history sorting and reporting, security (e.g., logins and pass-
words), user interface displays and user input, trend analyses, logging of informa-
tion, reports, and data processing functions.

The data we have gathered and the analyses we have performed through these
risk assessments, as well as high-level, preliminary experiments we have conducted
in our labs, support the conclusion that there is little date sensitive information in
the fundamental call processing or data routing capabilities of networks. Where we
do see date sensitive information is in the operations, administration, and mainte-
nance functions of networks. Examples of the latter type of functions include: bill-
ing, provisioning of services, network surveillance and maintenance, and other net-
work management and administration functions. Let me refer to the chart in the
front of the room for a quick look at the complexity of communications networks and
to explain where Y2K vulnerabilities are in these networks. (See attached diagram.)

These functions are provided by network equipment that carriers and large cor-
porations license from equipment suppliers as well as in systems that many compa-
nies develop themselves. Thus, fixing the software code sometimes means that the
company’s own organizations are responsible for the fixes, and sometimes means
that the equipment manufacturer or software provider is responsible for the fixes.
In some instances, a carrier or commercial enterprise may decide not to solve a Y2K
issue by having the code fixed. Instead, they may replace the system with a new
one or retire the system altogether because the functionality can be provided some-
where else in the network. It is equally important to manage and track progress
for the replacement or retirement of systems, because if they are not replaced or
retired on schedule, there could be Y2K impacts.
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Acronyms:

ACD = Automatic Call Distributor
BS = Base Station
BSC = Base Station Controller
CAD = Call Access Device
CDR = Call Detail Recording
CLEC = Competitive Local Exchange Carrier
CMS = Call Management System
Collector = Billing Collector
CO = Central Office, End Office Switch
CRD = Corporate Record Database
CSM = Customer Service Management
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Acronyms:

CTI = Computer Telephony Integration
DLC = Digital Loop Carrier
DPS = Dispatch System
EBI = Electronic Bonding Interface
FMS = Fault Management System
HLR = Home Location Register
IP = Intelligent Peripheral
LAN = Local Area Network
LEC = Local Exchange Carrier
LSMS = LNP Local SMS
MDR = Message Detail Recording
MSO/VLR = Mobile Switching Office/Visitor Location Register
NPAC = Number Portability Administration Center System
OSS = 0perator Services System
PBX = Private Branch Exchange
PSTN = Public Switch Telephone Network
PSAP = Public Safety Answering Point
RAOS = Revenue Accounting Office System
SMDI = Simplified Message Desk Interface
SMDR = Station Message Detail Recording
SMS = Service Management System
SCP = Service Control Point
SNS/DOE = Service Negotiation System/Data Order Entry
SOP = Service Order Processor
SSP = Service Switching Point
STP = Signal Transfer Point
TAN = Technician Access Network
TAS = Trouble Administration System
TPU = Technician Portable Unit
UCD = Uniform Call Distributor
VLR = Visitor Location Register
VMS = Voice Messaging System
VRU = Voice Response Unit
WOP = Work Order Processor

The analyses we have conducted on the Y2K issues in network equipment have
covered thousands of voice and data products, manufactured by hundreds of US and
international companies. We have analyzed the data gathered from a variety of
sources, including manufacturer’s responses to questionnaires, information available
on manufacturer websites, and other publicly available sources. We have gathered
and analyzed this information in support of our customers; we have not embarked
on a comprehensive survey of all carriers, large enterprises, or equipment manufac-
turers. The charts at the front of the room summarize our analyses of these data,
based on our experience, but they have not been independently validated.

Figure 1. Percentage of Voice Network Products Reported by Manufacturers to be
Y2K Functional by Quarter.

Note: 3Q 98 date includes products that have no date sensitivity and products that will be
Y2K functional by the end of 3Q 98, according to vendor-supplied information. 2Q 99 and beyond
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includes products that will not be Y2K functional by 2Q 99 and those products that the vendor
will not make Y2K functional (e.g., manufacturer discontinued products), according to vendor-
supplied information.

Figure 2. Percentage of Data Network Products Reported by Manufacturers to be
Y2K Functional by Quarter.

Note: 3Q 98 date includes products that have no date sensitivity and products that will be
Y2K functional by the end of 3Q 98, according to vendor-supplied information. 2Q 99 and beyond
includes products that will not be Y2K functional by 2Q 99 and those products that the vendor
will not make Y2K functional (e.g., manufacturer discontinued products), according to vendor-
supplied information.

The first chart presents data on voice network products. According to various
sources, for the products on which we have collected data, 83 percent of the products
are planned to be Y2K functional by the third quarter of 1998, while another 4 per-
cent are planned to be Y2K functional by the end of 1998. An additional 5 percent
are planned to be Y2K functional by the end of the first quarter of 1999, and the
remaining 8 percent will either not be made Y2K functional (because, for example,
they are discontinued products) or are planned to be Y2K functional sometime dur-
ing or after the second quarter of 1999.

The second chart presents information on data network products. Again, of the
products for which we have collected data, 89 percent of the products are planned
to be Y2K functional by the third quarter of 1998, while another 2 percent of the
products are planned to be Y2K functional by the end of 1998. An additional 5 per-
cent are planned to be Y2K functional by the end of the first quarter of 1999, and
the remaining 4 percent will either not be made Y2K functional or are planned to
be Y2K functional sometime during or after the second quarter of 1999.

These results indicate that over 85 percent of the telecommunications network
products we have surveyed for our major carrier and large commercial enterprise
customers are planned to be Y2K functional by the end of 1998, according to their
manufacturers. Further analysis of the detailed information we have gathered indi-
cates that the majority of critical network components in carrier networks will be
Y2K functional by year-end 1998. It is largely the peripheral devices that will not
be Y2K functional until first quarter 1999 and beyond. For example, according to
manufacturers, most of the major central office switches used in the US are planned
to be Y2K functional by year-end 1998.

Within a commercial enterprise, there are a small number of Private Branch Ex-
changes (PBXs), voice mail systems, and automatic call distribution systems (ACDs)
that will not be Y2K functional by year-end 1998. This market is very diverse and
the consequence of non-compliance of any one vendor’s device is significantly less.
In addition, the non-compliant devices tend to be older and smaller, which again
lessens the impact because fewer users are affected. While many of the devices that
will not be Y2K functional by the end of this year are peripheral, many of them
interact with more critical devices. It is important to test how non-compliant devices
(e.g., a network management system) might interact with a Y2K functional device
(e.g., a PBX).

Finally, the upgrades to this equipment may still need to be tested by the carrier
or commercial enterprise in whose network it is used and then installed in the net-
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work. It is important to schedule and track delivery of equipment upgrades and the
subsequent testing and installation.

TESTING

Once the software is fixed (either by a supplier, the carrier, or the carrier’s agent),
the software should be tested. For a software application, this includes unit testing
of the code changes, as well as integration testing of various modules of the applica-
tion together. In addition, system tests are conducted to incorporate the operating
system environment, the hardware platform the application runs on, as well as any
third party software that may work with the application software. Finally, the inter-
faces between systems should be tested, particularly for high risk systems, to assess
the impact of Y2K remediation on interoperability between systems.

Year 2000 poses significant testing challenges. First, there are a variety of dates
that need to be tested; this increases the number of tests that need to be conducted.
Second, tests should be repeated—for example, as problems are found and fixed or
as additional changes or enhancements are made to the system between the time
the code is Y2K functional and the rollover of the millennium. Third, there are dif-
ficult test environment issues due to the general need to test applications in a ‘‘clock
rollover’’ environment. It is not feasible for carriers to roll the clocks forward in a
live network; therefore, doing system clock rollovers requires either extensive lab-
oratory environments or significant investment in parallel systems to test for year
2000 functionality. Testing requires specialized expertise and tools. Finally, industry
analysts have estimated that testing is at least 50 percent of the effort in Year 2000.
The most significant challenge is that there is too much to test in too little time.

Not only must testing of individual network elements be completed, but interoper-
ability testing is needed as well. We recommend that interoperability testing be con-
ducted for several reasons. There are some interfaces in networks over which date
information is passed, and processing on the date information occurs on one side or
the other of the interface or on both sides of the interface. In these instances, inter-
operability testing is needed to assess the extent to which dates are passed and
processed correctly on both sides of the interface. However, there are many more
instances in networks where date information is not passed or processed across an
interface between two systems. While the need for Y2K interoperability testing is
less obvious in these instances, it may be possible that while fixing code to address
Y2K in one of the systems, some non-date related functionality may be inadvert-
ently ‘‘broken’’ in the interface between the systems.

Finally, because both private and public networks in the US are quite hetero-
geneous in the types of equipment and the number of equipment vendors who sup-
ply equipment, it is often the case that the equipment on either side of the interface
is manufactured by different vendors, who may use different date standards. Inter-
operability testing helps to address these issues.

OUTLOOK

Mr. Chairman, you asked for my personal outlook on the situation in the
ttelecommunications industry, and so I will make four points in that regard.

First, as is the case in most other industries, it has been my experience that larg-
er corporations have been more attentive to and more active in resolving the Y2K
issue than have smaller companies. All of the major carriers have corporate-level
Y2K programs, they understand and are actively working the problem, and they
have the ability to work with their major equipment vendors to address the issue.
In addition, the US is ahead of most of the rest of the world. Europe lags behind
the US in their attention to this issue, and generally, with some exceptions, so does
the rest of the world. South America, much of Asia/Pacific (with the exception of
Australia), and Africa are quite far behind. I do have a concern that the general
lack of attention to Y2K in some parts of the world could adversely impact our abil-
ity to communicate with them, largely because of failures in critical infrastructures
like power that may impact their telecommunications providers.

Second, as I’ve mentioned, the Y2K vulnerabilities in the telecommunications net-
work do not appear to be in the fundamental call set-up and processing or data rout-
ing capabilities of the network. Rather, they appear to be in the operations, admin-
istration, and maintenance functions that support these fundamental capabilities.
While this suggests that getting basic dialtone at midnight on January 1, 2000 is
less likely to be a problem, it is possible, in my opinion, that there may be disrup-
tions in billing, processing service orders, and so on. In addition, continued difficul-
ties with operations, administration, and maintenance functions could eventually
impact service.
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Third, telecommunications manufacturers indicate that the majority of them will
be Year 2000 functional by the third quarter of this year. Furthermore, our analysis
of vendor responses indicates that the majority of critical network components will
be Y2K functional by the end of 1998. However, testing and deployment/installation
are still required, as is ongoing attention to timely delivery of upgrades.

Finally, there will be problems, and there is a level of uncertainty in this area
that makes it difficult to predict where the problems will be. In the software indus-
try today, the best in class companies find 95 percent of code anomalies before the
software ever gets to the field. That means that 5 percent of software anomalies are
found after the code is operational Furthermore, according to the Software Engi-
neering Institute, a new defect is introduced with every approximately 41⁄2 fixes of
software code. Both of these statistics suggest that, given the pevasiveness and ex-
tent of Year 2000 elements, there will be problems. It is critical that contingency
and disaster recovery planning and training be implemented. Furthermore, Y2K
contingency planning and disaster recovery needs to address plans differently than
traditional business continuity plans because backup systems are likely to have the
same Year 2000 problems, issues may be more widespread across a number of in-
dustries, and problems may last for a longer period of time.

RECOMMENDATIONS

In closing, let me make the following brief recommendations on positive steps that
could be taken to help with the Y2K issue in telecommunications. First, the entire
industry should be doing whatever it can to promote interoperability testing.

Second, the industry should work on a plan for cooperation in the event that
emergency business recovery should become necessary. This should include sce-
narios where only one company is affected as well as scenarios where multiple car-
riers are affected.

Third, the government could help by continuing to promote awareness of the Y2K
problem, as this Committee and others are doing. Raising awareness is particularly
important among small and medium-sized businesses.

Finally, there might—at some point—be a need for safe harbor legislation. Such
legislation would be designed to protect responsible companies from some of the tor-
rent of litigation we know is headed our way—much of which could be frivolous and
could distract attention and divert resources from the most critical work: fixing the
problem. This should remain the industry’s primary concern, and anything you can
do to allow us to focus our efforts on that would be most appreciated.

Again, thank you for the opportunity to testify before you today. I will be happy
to take your questions.

RESPONSES OF JUDITH LIST TO QUESTIONS SUBMITTED BY CHAIRMAN BENNETT

Question 1. It strikes me that there is no comprehensive industry wide test
planned. SIA just began end-to-end (street-wide) testing of all partners in the secu-
rities industry. When will the telecommunications industry begin such testing, and
who should coordinate such a test?

Answer. In my written testimony before the Committee, I emphasized the chal-
lenge of Y2K testing for telecommunications networks and wish to restate that point
here. Year 2000 testing for networks is critical but complex because of the variety
of dates that need to be tested, and tested repeatedly, the difficult test environment
issues, and the need for specialized expertise and tools to conduct tests of networks.
However, I do believe that Y2K testing of telecommunications networks is an inte-
gral phase in a Year 2000 program. Specifically, it is essential that testing encom-
pass both the interfaces between systems to assess Y2K impacts and interoper-
ability across networks, in addition to stand-alone product testing. As others testi-
fied before the Committee, both types of testing are in process through several in-
dustry efforts, namely through the Y2K Telco Forum for testing of network inter-
faces and through the Alliance for Telecommunications Industry Solutions (ATIS)
for interoperability testing.

Question 2. You mentioned that according to the Software Engineering Institute
that an error is introduced for every 4.5 lines of software fixed. Can you estimate
the amount of errors which have been introduced into the system? Could such soft-
ware errors result in an expected systems failure?

First, a point of clarification. The statistic, as it was presented to me, was that
for every approximately 41⁄2 (it actually was 4.4) fixes of software, a new error is
introduced. There can be multiple fixes per line of code; conversely, some programs
have many lines of code that require no Y2K fixes. Thus, without knowing about
a particular application, it is impossible to estimate how many fixes are required
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to make the program Y2K functional and therefore, to estimate how many new er-
rors might have been introduced. In this context, I would again emphasize the im-
portance of testing, including testing of the remediated portions of code, product
test, as well as interface and interoperability testing. Regression testing is the proc-
ess by which modified software code is tested against a baselined version of the code
to assess the extent to which planned, and only planned, changes to the code have
been correctly implemented. Regression testing should be conducted and repeated
so that, as additional fixes are made to the code, or new features are added, these
can be tested to assess the extent to which new errors may have been inadvertently
inserted into the code. With respect to systems failures attributable to newly intro-
duced errors, the potential impact could be different than existing Y2K errors. Our
work thus far has indicated there is little date sensitive information in the fun-
damental call processing or data routing capabilities of networks and that there are
relatively few interfaces between network equipment that involve date processing..
However, it is possible that while fixing Y2K problems in some parts of software,
errors could be inserted inadvertently that affect non-date related functionality.
This possibility, again, emphasizes the need for extensive and repeated testing of
the types described above.

Question 3. I understand that much of the code correction for U.S. carriers has
been done in foreign countries. What kind of a security risk does this present?

Answer. The issue of security for both the public switched telephone network
(PSTN) and private networks as it relates to year 2000 remediation is of paramount
importance. As a critical infrastructure supporting the provision of local emergency
response, national security preparedness, and commerce and economic transactions
throughout the nation and the world, telecommunications networks must be pro-
tected from threats, both domestic and international, to their functioning and reli-
ability. Such assurances are fundamental to a robust and reliable telecommuni-
cation infrastructure.

There is the possibility that security risks can be introduced into any code that
is being remediated, not just code that is corrected in foreign countries. Program-
mers can, for example, introduce trap doors or back doors for non-malicious reasons,
for example, to make it easier for them to maintain the code. These trap doors or
back doors can then be used for other purposes to obtain unauthorized access to the
software program. In other instances, security problems can be introduced for di-
rectly malicious purposes during the code remediation process. To date, I know of
no easy way to assess code to ascertain the existence of these types of security risks.
It requires labor intensive examination of the code, line by line. Companies can
work to protect themselves from such risks by conducting adequate due diligence
of employees, contractors, and service providers that they may hire to remediate
Y2K problems. In addition, implementing various policies (such as code inspections)
to monitor the code remediation process also can help reduce risk.

Question 4. Your recommend that the industry should be preparing contingency
plans for scenarios with multiple carrier failures. In what forum should this occur?
In your opinion should this be coordinated through the FCC, National Telecommuni-
cations Alliance or though the National Communications System? Or would you sug-
gest another entity?

Answer. The telecommunications industry has been successful in the past in pro-
viding quick response to problems impacting service both at the individual company
level and in working collaboratively to respond to common service-related issues.
With the advance knowledge that service could be impacted due to the year 2000
problem, the industry has a unique opportunity to undertake advance contingency
planning for potential service degradation or loss. My recommendation on emer-
gency business recovery is for an industry-based effort to be undertaken in advance
that would address scenarios in which one company as well as multiple carriers
might be affected by Y2K problems.

Such a coordinated effort could be managed by one of a number of entities includ-
ing those identified above. Rather than recommend a preferred forum for business
recovery planning, I would suggest that such a forum be as inclusive as possible
with representation from all segments of the telecommunications industry—local
and long distance carriers, wireless companies, and equipment manufacturers, for
example.

Question 5. Do you suggest interoperability testing between foreign carriers and
domestic carriers?

Answer. The challenges of interoperability testing discussed above and in my writ-
ten testimony apply as well to testing between domestic and foreign carriers. How-
ever, such challenges may be heightened by virtue of the geographic and political
divisions of the world’s countries, the sophistication of their telecommunications in-
frastructure and their level of awareness and remediation of Y2K-related problems.
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U.S. companies, I believe, can serve as leaders in the international arena through
their international operations and through partnerships with foreign carriers to in-
crease awareness, to exchange information and knowledge, and to engage in testing
where feasible. International organizations, such as the International Telecommuni-
cations Union (ITU), can also play an instrumental role in supporting these activi-
ties for telecommunications carriers around the globe. Clearly, the importance of
interoperability testing both domestically and internationally cannot be overstated
and to the extent that it can be facilitated with the support and encouragement
from Congress, international organizations, and the carriers, the more likely testing
will be conducted.

Question 6. Are the Year 2000 telecommunications test beds available for applica-
tion testing (such as business applications)? When could such testing begin and who
would coordinate them?

Answer. Bellcore has some central-office laboratories that have been used exten-
sively by telecommunications carriers and suppliers for both stand-alone product
testing as well as interoperability testing. For example, we recently conducted ex-
tensive interoperability tests for local number portability under the oversight of the
Alliance for Telecommunications Industry Solutions (ATIS). These laboratory facili-
ties include several of the major switching systems in use in the United States, as
well as a hub capability that allows for interconnection with remote laboratories lo-
cated at carrier or supplier sites. Bellcore also has a separate testing platform in
its Quality Assurance testing labs to enable product and interoperability testing of
Bellcore’s licensed software products in a clock-reset environment. This is a key
component of our Y2K testing strategy.

Question 7. You mention that in your assessment of fortune 50 companies you dis-
covered that 25–35 percent of data networking devices have date problems. Isn’t
that number as high as 50 to 65 percent with (Automated) Intelligent Networks
(AIN)? What is the implications of these failure rates?

Answer. The risk assessments we have conducted for carriers have included net-
work equipment that provides Advanced Intelligent Network (AIN) services. The
Y2K vulnerabilities of this equipment are similar to the vulnerabilities identified in
voice networks. That is, approximately 75 percent of these devices have date-sen-
sitive processing in them, and this date processing is largely in the administrative,
maintenance, and operations functions. AIN services can, at times, involve some ad-
ditional capabilities in call processing (e.g., time-of-day, day-of-week flexible schedul-
ing or routing logic) that may increase exposure to Y2K risks. In addition, AIN is
a distributed network environment, so interoperability testing between distributed
network elements is critical.

With regard to data networking devices in large commercial enterprises, we’ve
found that 25–35 percent of those devices have date-sensitive processing in them.
The higher number (i.e., 35 percent) reflect intelligent data networking devices.
That is, data devices that have network management capabilities included as part
of the network device itself (as opposed to a separate system) are somewhat more
likely to have date processing than data devices that do not include network man-
agement intelligence. This is consistent with our overall conclusion that it is the op-
erations, administration, and management capabilities that are most at risk.

PREPARED STATEMENT OF RAMU POTARAZU

Good morning Mr. Chairman, members of the Special Committee. My name is
Ramu Potarazu, and I am the Vice President and Chief Information Officer of
INTELSAT, the International Telecommunications Satellite Organization. I appre-
ciate the opportunity to testify before you today on the important issues raised by
Year 2000.

This morning, my testimony will concentrate on what INTELSAT is doing to ad-
dress the Year 2000 issues. In fact, we calculate that we have 370 business days
left before Year 2000 is upon us.

Let me begin with a very brief history of INTELSAT. INTELSAT was established
in 1964 as a global commercial cooperative on the initiative of the United States.
At that time, President Kennedy said ‘‘I invite all nations to participate in a commu-
nications satellite system, in the interest of world peace and closer brotherhood
among peoples of the world.’’ President Kennedy’s bold and prescient statement led
to passage by the United States Congress of the Communications Satellite Act of
1962, which, in turn, resulted in the formation of INTELSAT in 1964, the initiation
of commercial satellite service in 1965, and the establishment of full global coverage
by INTELSAT in 1969.
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INTELSAT’s main mission is to provide the space segment for public satellite
communications services throughout the world on a non-discriminatory basis. ‘‘Non
discriminatory’’ means that INTELSAT provides services to all countries of the
world at the same prices. Today, INTELSAT has 143 member countries and inter-
connects virtually every country and territory in the world. INTELSAT provides
international, domestic and regional satellite communications services such as tele-
phone, television, Internet and data.

INTELSAT began its official Year 2000 program several years ago. We recognize
that INTELSAT potentially could be affected by the Year 2000 in several areas—
from our desktop computing, to our regular daily business transactions, to our
ground systems which control our satellites, ground stations operated by our Sig-
natories and direct access users and even the power, air conditioning and security
of our headquarters building here in Washington.

INTELSAT adopted a standard, five-step approach to resolving our Year 2000
issues. In the first phase, the Preliminary Assessment Phase, INTELSAT produced
an inventory of all equipment that included computer software or hardware (or em-
bedded systems) that could be affected by dates. INTELSAT’s second phase is the
Analysis and Plan Phase. After we created an inventory in the first phase, we ana-
lyzed the inventory and developed plans to remediate any Year 2000 issues. In the
Analysis and Plan Phase, we first sub-divided INTELSAT’s inventory into three cat-
egories: critical, essential and non-essential. INTELSAT’s plans, at this time, are to
remediate the Year 2000 issues in the critical and essential systems by the end of
the first quarter of 1999. INTELSAT’s focus would then shift to the remediation of
the less urgent, non-essential systems.

The third phase, which we are currently in, is called the Remediation Phase. In
this phase, INTELSAT is remediating the critical and essential systems for Year
2000 compliance. INTELSAT is making progress and is on schedule for completion
in the first quarter of 1999, as planned at this time.

After remediation of its Year 2000 issues, INTELSAT will engage in the fourth
phase: the Testing Phase. The Testing Phase is very complex because, at
INTELSAT, we cannot simply shut down our daily operations and easily test soft-
ware and hardware. Therefore, new facilities have to be set up in temporary loca-
tions. We are currently preparing to conduct such tests as soon as the software re-
mediation is complete.

INTELSAT’s fifth and final phase is the Deployment Phase. In this phase,
INTELSAT will put the systems into production and operation. When this phase is
complete, INTELSAT will be ready to operate into the new millennium.

Out of the five phases, the two phases that are the most complicated and man-
power-intensive are the Remediation and Testing Phases. As I stated earlier, testing
is very difficult but we have very thorough test plans to implement and complete
this phase.

In the invitation letter from Chairman Bennett to testify today, I was asked to
address four questions. The first question asked was, ‘‘How does the Year 2000 prob-
lem affect satellite communications?’’

INTELSAT has received information from our satellite manufacturers that indi-
cates that the INTELSAT satellites do not have Year 2000 problems. INTELSAT
has three satellite vendors, all from the United States, that comprise our current
and planned fleet. These vendors are Space Systems/Loral, Lockheed Martin and
Hughes Spacecraft. All of our vendors have advised us that there are no known
problems on the spacecraft. Typically, a communications satellite does not reference
a time and a date; rather, a satellite references what we commonly refer to as ‘‘sat-
ellite local time,’’ that is a reference to the sun. When there is a technological ref-
erence to the sun, there usually is no reference to a specific year. INTELSAT’s own
analysis and testing will seek to confirm this information. Thus, at this time, we
do not believe that our INTELSAT satellites have any Year 2000 issues.

As a result, INTELSAT’s Year 2000 emphasis primarily has focused on our
ground systems that fly, command and control, and monitor our satellites.

The second question asked was what are ‘‘INTELSAT’s concerns about inter-
national communications?’’ This, quite frankly, is INTELSAT’s biggest concern and
is one that is mostly out of our control.

To respond to this question, I will describe the Year 2000 issue as it affects three
major groups of INTELSAT users, each of whom operates its own incountry ground
network to access the INTELSAT satellite network. The first group is the high tech
user group that has a familiarity with computers, is aware of the Year 2000 issue,
knows what to do, and is remediating any Year 2000 issues.

The second group is composed of users who have computer systems that may not
have been replaced over the last 10 or 15 years. These users have a more limited
knowledge of computers because they only repair the computer system when it
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breaks. They may or may not be fully aware of the Year 2000 issue, and they may
or may not be remediating any Year 2000 issues.

The third group is composed of users throughout the world who have ‘‘antiquated’’
technological systems. They generally do not use computer systems at all to run
their systems, and use a lot of manual-intensive labor to perform operations.

Categories 1 and 3 present the smallest problems from INTELSAT’s perspective.
Our focus is on the users in the middle category—the users that have outdated sys-
tems, do not have money to remediate any Year 2000 issues, and sometimes, don’t
even have the money to recognize that they have a Year 2000 problem.

Many of the earth stations throughout the world have several hundred pieces of
computer equipment from various manufactures that control their ability to receive
telecommunications information. For example, if antenna control units fail, this fail-
ure could cause complete loss of pointing to the satellite by the antenna and no in-
formation could be sent or received.

Perhaps I can use an illustration to demonstrate INTELSAT’s concerns about
Year 2000 issues affecting international communications in satellite communica-
tions. A significant part of INTELSAT’s international communications is a two-way
communication that uses an INTELSAT satellite between country A and country B.
If country A’s ground network is Year 2000 compliant; and INTELSAT, being the
supply chain in the middle, is also compliant; and country B’s ground network is
not Year 2000 compliant, then you will have a failure of the complete chain. To sum-
marize, INTELSAT has some concerns about the Year 2000 compliance of all inter-
national communications.

The third question asked was, what is ‘‘The general preparedness of the satellite
industry?’’ I cannot answer on behalf of any other satellite competitors or satellite
industry leaders. However, INTELSAT has a thorough remediation plan and we are
working very diligently to make ourselves Year 2000 compliant. The most appro-
priate way for me to answer at this time is to say that, yes, we at INTELSAT have
a plan in place to be prepared for our global satellite system.

In addition, INTELSAT has been proactive in working with our customers, our
Signatories and other international organizations in regard to the Year 2000 issues
to exchange and gather information. Here is a brief overview:

With the World Bank: INTELSAT’s CEO, Irving Goldstein, recently met with the
World Bank President, James Wolfenson to discuss cooperation on Year 2000 tech-
nical awareness issues. INTELSAT has offered free usage of the INTELSAT space
segment to the World Bank for promulgation of Year 2000 issues on a more global
basis. INTELSAT understands that the World Bank and other intergovernmental fi-
nancial institutions have made funding available to governments and the private
sector for the Year 2000 program. Last month, INTELSAT participated in the World
Bank’s Multilateral Development Bank Conference in Washington, D.C. INTELSAT
also will be providing technical awareness assistance at the World Bank-sponsored
Year 2000 seminars for developing nations. Over 10 seminars in different countries
are scheduled between July–October 1998, and the first seminar was held earlier
this month, in Brazil.

With the International Telecommunication Union: INTELSAT provided Year 2000
speakers at the ITU Africa Telecom conference in South Africa earlier this year and
INTELSAT has been assisting the ITU with other Year 2000 initiatives.

With the Caribbean Telecommunications Union: INTELSAT spoke about the Year
2000 issue at the CTU Annual Policy Seminar earlier this month.

With the INTELSAT Advantage Program: INTELSAT has developed a Year 2000
seminar for its customers and users, and will be offering this information through-
out the world over the next 12 months.

With the INTELSAT Corporate Intranet/Seminars: INTELSAT has developed an
extensive corporate Intranet on Year 2000 issues as a technical resource for our
staff and our customers. Because this Intranet includes proprietary business infor-
mation, its use is restricted. However, INTELSAT would be pleased to meet sepa-
rately in a seminar format with those interested in learning more about
INTELSAT’s Year 2000 Program.

The fourth question asked was, what ‘‘Specific actions that you believe the Con-
gress or others should take to facilitate the Year 2000 remediation efforts?’’ From
a conceptual point of view, INTELSAT’s policy is to encourage the implementation,
in every country throughout the world, of some type of legislation which allows
INTELSAT and others to share information more readily. Right now, many entities
are reluctant to share information because of legal ramifications. As a result, testing
and remediation is often duplicated at great expense. In a perfect world, any effec-
tive legislation to limit legal liability should have been implemented a year or two
ago. Nevertheless, INTELSAT encourages implementation of any legislation that
can help alleviate some of the potential legal liabilities that have created a ‘‘chilling
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effect’’ on the remediation of Year 2000 issues among organizations and businesses
around the world.

INTELSAT also encourages continued congressional support for efforts throughout
the world, and particularly in the developing countries, to educate and promote
awareness about the Year 2000 issues in order to facilitate technical remediation
efforts.

In conclusion, we at INTELSAT have made the Year 2000 issue a top priority and
hope that the rest of the industry takes this issue as seriously as we do. And, we
believe today’s hearing is a very useful way to promote awareness of this very im-
portant issue. Once again, I am honored to be here today and will be happy to an-
swer any questions regarding the Year 2000 issues in regard to INTELSAT.

RESPONSES OF RAMU POTARAZU TO QUESTIONS SUBMITTED BY CHAIRMAN BENNETT

Question 1. Could you tell the committee how long your satellites would be recov-
erable without control from the ground. What is the longest time in the recent past
that you have lost contact with a satellite due to failure in ground station software
and still have managed to regain satellite control and operations?

Answer 1. Answering the second half of the question first, the longest time in the
recent past that INTELSAT has lost contact with a satellite due to a ground station
failure is approximately two minutes. This is due to the fact that the INTELSAT
system has backup redundancy whereby a failure at one ground station is imme-
diately backed up by a second ground station. The second ground station is fully
capable of providing the necessary requirements to operate the satellite, including:
telemetry processing, tracking, commanding and ranging.

The basic operation of a satellite, however, is autonomous from its ground control
station. Therefore, should INTELSAT lose both the primary and backup ground sta-
tions for a satellite, then under normal atmospheric conditions, INTELSAT would
expect to be able to recover the satellite up to one week after the commencement
of the double outage at the ground stations. The only known exception to
INTELSAT’s estimated ‘‘one week’’ window of recovery is during the two eclipse pe-
riods that occur every year. The eclipse periods are two 45-day windows that begin
22 days before and end 22 days after the 15th of March and the 15th of September.
During these periods, INTELSAT conducts critical commands and monitoring con-
trols on an hourly basis, 7 days a week, 24 hour a day. If INTELSAT loses its ability
to communicate with a satellite during either of these annual eclipse periods, then
INTELSAT’s failure recovery window of one week could potentially be reduced to
half a day.

The time frame of most concern for the Year 2000 issue is a period of 2 days, 31
December 1999 through 1 January 2000. Therefore, even under the extreme and un-
likely circumstances of a double outage at the ground stations, as described above,
the critical 2-day Year 2000 time period is well within INTELSAT’s anticipated ‘‘one
week’’ window of recoverable failure time. Moreover, the transition to the new mil-
lennium is not during an eclipse period.

Question 2. Can you say how many developing nations are significantly threat-
ened by major communications disruptions due to Y2K problems impacting their
ground station or wireline telecommunications?

Answer 2. Although INTELSAT has not conducted its own study with regard to
the Year 2000 ‘‘readiness’’ of developing nations, INTELSAT is a member of the ITU
Year 2000 Task Force. This ITU group has issued a questionnaire and is conducting
a study on this issue. The ITU has indicated that, as of 13 August 1998 over 200
operators from around the globe have responded to its questionnaire. The ITU’s
questionnaire asked several Year 2000 management questions, and asked the re-
spondents to provide a number rating (1 = high level of confidence, to 4 = low level
of confidence) for such areas as:

(a) Systems and Applications,
(b) Networks (domestic, interconnect, international and telex),
(c) Products and Services,
(d) Communications to Customers,
(e) Communications to Suppliers,
(f) Supplier Relationships,
(g) Integration and Testing, and
(h) Business Continuity Planning.

The ITU’s questionnaire also asked for the respondents to indicate an expected
system compliance date and a final testing-completion date. The summarized results
can be found on the ITU’s web site at http://www.itu.int/y2k/.
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Additionally, as stated in the 31 July 1998 U.S. Senate testimony of Mr. Ramu
Potarazu, INTELSAT’s Vice President and Chief Information Officer, INTELSAT is
participating as a technical telecommunications representative in the World Bank’s
InfoDev Program, which focus is on Year 2000 issues in developing nations. To date,
INTELSAT has participated in the World Bank’s regional seminar in Jamaica and
the national seminar in Brazil. INTELSAT is scheduled to participate in several ad-
ditional World Bank seminars by the middle of October 1998.

Question 3. Are you aware of and satisfied with the changes being made to the
voice networks you will have to connect to?

Answer 3. By way of background, INTELSAT only provides the space segment
portion of a global commercial telecommunications satellite system. Therefore, all
connectivity to INTELSAT’s network must be made through antennas owned by
other entities. These antennas primarily exist at earth stations. Most earth stations
have multiple antennas. INTELSAT has no ownership interest in any of the earth
stations (or antennas) connecting to its satellite communications network. There are
two types of earth stations that connect to INTELSAT. First, Telemetry, Tracking
and Commanding (TT&C) earth stations connect to INTELSAT’s network. Second,
a large number of traffic earth stations that carry commercial services are connected
to INTELSAT’s network. Each of these types of earth stations are discussed in
greater detail below.

TT&C Earth Stations.—All of the TT&C earth stations that connect to
INTELSAT’s network are independently owned. The TT&C earth stations provide
the services necessary for INTELSAT to fly its satellites, and these stations provide
for the safety of INTELSAT’s satellite fleet as required. INTELSAT has a contrac-
tual relationship with specific TT&C earth station sites to provide services. In addi-
tion, as part of INTELSAT’s Year 2000 Program, INTELSAT has agreements with
these TT&C earth station sites to conduct end-to-end testing of the telemetry, track-
ing and commanding services that they provide to INTELSAT. INTELSAT expects
to conduct this end-to-end testing during the fourth quarter of 1998.

Traffic Earth Stations.—The traffic earth stations that connect to the INTELSAT
system for commercial voice networks, video, data, Internet, etc. consist of hundreds
of earth stations and thousands of antennas. These earth stations and antennas are
owned and operated by INTELSAT’s customers. INTELSAT recognizes that it is im-
possible to conduct end-to-end testing with all of these earth stations and antennas
prior to the year 2000. Therefore, INTELSAT has embarked on an awareness cam-
paign to inform these traffic earth station operators about INTELSAT’s Year 2000
remediation program, and the critical need for these operators to develop their own
Year 2000 program. As part of INTELSAT’s Year 2000 Program, it has: written let-
ters to all of the Operation Representatives (technical operators of earth stations
connected to the INTELSAT network) and written letters directly to each traffic
earth station terminal about INTELSAT’s Year 2000 efforts. In addition, INTELSAT
has made several Year 2000 presentations at various INTELSAT fora including: the
INELSAT Global Operation Representatives Conference (GORC), the INTELSAT
Global Traffic Meeting (GTM), the INTELSAT Meeting of Signatories, and the
INTELSAT Board of Governors meetings and its many committee meetings. As a
result of INTELSAT’s dissemination of Year 2000 information, INTELSAT has an
acceptable level of confidence that the traffic earth station operators are aware of
their individual Year 2000 responsibilities.

Finally, the thousands of domestic terrestrial telecommunications operators
throughout the world connect to the traffic earth stations described above. There-
fore, these terrestrial operators are at least one step beyond the earth stations in
the distribution chain of INTELSAT telecommunications services, and INTELSAT
does not see the need to directly participate in further end-to-end testing with these
operators at this time.

Question 4.—Can you say anything about the readiness or preparations for Year
2000 in these (Far East) countries at this time? Should we be extra concerned given
the other problems some of these economies and political systems are already hav-
ing at this time?

Answer 4. INTELSAT has participated in a number of forums in which it has dis-
cussed its Year 2000 Program, including: INTELSAT’s involvement in the ITU and
World Bank programs (discussed in the answer to Question 2, above), INTELSAT’s
Advantage Program (which provides technical seminars and training for developing
countries who are members of INTELSAT) and INTELSAT’s meetings with its Sig-
natories who represent INTELSAT’s 143 nation membership. Both the World Bank’s
InfoDev Program and INTELSAT’s Advantage Program have scheduled regional
seminars in the Far East during September and October of 1998. Countries on the
World Bank’s InfoDev current schedule include: India, Pakistan, China, Vietnam,
Indonesia, and tentatively Thailand.
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While INTELSAT is concerned with the Year 2000 readiness of the Far East, es-
pecially in light of the recent economic and political situation, we are somewhat en-
couraged by the published results of the ITU Year 2000 Task Force questionnaire,
previously cited above. The ITU has indicated that, of the 50 questionnaires re-
turned by operators in Asia and ‘‘Australasia,’’ only seven operators have given any
indication that Year 2000 work has not yet been initiated. According to the ITU’s
study, the remaining 43 operators have Year 2000 programs in place and the vast
majority of these were willing to offer a completion date.

PREPARED STATEMENT OF MICHAEL K. POWELL

INTRODUCTION

Good morning, Mr. Chairman, Senator Dodd and distinguished members of the
Committee. I commend the Senate Special Committee on the Year 2000 Technology
Problem for its active participation on this issue. I welcome this opportunity to
share with you what the Federal Communications Commission (FCC) has learned
about industry efforts to address the Year 2000 Problem, as well as to discuss the
fundamental importance of the national telecommunications infrastructure and the
potential impact of the Year 2000 Problem on embedded telecommunications net-
works and systems.

My comments today will focus primarily on wireline telecommunications services.
However, it is important to note that the FCC is engaged in outreach and assess-
ment initiatives in each of the different subsectors of the communications industry,
including terrestrial wireless, radio and television broadcast, cable television, inter-
national telecommunications and satellites. Appended to my testimony, as Appendix
A, is a summary of how each of these different industries may be affected by the
Year 2000 Problem and what industry and the FCC are doing to address these prob-
lems.

BACKGROUND

As you are aware, there are many automated and intelligent systems that were
not designed to account for the millennial date change of January 1, 2000, and if
not addressed, the Year 2000 Problem or so-called ‘‘Millennium Bug’’ could con-
sequently affect every telecommunications subsector. At the FCC, we have devel-
oped and continue to develop outreach and advocacy strategies to raise industry
awareness of the issue, as well as methods for assessing and monitoring the indus-
tries’ efforts to address the problem. Finally, we have been looking into ways to fa-
cilitate the development of effective contingency plans in the event that a major dis-
ruption to the network should occur.

As an initial matter, it is important to remember that no single entity owns or
controls the public switched telephone network. There are the major telecommuni-
cations carriers, like the Bell Operating Companies, GTE, AT&T, MCI and Sprint,
that provide service to the majority of the country. But there are also 1,400 small
to mid-size independent telephone companies that serve many rural and insular
parts of the country as well as the U.S. territories and possessions. And these com-
panies are only one in a long chain of interdependent companies required for the
network to operate domestically.

For example, in order to fix the Year 2000 Problem, the carriers rely on manufac-
turers of central office switches and other network equipment. And then there are
the end users which must make sure their equipment such as their telephones,
voice mail systems, Private Branch Exchanges (PBX’s), and local area computer net-
works are all Year 2000-ready otherwise they will not be able to send or receive
voice and data traffic. These groups are, in turn, dependent upon other manufactur-
ers for their equipment, who are, in turn, dependent yet again on other providers
for parts and services like power. And on it goes.

Without a doubt, the telecommunications network is a tremendously complex and
interdependent thing, and consists of millions of interconnected parts. The public
switched telephone network processes millions of calls per minute. To transit each
and every call, automated and intelligent machines and systems (in the possession
of the thousands of telecommunications carriers and users described above) make
calculations for the most efficient multi-path, real-time interaction of all points
along the established circuit between the call’s origination and destination.

For example, in milli-seconds, a phone call from Washington, D.C. to New York
travels from your telephone, to the Private Branch Exchange (i.e., switchboard) in
your building, to the local exchange carrier’s central office switch, through the car-
rier’s network components and systems that route your call to an inter-exchange
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carrier (or carriers), through long-distance trunk lines (or other telecommunications
facilities like microwave, satellite, fiber optic), to another local exchange carrier’s
central switch, and ultimately to the telephone on the other end. Make the same
call two minutes later and the call may be routed in a completely different manner
as calculated by the network.

The foregoing description points to the mathematical impossibility (i.e., the infi-
nite number of permutations and combinations of routing possibilities and service
events to transit a voice or data call) of testing the entire public telephone network
for Year 2000-readiness or of expressing a high degree of confidence about the readi-
ness of the network. If any one of those components/systems (e.g., central office
switch), network elements (e.g., advance intelligent network, Signaling System 7),
or network interconnectors (e.g., local exchange carrier, interexchange carrier, Inter-
net Service Provider, private telecommunications network user) is affected by the
Year 2000 Problem, a call might be disrupted.

However, I believe that with time and greater knowledge of the scope of the prob-
lem, and by maximizing the amount of information available to all companies faced
with this problem, we will be able to better predict where and how problems in the
network are likely to occur. In my role as Defense Commissioner, I plan to work
closely with the industry and the Network Reliability and Interoperability Council
to help them address these problems.

FCC EFFORTS

In mid-March, the Commission created its Year 2000 Task Force. In mid-April,
at the request of FCC Chairman William Kennard, I agreed to oversee the FCC’s
Year 2000 efforts and represent the agency on the President’s Council on Year 2000
Conversion, which was established on February 4, 1998. I also co-chair with Dennis
Fischer of the General Services Administration (GSA) the Council’s Telecommuni-
cations Sector Group.

At the FCC, we are working to promote an effective public-private, ‘‘mission-ori-
ented’’ partnership to ensure that users of telecommunications services enjoy as
close to the same level of quality and reliability on and after January 1, 2000, as
they do today. We believe that the FCC can play an important role by encouraging
companies to share information with each other and with their customers. This will
increase the sharing of solutions, avoid duplicative testing, help companies spot un-
detected problems, and reduce customer uncertainty and anxiety.

In Appendix A, attached to my testimony, you will find summaries of actions that
the FCC has taken to promote its outreach and assessment efforts. As a result, I
will only highlight those efforts here.

In an attempt to encourage private sector compliance efforts and to foster infor-
mation sharing we have set up a special Internet site (www.fcc.gov/year2000/) which
has received over 24,000 hits to date. Chairman Kennard, myself, the other commis-
sioners, and FCC staff are all highlighting this problem in speeches and in meetings
with leaders in the telecommunications industry.

We have sent over 200 letters to major companies and organizations in all sectors
of the telecommunications industry asking them about their efforts to become Year
2000-ready. In June and July alone, we organized eight informational forums with
representatives of different sectors of the telecommunications industry to facilitate
information sharing and see how the FCC can assist industry efforts to tackle the
Year 2000 Problem. In addition, I have asked representatives of each of the commu-
nications subsectors to participate on the Telecommunications Sector Group of the
President’s Council. We had our first meeting with the industry participants on July
17, 1998. I believe that their participation in the sector group will better facilitate
communication and information sharing between government and private industry.

We have elected this engagement approach, rather than an adversarial, regu-
latory one for a number of reasons. First and foremost among them is that there
is very little time to get this job done. Only private firms can fix these problems
and we must have their full cooperation and must obtain timely and candid disclo-
sure of information. We are of the opinion that a heavy regulatory approach will
lead to guarded communications, the involvement of lawyers rather than tech-
nologists and managers, and a huge loss of time while we haggle over requests and
regulatory demands. Furthermore, most formal regulatory actions require compli-
ance with standard procedures which often take months, time we do not have. More-
over, significant time would be lost to developing, issuing, evaluating and compiling
lengthy data requests. Such efforts would divert both the FCC’s limited resources
and those of the companies from actually working the problem, which after all is
what matters most.
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Only the industry can fix this problem. It is important to remember that tele-
communications carriers and users rely upon a complex, technical network that is
engineered for near unfailing reliability. The Bellcore standard is 99.9999 percent
up time. (For example, the Bellcore standard for switch reliability requires that any
given switch not be inoperable for more than 3 minutes per year. That is 3 minutes
of 525,650 minutes in a year.) Thus, these companies have a strong stable of trained
experts in network reliability issues. They have experience with identifying threats
to network reliability, planning corrections and executing those corrections. They
also have experience doing similarly Herculean tasks, having pulled the public
switched telephone network apart during the AT&T divestiture and the re-engineer-
ing that took place when the country instituted the three-digit area code convention.

ASSESSMENT

Our general assessment of the telecommunications industry remains positive. Our
inquiry letters dispatched in late April, for example, asked 20 telecommunications
carriers, accounting for roughly 98.1 percent of the country’s access lines, to report
on their critical systems. We learned that generally, the carriers have completed
their review of the inventory for these systems, have completed assessing the impact
of the Year 2000 Problem on these systems, and they have set completion dates for
remediation, testing and integration by the second-quarter of 1999.

We are led to believe that most major U.S. equipment manufacturers will be able
to meet projected demands for equipment. The major manufacturers have had ex-
tensive Year 2000 programs in place for some time, and have been working closely
with both local and long distance carriers to develop strategies for Year 2000-readi-
ness. Manufacturers report that most of their software and hardware products are
already Year 2000-ready and have been made available to customers. They have tar-
geted end-of-year 1998 or first-quarter 1999 for general availability for all Year
2000-ready products. Our continuing dialogue with the industry should allow us to
assess any change due to unexpected increases in the demand for products.

The carriers are also cooperating on interoperability and end-to-end testing. Test-
ing is (and will continue to be) the hardest, yet most important, part. Most tele-
communications companies estimate that testing comprises 50–70 percent or more
of their Year 2000 efforts. And we have learned that testing often uncovers more
problems that need to be fixed.

The Telco Year 2000 Forum, which is comprised of eight large regional local ex-
change carriers, has contracted with Bellcore and is already performing integration
testing on Year 2000-ready equipment. ATIS, which is an industry-funded organiza-
tion whose mission is to advance new telecommunications technologies, will conduct
inter-network interoperability testing in January and February 1999, and is also
working with Bellcore. According to ATIS, the interoperability tests should encom-
pass network configurations that serve over 90 percent of the country. This type of
cooperative industry testing is very important because it is nearly impossible to con-
duct interoperability and end-to-end tests on the actual public switched telephone
network. Unlike the Securities Industry Association’s interoperability tests where
the securities exchange network can be shut down from daily traffic, the nation’s
phone network has to be up and running 24 hours a day, 7 days a week and it in-
volves millions of different elements. The telephone companies cannot disconnect
their network and turn the clock ahead to the year 2000 to do a test.

I would also like to announce that C. Michael Armstrong, Chairman and Chief
Executive Officer of AT&T, has agreed to chair the Network Reliability and Inter-
operability Council (NRIC) which will play a central role in our Year 2000 efforts.
The new Council will have a staff group dedicated to the Year 2000 effort, headed
up by A. John Pasqua, Vice President-Corporate Year 2000 Program, also from
AT&T, and we hope a representative from a major equipment manufacturer. We be-
lieve that NRIC will be invaluable in coordinating overall testing, advising the FCC
on the status of the industries’ readiness, and assisting the Commission in facilitat-
ing the development of contingency plans. A representative of NRIC will also sit on
the Telecommunications Sector Group of the President’s Council, which will facili-
tate constructive dialogue between the industry and those government entities that
rely most heavily upon the telecommunications infrastructure.

While we have programs in place to address this problem, all that we have ob-
served is not comforting. At this juncture, with respect to the telecommunications
industry, the FCC continues to be concerned about the effect of Year 2000 problems
on small to mid-size independent carriers as well as on international telecommuni-
cations carriers. These two areas of concern arise from the numerous informational
meetings the FCC’s Bureaus have conducted and the reports received that many of
the companies: (1) may not realize (or may be slow to realize) the seriousness of the
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problem; and (2) will not have the financial resources, available personnel, or man-
agement structure to begin implementing appropriate Year 2000 compliance meas-
ures.

With regard to the independent telephone companies, as I stated, there are some
1,400 small to mid-size companies that serve many rural and insular parts of the
country. The Commission is working continuously with various trade associations,
to which many small and mid-size carriers belong, in an effort to alert their mem-
bers that they need to begin Year 2000 remediation efforts now. Moreover, the FCC
has commenced a dialogue with the National Association of Regulatory Utility Com-
missioners (NARUC), and specifically the association’s Communications Committee
for the purpose of promoting State-level awareness of the Year 2000 Problem be-
cause of the close regulatory relationship between telecommunications carriers and
their State regulators. In fact, just two days ago I attended NARUC’s annual Sum-
mer meeting where they convened a Communications Committee panel on State-
level Year 2000 initiatives. Finally, the FCC intends to transmit letters to each and
every one of the 1,400 small and independent carriers in the coming weeks.

We are even more concerned about international telecommunications carriers. The
United States, Canada and the U.K. are forging ahead, but we have many concerns
about carriers in other nations, especially those in developing countries, that have
not yet taken the necessary steps to prevent system failures. We are further con-
cerned that international economic challenges may prevent foreign carriers and
users from addressing the Year 2000 problem. For example, in Europe, we have con-
cerns as to whether carriers and users will be ready for the onset of the Euro and
still be able to implement Year 2000 compliance efforts. Moreover, in Asia, we are
concerned that the current recession and economic difficulties could prevent carriers
and users from satisfactorily meeting the Year 2000 challenge.

In concert with the other Bureaus and offices of the Commission, the FCC’s Inter-
national Bureau hosted a series of roundtable discussions with the U.S. communica-
tions sector to raise awareness, seek solutions, and informally survey progress of in-
dustry efforts. In tandem with these roundtables, we have raised the issue with for-
eign delegates in the context of the FCC Visitor’s Program and Foreign Regulator
Workshops. The Year 2000 problem has also been addressed in speeches presented
in bilateral discussions and international forums. We have also circulated letters to
the U.S. international telecommunications companies informing them of our efforts
and encouraging them to take prompt and effective action, including with their for-
eign correspondents.

In addition, the International Telecommunications Union (ITU) has been address-
ing this issue. The ITU has established a Year 2000 Task Force with five subgroups
(including a contingency planning subgroup) spearheaded by British Telecom’s Ron-
ald Balls to increase international awareness and provide direction on the global
Year 2000 Problem. The ITU also has circulated ‘‘The Year 2000 Millennium Com-
pliance Questionnaire’’ to its 5,000 members governments, telecommunications car-
riers, and operators however, the response has been poor. The ITU is redoubling its
efforts to mobilize governments to put pressure on operators to respond to the ques-
tionnaire. The questionnaire will serve to uncover where efforts are needed and
what resources should be directed to those countries.

Other activities of the ITU include hosting workshops, making presentations, and
participating in discussions and roundtables. It has established a ‘‘Y2K Ambas-
sadors’’ program to serve as regional coordinators for assistance on Year 2000 Prob-
lems and activities around the world. The FCC has agreed to be such an Ambas-
sador for the region of the Americas. The ITU is supporting and involved with Year
2000 testing in Europe and Africa, and dispersing information on various Year 2000
standards such as those of the British Standards Institute (BSI) to telecom and sat-
ellite operators, which are its members.

IMPACT OF YEAR 2000

As I stated earlier, the telephone network is a very complicated and interdepend-
ent thing and consequently it is difficult to predict with any level of certainty all
the ways that the failure of one piece of the network could trigger failures elsewhere
in the system. For example, if calls to a particular country fail to be completed,
there will likely be many redial attempts, which will place increased burden on one
central office switch. Securities trading may target a specific country at a particular
time of day. Calls that do not go through will result in increased and unexpected
traffic at that switch. In addition, a carrier may be unable to bill correctly for calls.
As a result, the carrier receives no revenue or delayed revenue from its customers.
As a consequence, the carrier is unable to pay its suppliers in a timely manner.



108

There are also secondary effects to consider. For example, although no date-sen-
sitive information crosses the interface between two carriers, the Year 2000 issue
poses problems when carriers try to conduct maintenance on systems. Performance
data is collected on either side of the interface. Some reports are generated on a
date/time basis. The problem arises when a failure occurs. If one carrier sees a prob-
lem and the other does not, it is difficult to determine which carrier is right, and
therefore difficult to identify the root of the problem. There could also be testing and
coordination delays. Most carriers are planning to conduct Year 2000 tests with
each other.

These are only examples of the types of problems the industry must confront in
addressing the impact of the Year 2000 Problem. I believe our role is to facilitate
the sharing of information that both raises concerns like these and facilitates the
search for solutions.

THE ROLE OF THE FCC DEFENSE COMMISSIONER

In addition to my role as FCC Commissioner and member of the President’s Coun-
cil, I have additional responsibilities in connection with my role as the designated
Defense Commissioner. Section 0.181, Title 47 of the Code of Federal Regulations
sets out the duties of the Defense Commissioner at the FCC. In Appendix B, ap-
pended to this statement, you will find a copy of this section of the code.

In my role as Defense Commissioner, I have endeavored to make sure that the
FCC is ready to continue operations in the event of a national emergency. In this
regard, our Compliance and Information Bureau (CIB) has been revising the agen-
cy’s continuity of operation plan to ensure that the agency will continue its work
in the event of an emergency that affects FCC headquarters. The revised plan was
developed with the help of an expert from National Communications System (NCS)
who was detailed to the Commission to help with this project.

In addition, CIB has recently reviewed and evaluated its plan to handle emer-
gency authorizations and other industry-related needs if an emergency were to occur
after business hours. In general, this procedure grants CIB the authority to author-
ize special temporary authority for services requested that it believes are necessary
to ensure safety and the continued operation of the network.

With respect to national emergency plans, I inherited some plans when I took on
the role of the Defense Commissioner. CIB is reviewing and updating these plans.
Any plans will be coordinated with NCS. As I stated earlier, it is premature to make
even educated guesses on where our efforts in contingency planing will best be
served, but I will work with NCS and the industry in this regard.

ACTIONS THAT THE CONGRESS AND THE ADMINISTRATION SHOULD TAKE TO FACILITATE
YEAR 2000 COMPLIANCE EFFORTS

Without a doubt, the legal liability issue is one of the most serious impediments
that continues to impede the flow of timely and candid information. Concerns with
respect to releasing information related to Year 2000 compliance have been raised
at every one of our informational forums. The concerns proffered by industry are
associated in part with issues of product disparagement, antitrust violations, third-
party liability, carrier-vendor contractual relations, and so on. Consequently, some
companies have been reluctant to divulge information due to concerns about liabil-
ity.

We support the efforts to pass legislation that would promote the exchange of in-
formation by limiting the way such information could be used against the company.
Respondents to FCC requests for information have requested confidential treatment,
invoking 47 CFR § 0.459. Several others have labeled their submissions to the let-
ters ‘‘proprietary information.’’ Others have expressed reluctance at our sharing this
information, despite having not made an explicit confidentiality request. Another
factor that interplays is the Trade Secrets Act, 18 U.S.C. § 1905, which provides
criminal penalties for unauthorized disclosure of information. Thus, I believe there
is a significant role to be played by the Congress and the Administration with re-
gard to the legal liability issue and other barriers to the information flow.

CONCLUSION

As we move closer to the Millennium, all of our concerns become more acute. Our
efforts so far have begun to establish the kind of inter-company and private/public
partnerships that will facilitate the flow of information and get it to those most in
need. It will also permit the government to become aware of and respond to needs
of the industry as they arise. Our national well-being is dependent upon the reliabil-
ity of all the nation’s telecommunications networks, and government and industry
must work together to ensure that whatever disruptions occur do not lead to wide-
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spread outages and failures. To that end, the FCC is committed to taking whatever
actions it can to facilitate information sharing and industry compliance efforts.

I would be happy now to answer your questions.

APPENDIX A.—OVERVIEW OF THE YEAR 2000 PROBLEM IN THE COMMUNICATIONS
SECTOR: CONCERNS AND ACTIONS

COMMON CARRIER BUREAU

Biggest concerns
—Upgrading network switches (although manufacturers are on schedule to pro-

vide fixes).
—Upgrading Customer Premises Equipment (CPE), voice mail systems, Private

Branch Exchanges (PBX’s), ensuring interoperability with the network.
—Ensuring telephone companies (telcos) cooperate fully with major customers and

each other to facilitate Year 2000 interoperability testing.
—Ensuring small telcos have the resources and expertise needed to fix the prob-

lem.
—Dealing with billing and other internal systems.

What the FCC is doing
—Held roundtable forum, entitled Wireline Telecommunications Networks and

the Year 2000 Problem on June 29, 1998. In attendance were representatives
of users and user groups, large local exchange carriers, and smaller independent
carriers, as well as long distance carriers, trade associations, the Telco 2000
Forum, ATIS and equipment manufacturers. The purpose of the forum was to
facilitate the sharing of solution to Year 2000 problems and to identify barriers
to solving Year 2000 problems.

—Held meeting at the FCC of the Telecommunications Subcommittee of Presi-
dent’s Conversion Council on Year 2000, on July 17, 1998, in which representa-
tives from the telecommunications industry including trade associations and in-
dustry groups, such as the Telco 2000 Forum were deputized to ensure efficient
and responsive industry input to Conversion Council on Year 2000 issues.

—Met with large and small telcos, telephone trade associations, switch manufac-
turers, financial interests (banks and clearing houses) and other major users.

—Met with Year 2000 project managers from manufacturers and telcos to impart
the Commission’s concern and to obtain additional information about their Year
2000 programs.

—Requesting information from telcos, equipment manufacturers, trade associa-
tions and Bellcore; and encouraging the sharing of Year 2000 information
among industry participants.

—Assessing possible regulatory actions to facilitate Year 2000 readiness, includ-
ing requiring detailed information on Year 2000 compliance, if necessary.

—Sharing information with other Federal agencies, and improving the FCC Year
2000 website with updated information and links to other Year 2000 websites.

—Analyzing responses to detailed information requests sent to all local exchange
carriers and interexchange carriers, as well as to some smaller carriers, and to
the major telephone equipment manufacturers on their Year 2000 efforts. Re-
sponses have begun arriving. As of June 11, 1998, nineteen companies had filed
responses. These efforts will help develop a clearer picture of the Year 2000-
readiness of the telecom sector.

—Encouraging companies and industry trade associations to make more informa-
tion about their Year 2000 efforts available to the public through their websites.

—Continuing outreach efforts to ensure that all companies understand the seri-
ousness of the problem, as well as monitoring to obtain as much information
as possible.

What industry is doing
—Participated in FCC roundtable discussion on year 2000.
—Deputized representatives from telecommunications industry on Telecommuni-

cations Subcommittee of President’s Conversion Council on Year 2000, in meet-
ing held at FCC on July 17, 1998.

—Major telephone companies have been devoting significant resources to ensuring
that primary telecommunications networks continue to function on and after
January 1, 2000.

—Eight regional telcos have formed the Telco Year 2000 Forum to share informa-
tion and facilitate intranetwork testing of remediated systems.

—The Alliance for Telecommunications Industry Solutions (ATIS), funded by ex-
change and interexchange carriers, is undertaking the development of labora-
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tory tests (now scheduled for January–February 1999) of inter-network inter-
operability of remediated systems.

—Bellcore is providing expertise, leadership, testing facilities and technical stand-
ards for Year 2000 compliance.

—U.S. Telephone Association sent out an advisory to its members in mid-1997.

CABLE SERVICES BUREAU

Biggest concerns
—Power system failures could disrupt cable service, including the cable system’s

emergency alerting system messages.
—Timed controllers used for pay-per-view and other video programming, commer-

cial insertion, local origination equipment and converter boxes are examples of
equipment which may malfunction.

—Billing systems could generate faulty data.
—Satellite telecommunications links could be disabled.

What the FCC is doing
—Sent inquiries to major cable television companies, cable equipment manufac-

turers and cable trade associations regarding Y2K.
—Posted questions on the internet regarding Year 2000 problems in cable systems

to more than 1,500 cable engineers and technicians.
—Conferred with CableLabs, the research arm of a consortium of cable companies,

which has established an industry task force to address Y2K issues. Will con-
tinue this dialogue.

—Trained Cable Services Bureau telephone contact representatives to answer
questions from the public and operators regarding Y2K problems and compli-
ance.

—Conducted six workshops on Y2K issues at the annual Cable Tec Expo in Den-
ver this June, which was attended by approximately 9,000 technicians, engi-
neers and information technology specialists. Also, discussed Y2K concerns, pos-
sible disruptions and potential remedies with 37 equipment manufacturers and
vendors, programmers, a city official and large and small cable operators on the
exposition floor.

—Held a closed forum for the cable industry and will hold an open forum for the
public and the cable industry.

—Developing a cable Y2K fact sheet to be placed on the FCC Year 2000 website
and distributed to the public and the cable industry upon request.

—Continuing dialogue with cable operators and equipment manufacturers, includ-
ing informal sessions with multiple system operators (MSO’s).

What industry is doing
—CableLabs has formed a Year 2000 working group that consists of the major

cable multiple system operators. These MSO’s encompass a significant number
of cable subscribers and a large majority of the nation’s cable systems. Cable
operators who are not members of the Year 2000 Working Group will still bene-
fit from the group’s efforts because CableLabs is conducting a nationwide as-
sessment and will share information with all cable operators.

—To our knowledge, the CableLabs group intends to meet every two months to
monitor the progress of the industry and to provide the industry with
CableLabs’ research. In addition, CableLabs will monitor the equipment of cable
suppliers to determine Y2K compliance. In September, 1998 in Denver,
CableLabs plans to hold a cable vendors conference at which cable equipment
suppliers, cable billing systems vendors, and vendors of television commercial
insertion equipment are invited to attend and confer on their progress in
achieving Y2K compliance.

—Many cable associations, including NCTA, the Cable Telecommunications Asso-
ciation (CATA), and the Small Cable Business Association (SCBA) are actively
involved in collecting and disseminating Y2K information and solutions to its
members.

—Many cable operators, independent of their activities at CableLabs, are also ac-
tively working with equipment vendors to resolve Y2K concerns for their sys-
tems equipment.

MASS MEDIA BUREAU

Biggest concerns
—Emergency Alert System may fail just when it is needed most.
—Lack of broadcast news may result in misinformation and mass panic.



111

—Old transmitters with embedded microprocessor chips and stations with cus-
tomized transmitter control systems may be hard to test or fix.

—Power system failures could disrupt broadcast service.
What the FCC is doing

—Speaking out on Year 2000 issues at National Association of Broadcasters
(NAB) convention and other fora.

—Writing to broadcasters networks and trade associations. Responses received in-
dicate dedicated staff and high priority to minimizing disruption of on-air oper-
ations.

—Writing to largest radio and television station group owners, which account for
the majority of broadcast stations.

—Meeting with broadcasters and equipment manufacturers.
—Held Y2K forum with representatives of radio and television broadcast associa-

tions, networks and large and small broadcast station owners to discuss Y2K
challenges to the broadcast industry.

What industry is doing
—NAB has created a website on Year 2000 issues and assigned a Senior Vice

President to work on the issue.
—NAB is covering the issue in publications, addressing state broadcast associa-

tion conventions and planning seminars for its own future conventions.
—Equipment and software vendors are contacting customers with information on

which equipment or systems are Y2K compliant, which need hardware upgrades
or software updates and which equipment or software is so old or obsolete it
is no longer being supported and must be replaced.

WIRELESS TELECOMMUNICATIONS BUREAU

Biggest concerns
—The public safety wireless community has only recently become aware of the

Year 2000 problem; and while most modern radio systems in use by police, fire
and other emergency services are not expected to experience problems, the per-
vasive use of computers in support roles such as computer-aided dispatch and
the use of older radio equipment raise questions of the vulnerability of these
important emergency services.

—FCC requires illumination of certain antenna structures or towers where there
is a reasonable possibility that a tower may cause a hazard to air navigation.
Potential failure of the power grid in addition to the impact of possible Year
2000 problems in the equipment that monitors, alarms and controls tower light-
ing raises the possibility of a threat to air safety from unlit towers.

What the FCC is doing
—Writing the major wireless companies, radio equipment manufacturers, fre-

quency coordinators and wireless community associations.
—Convening roundtable discussions with the public safety community, the com-

mercial wireless community and the private wireless community.
—Encouraging wireless industry and trade association publication of articles on

Year 2000 problems and experiences.
—Reviewing options to alert and educate the tower lighting community, which in-

cludes registered tower owners, equipment manufactures and also licensees;
and to assure responsive action assessing the potential for failure and preparing
for remedial action.

What industry is doing
—Radio manufacturer have surveyed their equipment, indicated that most of the

current equipment is compliant and made information available to licensees for
fixes, where necessary.

—The larger commercial wireless communications carriers have surveyed their
own equipment and the equipment and services of suppliers and contractors for
compliance; they are in the process of taking remedial action. Future testing is
planned.

INTERNATIONAL BUREAU

Biggest concerns
—Whether foreign telecommunications companies, especially large segments of

the developing world, will be able to provide service on January 1, 2000. This
could have a huge impact on international trade, foreign investment, the global
economy, and even national security.
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—Whether the operability of the global telecommunications network, which is crit-
ical to public safety, emergency preparedness and personal communications will
be jeopardized.

—In many foreign countries, particularly in Asia and Africa, telecommunications
companies are only now becoming aware of the Year 2000 problem and they
lack the resources to fully address it.

—We are concerned that some telecommunications carriers have not yet taken the
necessary steps to prevent system failures.

—We are concerned that international economic challenges may prevent foreign
carriers and users from addressing the Year 2000 problem, (e.g., in Europe,
whether carriers and users will be ready for the conversion of the Euro and still
be able to implement Y2K compliance efforts and in Asia, whether the current
recession and economic difficulties could prevent carriers and users from ad-
dressing the Y2K challenge).

—We are concerned that terminating calls overseas, which relies on the networks
of foreign Public Telecom Operators (PTO’s) could be a problem.

—We are concerned about the Y2K readiness of satellite systems. The primary
concern regarding satellite systems appears to relate to the earth stations,
which control the satellites from the ground, rather than the satellites, them-
selves, which generally are not date-dependent.

—We are concerned whether revenue streams will be curtailed by operations/sup-
port systems (billing) problems associated with telecom networks and earth to
space degradation and/or complete failure.

What the FCC is doing
—Writing to international telecommunications companies and satellite and HF

service providers.
—Publishing letters in industry publications and ITU publications.
—Increasing international awareness through the International Telecommuni-

cations Union’s Year 2000 Task Force and providing direction on Year 2000
readiness. Working with the ITU to educate and motivate foreign telephone
companies.

—Actively working with the ITU’s Year 2000 Task Force to increase international
awareness and provide direction to member governments and companies on
Year 2000.

—Planning roundtable discussions to raise awareness seek solutions, and infor-
mally survey progress of industry’s efforts to ensure that industry is doing all
it can to avoid any disruptions in service. A roundtable with international tele-
communications carriers was held on June 29. One for the satellite industry
was held on July 14.

—Raising issues with foreign delegates, in tandem with these roundtables, in the
context of the FCC’s Visitor’s Program and Foreign Regulator Workshop.

—Speaking out about the Year 2000 problem at international telecommunications
meetings in bilateral talks and international fora.

—Writing a letter to foreign regulators from Chairman Kennard and Commis-
sioner Powell discussing the Y2K problem, providing information and asking
about their needs.

We are considering
—Encourage companies, service providers and manufacturers to complete the ITU

questionnaire.
—Play a more active role in the ITU’s contingency planning subgroup of the year

2000.
—Work with our regulatory and governmental counterparts to get them to press

their PTO’s to act more effectively and quickly.
—Play a coordinating role in the Year 2000 testing for U.S. international carriers.

What industry is doing
—Telecommunications companies are working hard to fix Year 2000 problems.
—Most, if not all, U.S. telecommunications companies have established Y2K czars

and offices for Year 2000 compliance, and are dedicating considerable resources
to the issue.

—Satellite companies have set up ‘‘war rooms’’ to deal with the Year 2000 prob-
lems.

—A number of U.S. international companies have ambitious programs underway
to work with suppliers, customers and vendors to address the problem in con-
junction with well-designed contingency programs. They have dedicated consid-
erable revenues to such initiatives. Some are scheduled to do Year 2000 testing
in 1999 before the Year 2000.
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—A few U.S. international carriers plan to complete inventory assessment and re-
mediation by 1999 and dedicate 1999 to sample testing with customers..

—Several countries, including the United Kingdom, Canada, and Australia have
high-profile efforts under way to tackle the Year 2000 bug, and their tele-
communications companies (e.g., British Telecom) are working with foreign
partners on the problem.

—U.S. and foreign carriers are working actively in the ITU Task Force on Y2K
and participating in subgroups pertaining to the Task Force. Responding to the
ITU Questionnaire on Y2K compliance.

—A couple of foreign carriers (e.g. DT) have established testing through the as-
sistance of the ITU.

COMPLIANCE AND INFORMATION BUREAU

Biggest concerns
—Ensuring that internal database systems and equipment used by the Bureau for

enforcement purposes is Year 2000-compliant.
—Preparing the National Call Center to collect data and respond to inquiries re-

lating to Year 2000.

What the FCC is doing
—Checking CIB database software and computers used in the enforcement pro-

gram, such as mobile and fixed direction finding systems, Global Positioning
System (GPS) receivers and the software used to operate these systems.

—Preparing to collect data regarding calls received by the National Call Center
and to provide information to the Call Center personnel from other Bureaus and
Offices to use in responding to incoming Year 2000 calls.

—Developing plans for continuity of operations, emergency authorizations, and
national emergency preparedness.

OFFICE OF ENGINEERING AND TECHNOLOGY

Biggest concerns
—Telecommunications share best practices; appropriate telecommunications net-

work testing be conducted; appropriate real-time telecommunications network
monitoring take place.

—Telecommunications equipment testing labs not close down or generate faulty
data due to Year 2000 problems.

What the FCC is doing
—Working with member companies of NRIC to define NRIC role that adds value

to existing activities.
—Letters sent to more than 300 testing labs.Office of the General Counsel

What the FCC is doing
—Reaching out to the Communications Bar to increase their awareness of Year

2000 issues and urge them to press telcos to increase their efforts to address
the problem.

OFFICE OF PLANS AND POLICY

What the FCC is doing
—Examining whether the Internet will be affected by Year 2000 problems.
—Contacting Internet organizations and Internet equipment vendors.

OFFICE OF INSPECTOR GENERAL

Biggest Concern
—The possibility that the Commission’s mission-critical systems will not be Year

2000 compliant.

What the FCC is doing
—Participating on a Year 2000 task force addressing the Commission’s mission-

critical information systems and Information Technology infrastructure.
—Participating on a Year 2000 task force monitoring the telecommunications in-

dustry.
—Monitoring the activities of other Inspectors General, the Office of Management

and Budget, and the General Accounting Office.
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APPENDIX B

§ 0.181 The Defense Commissioner.
A Defense Commissioner and two Alternate Defense Commissioners are des-

ignated by the Commission. The Defense Commissioner directs the defense activities
of the Commission and has the following duties and responsibilities:

(a) To keep the Commission informed as to significant developments in the
field of emergency preparedness, defense mobilization, and any defense activi-
ties that involve formulation or revision of Commission policy in any area of re-
sponsibility of the Commission.

(b) To represent the Commission in national defense matters requiring con-
ferences or communications with other governmental officers, departments, or
agencies.

(c) To act as the Defense Coordinator in representations with other agencies
with respect to planning for the continuity of the essential functions of the Com-
mission under national emergency conditions, and to serve as the principal rep-
resentative of the Commission to the Interagency Emergency Planning Commit-
tee of the Federal Preparedness Agency/General Services Administration.

(d) To serve as the principal representative of the Commission to the Inter-
agency Civil Defense Committee of the Defense Civil Preparedness Agency of
the Department of Defense.

(e) To serve as the principal point of contact for the Commission on all mat-
ters pertaining to the National Communications System.

(f) To take such measures as will assure continuity of the Commission’s func-
tions under any foreseeable circumstances with a minimum of interruption.

(g) In the event of enemy attack, or the imminent threat thereto, or other dis-
aster resulting in the inability of the Commission to function at its offices in
Washington, D.C., to assume all of the duties and responsibilities of the Com-
mission and the Chairman, until relieved or augmented by other Commissioners
or members of the staff, as set forth in §§ 0.186 and 0.383.

(h) To approve national emergency plans and develop preparedness programs
covering: provision of service by common carriers; broadcasting facilities, and
the safety and special radio services; radio frequency assignment; electro-
magnetic radiation; investigation and enforcement.

(i) To perform such other duties and assume such other responsibilities relat-
ed to the Commission’s defense activities as may be necessary for the continuity
of functions and the protection of Commission personnel and property.

[29 FR 14664, Oct. 28, 1964, as amended at 41 FR 31209, July 27, 1976]

RESPONSES OF COMMISSIONER MICHAEL K. POWELL TO QUESTIONS SUBMITTED BY
CHAIRMAN BENNETT

Question 1. I know that the telecommunications industry like other industry sec-
tors this Committee has reviewed suffers from a lack of status information. Having
said that, What is your assessment of the preparedness of the telecommunications
industry? Will there be outages? What are the biggest Year 2000 vulnerabilities in
the public-switched networks?

Answer. The Federal Communications Commission’s (‘‘FCC’’) overall assessment
of the wireline telecommunications industry continues to be positive. Based on our
current assessment of personnel resources dedicated, financial resources allocated,
time spent combating the problem (on average, 2–3 years), and the sophistication
of assessment and execution plans devised, we currently believe that major U.S. car-
riers (who, on average, have spent $300 to $400 million) and equipment manufac-
turers are aggressively attacking the Year 2000 Problem. We are also relatively con-
fident of the carriers’ representations that they are engaged in remediation efforts
that will provide users of telecommunications services with as close to the same
level of quality and reliability on and after January 1, 2000, as they do today.

As I stated to the Committee on July 31, 1998, the Commission sent inquiry let-
ters in late April 1998 to the top 20 domestic telecommunications carriers, account-
ing for more than 97 percent of the country’s total access lines, asking them to re-
port on their critical systems. We learned that, generally, those carriers have com-
pleted their review of the Year 2000 Problem on these systems, and have set dates
for remediation, testing and integration that are scheduled to be completed by the
end of the second-quarter of 1999.

The information we have received suggests that the major U.S. equipment manu-
facturers also will be able to meet projected demands for upgraded equipment. The
major manufacturers have had extensive Year 2000 programs in place for some
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time, and have been working closely with both local and long distance carriers to
develop strategies for Year 2000-readiness. Manufacturers report that most of their
software and hardware products are already Year 2000-ready and have been made
available to customers. They have targeted end-of-year 1998 or first-quarter 1999
for general availability for all Year 2000-ready products.

Domestic wireline carriers are also cooperating on interoperability and end-to-end
testing. The Telco Year 2000 Forum (which includes Ameritech, Bell Atlantic,
BellSouth, GTE, SBC Communications, Southern New England Telephone Com-
pany, and U.S. West) has contracted with Bellcore and has already begun to per-
form integration testing on some equipment. The Alliance for Telecommunications
Industry Solutions (‘‘ATIS’’), a domestic wireline telecommunications industry fund-
ed organization whose mission is to advance new telecommunications technologies,
will conduct inter-network interoperability testing in January and February 1999,
and is also working with Bellcore. According to ATIS, the interoperability tests
should encompass network configurations that serve over 90 percent of the country.

It is important to note that there are more than 1,300 small to mid-size compa-
nies that serve many rural and insular parts of the country. We have a lesser de-
gree of confidence about their Year 2000 readiness efforts. But that pales in com-
parison to our concern about international telecommunications carriers, especially
those in developing countries, that have not yet taken the necessary steps to pre-
vent system failures. Because global telecommunications rely upon the seamless
interconnection of many different networks, the international dimensions of the
Year 2000 Problem are especially significant. We note, however, that U.S. inter-
national carriers are active participants in the ITU Y2K task force, its working
groups, and its correspondence groups, where their contributions are substantial.
Also, we are considering playing a more active role in the ITU’s contingency plan-
ning subgroup of the ITU’s Year 2000 task force.

The Commission is also concerned about Year 2000 effects on Customer Premises
Equipment (‘‘CPE’’) that permit customers to access the public switched telephone
network. It is also important to note that CPE is not part of the public switched
networks that are operated by telephone companies, but instead is owned by public
and private entities that must assume the responsibility for insuring that their CPE
will be Year 2000-ready. This concern extends more generally to all internal commu-
nications networks, and especially to those communications networks and systems
that connect with public switched networks. Private Branch Exchange (‘‘PBXs’’),
CPE, internal networks and connections, telephone systems and all other privately
maintained telephone equipment must be Year 2000-ready and able to access prop-
erly the telephone network. Equipment manufacturers have stated that they are
ready to work with their customers on these systems, but have expressed concern
that not all customers are taking steps to insure that their equipment and systems
will be Year 2000-ready.

Finally, the Commission is concerned about the proper functioning of the national
power grid which supplies, in the first instance, electricity for all telecommuni-
cations carriers. Telecommunication carriers are, however, developing contingency
plans in the event power supply failures occur.

Question 2. It seems to me that the FCC has been very slow to respond to Y2K
and its impact on communications. Furthermore, the Network Reliability and Inter-
operability Council’s (NRIC) report on the implementation of the Telecommuni-
cations Act of 1996 which was completed on July 15, 1997, devoted only 3 sentences
out of 266 pages to Y2K. I commend you on the excellent choice of Michael Arm-
strong, CEO of AT&T, to head NRIC. It is imperative at this late date that they
get to work. What is the status of the NRIC tasking? Why was NRIC not tasked
earlier? Would you please say more about NRIC’s plans to assess the impact of Y2K
on all aspects of the communications industry (voice, data, wire, broadcast, radio,
wireless cable and satellite)?

Answer. I share the disappointment of some members of the Committee that prior
to 1998 the Network Reliability and Interoperability Council (‘‘NRIC’’) devoted rel-
atively little attention to the Year 2000 Problem. As originally chartered to imple-
ment the Telecommunications Act of 1996, the NRIC was directed to provide rec-
ommendations both for the Commission and to the telecommunications industry to
assure optimal reliability and interoperability of, and accessibility and
interconnectivity to, public telecommunications networks in an increasingly competi-
tive environment. The focus of the NRIC’s recommendations was to ensure the abil-
ity of users and information providers to seamlessly and transparently transmit and
receive information between and across telecommunications networks. As a con-
sequence, the NRIC focused on its overall mission of network reliability, interoper-
ability and interconnectivity, rather than focusing exclusively on the Year 2000
Problem.
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We have been working to direct the focus of a newly constituted NRIC to address
more aggressively the Year 2000 Problem. Part of that effort was the selection of
C. Michael Armstrong, Chairman and Chief Executive Officer of AT&T, as the NRIC
Chairman. Another significant component of that effort was the creation of a staff
group dedicated to the Year 2000 effort, headed up by A. John Pasqua, Vice Presi-
dent-Corporate Year 2000 Program, also from AT&T.

The newly constituted NRIC—which will include representatives from all the com-
munications industries, including broadcast and cable, as well as equipment manu-
facturers and Internet Service Providers (‘‘ISPs’’)—will play an important oversight
role with respect to interoperability and end-to-end testing. We believe that this or-
ganization will be invaluable in coordinating the overall testing, collection and dis-
semination of information, in addition to advising the Commission on the status of
industry readiness, and facilitating the development of contingency plans.

We have been working with the NRIC to develop a plan for addressing the Year
2000 issue. The Council will be broken down into a series of focus groups, each with
a prominent leader/coordinator, that will look at specific Year 2000 issues (i.e., as-
sessment, network interoperability, and end-user specific problems). Announcements
regarding this organizational approach, as well as the date of the re-chartered
NRIC’s first meeting will be made shortly. Work on these interoperability,
interconnectivity and reliability issues, however, is proceeding daily.

It is important to note, however, that the NRIC is only one of the many tools the
Commission is using to assist it in its effort to address the Year 2000 Problem.
There are also several prominent telecommunications organizations that are actively
engaged in addressing the issue of testing and contingency planning. The Telco Year
2000 Forum, ATIS and other industry groups are providing valuable assistance in
facilitating information sharing, building private partnerships, and coordinating
testing and contingency planning. The Commission will continue to work with and
rely upon these industry organizations.

Question 3. We understand that FCC will eventually ask NRIC to assess the im-
pact of the Year 2000 Problem on our nation’s network, to encourage sharing of in-
formation on solutions, and to facilitate end-to-end testing of networks. We under-
stand that NRIC is not yet engaged, but does FCC have any preliminary results in
these areas?

Answer. Yes. The Commission is engaged in its own assessment of the various
communications industries. As stated in response to Question 1, our current assess-
ment of the wireline telecommunications industry is relatively positive. That assess-
ment is based on the responses—of major U.S. telecommunications carriers and
manufacturers—to our written inquiries and is also based upon the numerous infor-
mational meetings and forums that have been conducted by the FCC’s Common
Carrier and International Bureaus.

It should be emphasized that the Commission has taken its responsibility to mon-
itor the pace and extent of the telecommunications industry’s Year 2000 compliance
efforts seriously since first becoming aware of the problem several years ago, and
has been working to ensure that the Year 2000 challenge is properly addressed. For
example, the Commission started to examine and fix its internal computer systems
in 1995. In early 1997, the FCC’s Bureaus and offices made a coordinated effort to
find out what the telecommunications industry was doing about the problem, and
continuing efforts have been underway to update and improve our understanding
of the nature, and extent, of all of the issues that need to be addressed.

Question 4. Could you tell us, as the Chairman of the President’s Year 2000 Con-
version Council Telecommunications Working Group, has the Group developed a
strategy and an action plan for assessing the Year 2000 readiness of the tele-
communications sector?

Anwer. In late April 1998, at the request of FCC Chairman William E. Kennard,
I agreed to oversee the Commission’s Year 2000 efforts and represent the agency
on the President’s Council on Year 2000 Conversion, which was established on Feb-
ruary 4, 1998. Immediately following my selection to the Council, I was asked to
co-chair with Dennis Fischer of the General Services Administration (‘‘GSA’’) the
Council’s Telecommunications Sector Group.

One of my first priorities upon assuming leadership was to devise a sector out-
reach plan for the Commission and to use that document as the model for the entire
Telecommunications Sector Group. In brief, that plan has contained three distinct,
but interrelated operational concepts: (1) outreach and advocacy, (2) monitoring and
assessment, and (3) contingency planning.

One of the primary objectives of the Commission’s effort has been to encourage
private-sector Year 2000 compliance and to foster information sharing. As part of
its outreach and advocacy initiative, the Commission has set up a special Internet
site (www.fcc.gov/year2000/) and sent over 200 letters to major companies and orga-



117

nizations in all sectors of the communications industry—including wireline teleph-
ony, terrestrial wireless, radio and television broadcast, cable television, satellites,
and international telecommunications. Chairman Kennard, myself, the other com-
missioners, and Commission staff are all emphasizing the importance of this prob-
lem in speeches and in meetings with leaders in the telecommunications industry.

Another critical obligation of the Commission is to monitor industry Year 2000-
readiness efforts and to assess the pace and extent of the implementation of reme-
dial actions. In June and July alone, the Commission organized eight roundtables
with representatives of different sectors of the communications industry to facilitate
information sharing and see how the Commission can assist industry efforts in ad-
dressing the Year 2000 Problem. The Network Reliability and Interoperability
Council is gearing up to advise the Commission on technical issues and to take
steps to foster industry cooperation on Year 2000 compliance testing and other relat-
ed problems.

Finally, the FCC is engaged in an effort to make sure that the Commission is
ready to continue operations in the event of a Year 2000 event, and is committed
to working with the National Communications System (‘‘NCS’’) and the communica-
tions industry to facilitate the development and, if necessary, execution of contin-
gency plans in the event that a major service disruption should occur.

Question 5. I understand that, FCC has requested detailed information from over
200 telecommunications companies, equipment manufacturers, trade associations
and contractors, but has only received 19 responses. How do you account for this
less than 10 percent response rate? What are you doing to improve responsiveness?

Answer. The Commission has received 82 responses to the 200 inquiry letters that
were sent. While the letters to the wireline carriers, manufacturers and related or-
ganizations mandated a response, the letters to the other industries requested re-
sponses on a voluntary basis, thus accounting for, to some degree, the difference be-
tween the wireline and non-wireline response rates.

The comparatively low response rates that we have received from the non-wireline
sectors of the telecommunications industry has helped us to understand that there
needs to be a much more dramatic outreach effort. In this regard, we are in the
process of redoubling the efforts of each Bureau to increase outreach efforts, espe-
cially in the wireless area, and we have been working to improve the usefulness of
the information that is available on the Commission’s Year 2000 Internet site
(www.fcc.gov/year2000/). The Commission also intends to send additional letters to
U.S. international telecommunications carriers and organizations, and to all
wireline telecommunications carriers, by the end of September 1998, and to initiate
a second round of assessments across all industries.

Question 6. You note in your testimony that FCC’s power to force carriers, manu-
facturers and telecommunications users to address the Y2K problem is limited.
What specifically are the FCC’s regulatory powers? What can the FCC do to ensure
that the telecommunication industry will be ready in time? Will this be enough or
does the FCC need more authority?

Answer. The Federal Communications Commission has broad regulatory jurisdic-
tion over interstate and foreign (international) telecommunications carriers (i.e.,
common carriers), whether such service is provided by radio or wire. This includes,
for example, the authority to adopt rules and impose conditions in the public inter-
est, see, e.g., 47 U.S.C. §§ 154(i), 201(b), 303(r); the authority to issue radio licenses
and common carrier certificates in the public interest, 47 U.S.C. §§ 214, 309; the
authority to revoke radio licenses, 47 U.S.C. § 312(a); the authority to issue cease
and desist orders, 47 U.S.C. § 312(b); the authority to impose forfeitures, 47 U.S.C.
§ 503(b); and the authority to collect information, see, e.g., 47 U.S.C. §§ 218, 308(b),
403, 409(e).

We do have some concerns, however, that an overly regulatory approach could un-
dercut more productive cooperative efforts by the carriers involved. Consequently,
the Commission has initially implemented a Year 2000 effort designed to work coop-
eratively with the carriers to help accomplish Year 2000 compliance. In this regard,
we have been working with each sector of the telecommunications industry to pro-
mote a collaborative, ‘‘mission-oriented’’ partnership to ensure that users of tele-
communications services enjoy as close to the same level of quality and reliability
before and after January 1, 2000, as they do today. We are taking a similar ap-
proach with other industries regulated by the Commission (e.g., radio and television
broadcast, cable television).

Nevertheless, we continue to evaluate various regulatory options and will not
hesitate to use those that appear productive. While we believe our existing jurisdic-
tion over interstate telecommunications carriers should be sufficient for any regu-
latory steps ultimately deemed appropriate for such carriers, to the extent Congress
wishes the FCC to have unambiguous authority in this area with respect to intra-
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state common carrier service as well, legislation would be advisable. In addition,
while the FCC does have ancillary jurisdiction to take certain regulatory steps with
respect to telecommunications manufacturers and users, see generally 47 U.S.C. §
151; United States v. Southwestern Cable Co., 392 U.S. 157 (1968), to the extent
Congress wishes to ensure that the Commission has unambiguous jurisdiction to
take any regulatory steps that may subsequently be deemed necessary in this area
with respect to manufacturers and users, legislation would be advisable.

Question 7. Testing has been described as a critical component of Year 2000 risk
management strategies, and some have said that one should plan on testing every-
thing that you possibly can. Yet telecommunications service providers have pre-
viously stated that, due to its very nature, it is simply impossible to recreate an ‘‘off-
line’’ public switched network and therefore complex Year 2000 interoperability
must be tested in pieces by various companies separately. How will this critical test-
ing be performed, who will do it, and when will it begin? By breaking network test-
ing into different service components and chunks, what are the limitations on the
results of these test activities? How, if at all, can one ensure that the full range
of activities? How, if at all, can one ensure that the full range of risks posed by Year
2000 to the public switched network have been effectively and appropriately ad-
dressed? How involved is the FCC in monitoring the testing of end-to-end
connectivity?

Answer. Telecommunications service providers oppose ‘‘live’’ testing of operating
telecommunications networks because of the risks that such testing poses to the
continued provision of service to their telecommunications users and users of inter-
connected telecommunications networks. As a consequence, efforts have been under-
way for some time among manufacturers, testing labs such as Bellcore, carriers
through the Telco Year 2000 Forum, and industry organizations such as ATIS which
anticipate that arrangements for interoperability testing for its members will be
completed before the end of this year.

Because wireline carriers are on different schedules for Year 2000 remediation of
equipment and systems, schedules necessarily vary with respect to when they will
be able to engage in interoperability testing. AT&T, for example, states that it ex-
pects to complete its remediation efforts by the end of this year, so that it will have
all of 1999 available for testing.

In addition to efforts by the Telco Year 2000 Forum and ATIS, one of the func-
tions of the newly rechartered NRIC will be to coordinate the efforts of the various
groups currently testing and facilitate the sharing of that information so that car-
riers, and other interested parties, will be able to use the results of those tests to
further their remediation efforts and to develop contingency plans—especially by
those carriers that will not be as far along in their remediation efforts. We antici-
pate that the most critical interoperability testing will occur first, with less critical
systems being tested later. With respect to the issue of comprehensive testing to in-
sure that no service disruptions will occur, it should be recognized that it is not pos-
sible to ensure that all conceivable tests of all potentially interactive combinations
of equipment and software will be performed. For example, one large carrier esti-
mated that the number of tests that would be required to test all combinations of
its equipment and operating systems would be exceptionally high—1029. Attempt-
ing to perform that number of tests in the time remaining is simply impossible, even
if adequate test beds and other facilities were available to facilitate such testing.

The FCC’s monitoring efforts have been directed to regular discussions with test-
ing organizations and carriers.

Question 8. Your testimony describes contingency planning as a key component
of FCC’s approach to the Year 2000 Problem. What is the current status of contin-
gency planning in the telecommunications sector?

Answer. Effective contingency planning requires in-depth knowledge of the dif-
ferent types of Year 2000 disruptions that can occur from each piece of equipment,
and each software system, operating individually and interactively in the unique en-
vironment of each carrier, as well as knowledge of the likely nature of Year 2000
disruptions that may arise from interconnected carriers. As a consequence, detailed
contingency planning depends, to some extent, on the completion of Year 2000 as-
sessment and remediation efforts by each carrier.

Most of the carriers with whom we have discussed contingency planning have
stated that their efforts at this point are necessarily focused on Year 2000 remedi-
ation efforts. Many companies have existing contingency plans that will be used as
inter-company procedures in the event of a Year 2000 incident. Such plans include:
(1) recognition of the need for company-wide plans to handle Year 2000 incidents;
(2) the need for staff supplementation for troubleshooting Year 2000-related inci-
dents; (3) the acquisition of alternate suppliers and the development of alternative
deployment plans in case of third party failure to meet commitment schedules; (4)
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the need to expand network capacity to address network overloads or peaks that
may result from Year 2000 disturbances; and (5) reserves for additional resources
of electrical power (i.e., diesel generators).

We will coordinate through many groups, including the NRIC, to assess regularly
the progress of contingency planning and to help build private partnerships needed
for effective national responses.

Question 9. Executive Order (E.O.) 12472 requires the FCC to perform functions
during non-wartime emergencies. The FCC’s rules accordingly assign the FCC De-
fense Commissioner the specific duties of assuring continuity of the Commission’s
national security/emergency preparedness (NS/EP) plans and programs. Has the
FCC developed the plans and programs to the potential situations associated with
the Year 2000 Problem? If not, why not? Isn’t this also contingency planning?

Answer. As the FCC’s Defense Commissioner, I have endeavored to make sure
that the Commission is ready to continue operations in the event of a Year 2000
incident. In this regard, our Compliance and Information Bureau (‘‘CIB’’) has been
revising the agency’s continuity of operation plan to ensure that the agency will con-
tinue its work in the event of an emergency that affects our Washington, D.C. head-
quarters. The revised plan was developed with the help of an expert from National
Communications System (‘‘NCS’’) who was detailed to the Commission to help with
this project.

Moreover, CIB has recently reviewed and evaluated its plan to handle emergency
authorizations and other industry-related needs if an emergency were to occur after
business hours. In general, this procedure grants CIB the authority to authorize
special temporary authority for services requested that it believes are necessary to
ensure safety and the continued operation of the network.

With respect to national emergency plans, CIB is reviewing and updating these
plans, and the Commission will coordinate with NCS.

Question 10. An issue which has prevented organizations to openly share informa-
tion relating to Year 2000 is the legal liability. What is your opinion/recommenda-
tion on this issue? Will the President’s proposed ‘‘safe harbor’’ legislation be suffi-
cient to stimulate information exchange?

Answer. Without a doubt, the legal liability issue is a significant barrier to the
flow of information. The concerns proffered by industry—some that appear to be
overstated and some that appear to be legitimate—are associated in part with issues
of product disparagement, antitrust violations, third-party liability, carrier-vendor
contractual relations, just to name a few. As a consequence, some companies have
been reluctant to divulge information pertaining to their Year 2000 vulnerabilities
and, additionally, have been largely unwilling to guarantee or certify Year 2000-
readiness due to concerns about liability.

The Commission constantly deals with the anxiety that various portions of the
telecommunications industry, and its suppliers, have about legal liability. In its col-
lection of information from carriers and equipment manufacturers, some respond-
ents have requested confidential treatment, citing Title 47, Section 0.459 of the
Code of Federal Regulations. Others have labeled their responses as ‘‘proprietary in-
formation,’’ and still others have expressed general reluctance at sharing this infor-
mation.

We believe there is a significant role to be played by the Congress and the Admin-
istration with regard to the legal liability issue and other barriers to the information
flow. We thus support efforts to pass legislation that will promote the exchange of
information by limiting the way such information could be used against entities that
provide such information.

I do not know whether the Administration’s ‘‘Good Samaritan’’ legislation or Con-
gressman Dreier’s legislation will eliminate all the barriers to information exchange,
but am sufficiently confident that the proposed bills will advance the effort. Addi-
tional measures, however, may be needed.

Question 11. As noted in your written testimony, the response to the International
Telecommunications Union’s (ITU) questionnaire was, in your own words, ‘‘poor.’’ I
understand that US companies were queried, but few responded. Would you com-
ment on this? Also, as noted in your testimony, the ITU is re-doubling its efforts
to mobilize governments to put pressure on operators to respond to this question-
naire. Will the FCC be doing this for US carriers?

Answer. Responding to the ITU’s questionnaire was not mandatory and, given the
lack of authority of the ITU over the actions of its membership (which is consen-
sual), the disappointly low response rate is not, in some respects, surprising. Also,
we note that the ITU staff explained the low response rate in part by acknowledging
that the letters were sent without adequate information on Year 2000 contacts—in
fact, this is the thrust of the first few questions on the ITU questionnaire. We have
taken steps to encourage domestic international carriers to respond to the ITU ques-



120

tionnaire and will continue to do so. We are also encouraging them to take all other
actions that may be necessary to avoid Year 2000-caused disruptions in service. It
should be noted that U.S. international carriers are active participants in the ITU
Year 2000 task force, its working groups, and its correspondence groups, where their
contributions are substantial.

In addition, as part of its advocacy and outreach effort, the FCC is working to:
assume a more active role in the ITU’s contingency planning task force; coordinate
with our regulatory and governmental counterparts abroad to encourage them to
press their telecommunications carriers to act more effectively and quickly; play a
coordinating role in testing for U.S. international telecommunications carriers and
be instrumental in urging other U.S. government agencies to reduce legal barriers
to communications. (Companies state that they feel constrained by current laws and
rules relating to sharing of information among companies.)

Question 12. With respect to International telecommunications services, it appears
as though some foreign carriers’ networks may not be fully Year 2000 Compliant
by January 2000. What risks, if any, does that pose to other networks that may be
linked to that non-compliant infrastructure? What cascading effects, if any, might
be expected? What other risks could arise because of the failure of foreign carriers
to ensure that their networks and supporting business systems are Year 2000 com-
pliant?

Answer. The Commission currently has no information to suggest that there will
be significant problems with international telecommunications service. U.S. inter-
national telecommunications carriers and equipment manufacturers that partici-
pated in the June 29, 1998 informational roundtable convened by the FCC’s Inter-
national Bureau and other various meetings seemed to affirm this current assess-
ment.

Of course, at this juncture, we cannot specifically report on whether the foreign
telecommunications carriers’ networks will be Year 2000-ready by January 1, 2000.
However, we are still investigating the ways in which the failure of one piece of the
global telecommunications network could trigger failures elsewhere.

The global telecommunications network is a very complicated and interdependent
thing and consequently it is difficult to predict with any level of certainty potential
Year 2000-related risks. For example, small, sporadic outages distributed across the
globe could theoretically arise and affect voice and data service. These relatively iso-
lated incidents could arise on January 1, 2000 or several days after. Furthermore,
massive redial attempts and disabled central office switches (due to power outages
and related reasons) could result in increased and unexpected traffic transiting
through a foreign carrier’s remaining operational central office switches and impair
service. Moreover, there could be problems associated with billings, accounting and
data records (e.g., maintenance, performance information), or service (i.e., activation
or transfer of services) may be temporarily delayed or interrupted.

Question 13. What is FCC’s role in handling problems such as the recent AT&T
frame-relay outage and the Galaxy satellite paging system problem? Did these prob-
lems provide FCC any lessons learned for handling of potential Y2K problems?

Answer. Under Section 63.100 of the FCC’s rules, 47 C.F.R. § 63.100, wireline
telephone carriers are required to report to the Commission network outages of a
certain size and duration—those outages affecting the ability of at least 30,000 cus-
tomers to make a call for a minimum of 30 minutes. Although the outage reports
are required by the Commission, the information is reviewed primarily by the Net-
work Reliability Steering Committee, or NRSC. The NRSC was created by ATIS for
that specific role upon the recommendation of the NRIC.

The NRSC makes the outage information available to industry, in order to ensure
continued network reliability, and so that future outages may be avoided. The cre-
ation of these industry mechanisms followed a number of highly publicized outages
in the early 1990s, which had different root causes but were the result of a market
failure: lack of information. Although the Commission has an outage reporting re-
quirement, the information submitted by industry, in response to Section 63.100, is
intended primarily for industry. Of the two recent outages mentioned above, only
one was required to be reported under Section 63.100—the AT&T frame relay out-
age—whereas the Galaxy IV satellite paging failure was not (because there is an
exemption in Section 63.100 for satellite systems). As a result, the Commission is
looking into the need for a more comprehensive reporting requirement.

Both the AT&T and PanAmSat outages highlight how various systems can be af-
fected by the failure of a single piece of hardware. However, communications net-
works are also designed to be fault-tolerant, robust and redundant, and there is no
reason to believe that Y2K-related failures could lead to a chain reaction that could
disable large parts of the nation’s telecommunications networks.
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Question 14. In the June 16 hearing of the House Subcommittee on Oversight,
Committee on Ways and Means, the General Accounting Office (GAO) testified that
telecommunications readiness was critical, yet the status of the industry is essen-
tially unknown. What is your response to that observation? What’s the current sta-
tus?

Answer. We do not agree with the assessment of the General Accounting Office
(‘‘GAO’’) that the status of telecommunications Year 2000-readiness is unknown. For
the convenience of the Committee, I am appending to my post-hearing responses a
summary of how each of these different industries may be affected by the Year 2000
Problem and what industry and the FCC are doing to address these problems.
Again, as I responded in several questions above, our current assessment of the tele-
communications industry (i.e., in terms of inventory, assessment, remediation, test-
ing, and integration efforts) remains relatively positive.

In addition, we have had several meetings with GAO in which we have provided
brief summaries of the responses to our Year 2000 inquiry letters as well as sum-
maries of the informational meetings and forums that the FCC’s Bureaus have con-
ducted.

Question 15. Much of the discussion of the Y2K impact on the telecommunications
sector has focused on the steps that service providers are taking to ensure that their
respective systems and networks are compliant, and that they will not experience
major service disruptions. However, there are considerable Customer Premise
Equipment, i.e., PBX machines, office LANs, and voice mail, with known problems.
In other words the long distance carriers may be ready, but if the office tele-
communications networks and devices are not, the call won’t go through. Has FCC
done anything to alert businesses and corporations to this potential problem?

Answer. As I stated in my response to Question 1, the Commission shares the
concern about the Year 2000 effects on CPE that access the public switched tele-
phone network. As part of its continuing outreach and awareness initiatives, the
Commission intends to host a public forum on the effect of the Year 2000 Problem
on CPE and other ancillary equipment and services. We expect to convene the public
forum during October 1998. We should note, however, that we do not regulate these
areas of the network.

Question 16. While one’s telecommunications equipment suppliers and manufac-
turers may have contacted their customers and advised them of any potential risks,
I understand that there is a large re-sale market for this equipment. To your knowl-
edge, are the suppliers taking any steps to ensure that these secondary market cus-
tomers are notified of potential Y2K problems with their equipment?

Answer. Yes, some are, but as one would expect, they are encountering difficulties
stemming, frequently, from their inability to determine who the current owners of
those systems are.

PREPARED STATEMENT OF A. GERARD ROTH

Chairman Bennett and members of the Committee, my name is Gerry Roth. I am
responsible for GTE’s Corporate Year 2000 Program Office, and I am here on behalf
of the Telco Year 2000 Forum. The Forum commends the Committee for conducting
this hearing, and I would like to submit the following written testimony on the pur-
poses and activities of the Forum to address Year 2000 issues in the telecommuni-
cations industry

BACKGROUND

The Year 2000 issue is a worldwide concern, which has been identified by many
industry experts as the largest single project that companies will have to face. Many
aspects of technology will be affected including a variety of computer systems, hard-
ware, operating environments and networks.

As the end of the 20th Century approaches, it is becoming more evident that the
Year 2000 will cause problems for some systems due to the limitation of the date
field on some ‘‘legacy’’ and other older systems. In a number of these older systems,
the developers used a two-digit year field with the assumption that the century is
nineteen (19). With the turn of the 21st century the need to differentiate between
the 20th and 21st century (19 versus 20) will be required in some applications.

The Chief Information Officer (CIO) Forum sponsored by Bellcore has been con-
sidering the Year 2000 issue at its meetings for some time. The Telco Year 2000
Forum was created as an outgrowth of these Bellcore CIO Forum discussions. The
Telco Year 2000 Forum was created to focus and share information on a common,
industry wide issue: the potential impact of the Year 2000 on the telecommunication
industry.
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TELCO FORUM PARTICIPANTS

The Telco Year 2000 Forum was formed with participation from some of the larg-
est U.S. telecommunication companies. The current participants include the follow-
ing companies:

Ameritech Corporation
Bell Atlantic
BellSouth Telecommunications, Inc
Cincinnati Bell Telephone Company
GTE

SBC
Southern New England

Telecommunications Corporation
US West Communications Group, Inc.

The Forum has also invited AT&T, MCI/WorldCom, SPRINT and USTA to be par-
ticipants in the Forum activities. In addition, it has invited some of the major tele-
communications equipment suppliers to attend the Forum meetings to discuss mu-
tual concerns and issues.

The Forum acts as an informal working committee to address Year 2000 issues
in the telecommunications industry. Its purpose is to share relevant Year 2000 in-
formation, and the discussions are focused exclusively on issues relating to the tech-
nical or operational aspects of the Year 2000 problem. The intent of this information
sharing is to identify potentially common challenges and solutions to address Year
2000 issues and thereby facilitate and accelerate necessary responsive actions by
each of the member companies.

A principal activity of the Forum is to pool and share testing resources for com-
mon network components and to perform network interoperability testing.

Although the companies share relevant Year 2000 information, each company is
responsible for its own Year 2000 plan and activities. Each member company has
a very detailed and company specific plan to address its particular Year 2000 issues.

TELCO FORUM STRUCTURE

The Forum meets approximately six times a year. Sub-groups are established to
focus on some of the major issues in a more timely and efficient manner. At the
present time there are sub-groups in place to address:

—Network issues
—Information technology issues
—Communications issues
The entire Forum and/or its sub-groups also participate in conference calls to ad-

dress specific issues or concerns between its regularly scheduled meetings.

NETWORK INTEROPERABILITY TESTING INITIATIVE

A major initiative being undertaken by the Telco Year 2000 Forum is the Network
Interoperability Testing Project. This intra-network testing initiative is a voluntary
project, which is entirely funded by the member companies to test the network and
various services for Year 2000 readiness. Its purpose is to verify the operation of
a multi-vendor, multi-company environment.

The goals of the testing project are to:
—Minimize risk of network failures
—Minimize risk of service failures
—Test the functionality of date/time sensitive operations
The testing initiative is based on Bellcore’s GR–2945 which has emerged as an

industry standard for telecommunications products for the Year 2000 issue. The
participating company laboratories are configured for Year 2000 Interoperability
testing to include:

—Emergency services
—Basic, enhanced, and intelligent services
—Network management systems
—Data networks
Within these test configurations, a number of individual services such as 7-digit

calls, 1+ 10 digit calls, operator-handled calls, 800 calls, etc. will be tested and docu-
mented. The test configurations will test the Year 2000 readiness of approximately
21 suppliers and 82 network elements and/or management systems. Collectively this
equipment represents the suite of equipment commonly deployed in the network for
Northern America.

The Forum has already contracted with a project manager and has concluded con-
tract negotiations with an independent testing laboratory to validate and document
the test results. Detailed schedules are being developed with the member company
test laboratories and the equipment suppliers to test the Year 2000 ready releases.
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It is anticipated that the testing will be conducted in the 3rd and 4th quarter of
1998.

Testing is being conducted in five separate ‘‘labs’’ established within our members’
facilities. These test labs allow the Forum to test the interoperability and compat-
ibility of the major North American suite of network and operational support equip-
ment in a Year 2000 environment prior to nationwide deployment. Currently, the
Forum expects to test 16 separate configurations of network elements and data
transactions and 40 unique network management configurations. These test configu-
rations are made up of 82 commonly used telecommunications products from 21 sup-
pliers.

Actual network testing began on 6 July 1998 with the test of our first manage-
ment configuration dealing with the interaction of operational support systems to
discrete network elements. Data transport testing began on 13 July 1998. Testing
of Network Element to Network Element configurations is expected to begin in Au-
gust.

All tests to date have been successful, and active testing so far is proceeding on
schedule. We anticipate completion of all tests by December 1998 with a final report
in early January 1999.

In addition to this testing initiative, Forum participants’ laboratories will be used
to support some of the inter-network testing being performed by the Alliance for
Telecommunications Industry Solutions (ATIS) through its National Test Committee
(NTC). The co-chair of the NTC is also a Telco Forum participant working on the
Interoperability Testing Initiative. This will help ensure that there is a linkage be-
tween the two testing initiatives, which are intended to be complementary. Addi-
tionally, the Telco Forum will be formally represented as a member of the ATIS Na-
tional Test Committee. All companies participating in the Y2K Forum are also
members of the ATIS. ATIS will be testing the internetworking aspects of the Public
Switched Telephone Network (PSTN)—focusing on time-critical network events on
31 December–1 January to model and monitor potential network congestion, Year
2000 interactions with local number portability modifications, transmission of voice
and data from local exchange to inter-exchange carriers, ‘‘800’’ number access, and
network management and control.

The benefit of the interoperability testing approach is that it helps speed the de-
ployment of Year 2000 ready products. It reduces the need for each company to test
every aspect of every new release and permits each company to focus work efforts
on its unique requirements to deploy Year 2000 ready equipment. As noted pre-
viously, the interoperability testing initiative is a completely self-funded, voluntary
undertaking. It will supplement individual supplier testing and individual company
testing of critical network elements and systems.

In addition to the major interoperability testing efforts of the Forum, some of the
other on-going activities and accomplishments of the Forum are outlined below.
Sharing information regarding best/representative practices

This is the purpose and major activity of the Forum. The sharing of information
on best/representative practices facilitates and accelerates responsive actions by
each of the member companies. The sharing of information regarding the approach
being used to take responsive action and/or test some of the ‘‘industry standard’’ sys-
tems permits individual companies to focus their resources on company unique sys-
tems.
Working with major equipment suppliers

The Forum has met with and/or contacted some major telecommunication equip-
ment suppliers regarding their Year 2000 Ready Releases. It has worked with some
of these suppliers to improve delivery dates and/or for an earlier testing date on
some of their products. The Forum plans to continue to work with suppliers to ad-
dress identified Year 2000 equipment issues.
Sharing information regarding network products

The network representatives on the Forum have developed an internal data set
of suppliers’ Year 2000 ready releases and their availability dates. This data set con-
tains approximately 93 vendors and 470 network elements. The database is a valu-
able resource to help ensure that all participants are receiving and using consistent
information regarding Year 2000 product release and availability dates.
Meeting with various government and industry groups

Forum participants have met with various government and industry groups to
share the Forum’s concept and benefits. It has been useful to demonstrate the coop-
erative efforts being undertaken by the industry to help minimize the risk of net-
work or service failures. The Forum is currently a member of the President’s Year
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2000 Telecommunications Task Force, chaired by John Koskinen and Federal Com-
munications Commission (FCC) Commissioner Michael Powell.
Starting discussions on contingency planning

Although the individual members are responsible for their own Year 2000 plan
and activities, the Forum has recently started discussing the issue of contingency
planning. Also, since GTE has a close affiliation with the Canadian telecommuni-
cations industry, it has been able to share some of the contingency planning con-
cepts being used there. It is expected that the issue of contingency planning will
be addressed in greater detail in the months ahead.

YEAR 2000 INFORMATION DISCLOSURE ACT

The Telco Year 2000 Forum supports the goals of the Administration’s Year 2000
Information Disclosure Act. We believe that it is important—to our customers and
to the public—to provide relevant information regarding the Year 2000 readiness of
telecommunications equipment and the network. The proposed Act would help allay
some concerns about the legal liability associated with the disclosure of Year 2000
Information. As such, it should help promote disclosure of Year 2000 information
readiness information in a more timely fashion.

The Forum believes that the proposed Act will help foster cooperation and infor-
mation sharing within the industry and across industry borders regarding the Year
2000 issue. In so far as the sharing of Year 2000 information is the primary purpose
of the Telco Year 2000 Forum, it supports the objectives outlined in the Year 2000
Information Disclosure Act.

CONCLUSION

The Year 2000 issue represents a significant challenge to business, its customers,
and the government. As noted at the outset, it is a matter of worldwide concern,
which has been declared by many industry experts as the largest single project that
companies will have to face. It requires cooperation within the telecommunications
industry and across industry boundaries. It also presents an opportunity to work
with others on a common challenge. The Telco Year 2000 Forum is a cooperative
effort governed as a limited liability corporation actively working to address the
Year 2000 issue in the telecommunications industry.

The members of the Telco Year 2000 Forum believe that this cooperative, vol-
untary effort will go a long way toward removing public anxiety over the Year 2000
status of the Public Switched Telephone Network (PSTN) in the United States. De-
spite the fact that this network cannot be 100 percent tested in advance of the Year
2000, we believe our individual and collective actions in Year 2000 remediation and
subsequent test and validation provide a basis for continued confidence that the
telephone and data networks will continue to operate and provide the outstanding
services we have come to expect.

Mr. Chairman, I thank you for this opportunity to present this testimony on be-
half of the Telco Year 2000 Forum.

RESPONSES OF A. GERARD ROTH TO QUESTIONS SUBMITTED BY CHAIRMAN BENNETT

Question 1. What percentage of the U.S. telecom industry is represented by the
Telco Year 2000 Forum?

Answer. Current participants in the Telco Year 2000 Forum include the following
companies: Ameritech Corporation, Bell Atlantic, BellSouth Telecommunications,
Inc., Cincinnati Bell Telephone Company, GTE, SBC, Southern New England Tele-
communications Corporation, and US West Communications Group, Inc. While it is
impossible to provide a precise percentage of the telecom industry represented by
these companies, one measure of industry representation is access lines served. Col-
lectively these companies provide service for approximately 145 million access lines,
a substantial majority of the switched access lines in the nation.

Question 2. We understand that the Telco Forum will be examining the emer-
gency ‘‘911’’ system. What have you discovered in your assessment and testing to
date?

Answer. The emergency ‘‘911’’ service interoperability testing has not yet begun.
The testing of the various ‘‘911’’ configurations is planned to begin in late Septem-
ber. The Forum will be pleased provide the Committee information on this aspect
of testing when it is completed.

Question 3. A major initiative being undertaken by the Telco Forum is the net-
work interoperability-testing project. This intra-network testing initiative is a vol-
untary project. Its purpose is to verify the operation of a multi-vendor, multi-com-
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pany environment. Although several of the regional Bell companies are participat-
ing, the long distance carriers are not.

—How do you account for such limited participation?
Answer. We cannot agree that there is ‘‘such limited participation’’ in the Forum.

Most of the equipment used in the North American Public Switched Telephone Net-
work—including equipment deployed by smaller, regional telephone companies—is
represented through the participating local service companies. As you know, we
have extended invitations to major long distance carriers as well as USTA. To date,
USTA citing primarily logistical difficulties resulting from a large and diverse mem-
bership, has been unable to agree to certain confidentiality and information sharing
guidelines required of all Forum members. These agreements are intended prin-
cipally: (1) to prevent inappropriate use or disclosure of company proprietary mate-
rial which has been made available to assist in Year 2000 remediation and testing;
(2) to protect sensitive information provided by industry suppliers and testing serv-
ices vendors which would otherwise be unknown to Forum members except for their
cooperation on Year 2000. With respect to long distance carriers, we have been told
by some of these carriers that it is simply a resource allocation issue. Also, as dis-
cussed above, long distance carriers are participating in ATIS testing and they an-
ticipate that there will be considerable interaction and information sharing between
ATIS and the Telco Forum. In any event, our invitation to those groups remains
open.

—What are the pitfalls involved in such testing?
Answer. The Telco Forum has attempted to include those date-sensitive network

elements and management systems that interact directly with the network and that
are broadly deployed in North America. The testing does not—and cannot—include
all deployed network elements and management systems or each combination there-
of because of time and cost constraints. It should be noted, however, that the Fo-
rum’s interoperability testing project is over and above the product-specific testing
being performed by individual suppliers and operating telephone companies.

Also, the Telco Forum’s testing efforts must be accompanied by other testing to
insure inter-network performance. All of the Forum members, for example, are
members of and active participants in the Alliance for Telecommunications Industry
Solutions (ATIS). Importantly, some of the individual Forum member companies are
providing their labs and lab personnel for the Year 2000 testing being performed
by ATIS.

The benefits of testing are many while the pitfalls are few. Any failures found and
fixed now only enhance, rather than distract from, the industry’s overall readiness
for Year 2000.

—Have industry-wide standards for testing been established?
Answer. The Telco Forum is using the Bellcore GR 2945 ‘‘Year 2000 Generic Re-

quirements: Systems and Interfaces’’ as the basis for its interoperability testing
project. As noted by Dr. Judith List in her testimony before the Senate Special Com-
mittee on the Year 2000 Technology Problem these generic requirements have
evolved as important, de facto standards for Year 2000 on the Public Switched Tele-
phone Network.

—How accurately will Telco’s testing conditions predict actual conditions in the
public network?

Answer. The Telco Year 2000 Forum is performing the tests in a number of sepa-
rate labs provided by its members. The testing will involve the use of real equip-
ment and systems in the test participants’ laboratories rather than simulators. The
test cases may also involve the use of select live data and live calls.

Because Forum members are continually deploying switch generic upgrades and
major new equipment in their network infrastructure, upgrading network and man-
agement systems for the Year 2000 issue, while broader in scope, is essentially con-
ducting business as usual. The test facilities being used in the Telco Forum’s inter-
operability testing project are the same as those used by the participants for testing
purposes before deploying switch generic upgrades or major equipment in the live
network.

—How is your proposed testing different from that proposed by the Alliance for
Telecommunications Industry Solutions’ (ATIS) testing?

Answer. The testing being performed by the Telco Year 2000 Forum and the Alli-
ance for Telecommunications Industry Solutions (ATIS) through its National Test
Committee (NTC) is intentionally complementary. Furthermore, both bodies share
membership and test laboratories. The Co-Chair of the NTC is also a Forum partici-
pant working on its interoperability testing initiative. Otherwise, the Telco Forum
is exclusively Year 2000-focused, while ATIS has a broader industry-wide scope,
which has been expanded further to include Year 2000 operational testing.
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The focus of the Telco Forum’s intra-network testing is on the interoperability and
compatibility of the major network and operational support components in a Year
2000 environment and as they are configured by the operators of the network. The
participating company laboratories are configured for interoperability testing of:

—Emergency services
—Basic, enhanced, and intelligent services
—Network management systems
—Data networks
Within these test configurations, a number of individual services such as 7 digit

calls, 1+ 10 digit calls, operator-handled calls, 800 calls, etc. will also be tested and
documented. The test configurations will test the Year 2000 readiness of approxi-
mately 21 suppliers and 82 network elements and/or management systems. Collec-
tively, this equipment represents the suite of equipment most commonly deployed
in the network for North America.

Once that has been accomplished, the inter-network testing planned by ATIS will
determine the extent to which the Public Switched Telephone Network operations,
under operational load as the millennium date change occurs, continue as normal.
ATIS testing will thus focus on time critical events on 31 December–1 January to
model and monitor potential network congestion, Year 2000 interactions with local
number portability modifications, transmission of voice and data from local ex-
change to inter exchange carriers, 800 number access, and network management
issues.

Lastly, individual company testing and operational performance verification after
the January 2000 transition will monitor and analyze any potential ″gradual
degradation″ due to subtle system dysfunction from latent Year 2000 impacts.

—Wouldn’t it be more efficient for the Telco Forum and ATIS to join forces?
Answer. In fact, we have ‘‘joined forces’’ in terms of the overall architecture of do-

mestic telecommunications network testing. ATIS testing will use aspects of the
Telco Forum’s efforts. However, each sub-component of the overall testing effort is
being handled by those with the greatest knowledge of the equipment and services
under review. The testing being performed by the Telco Year 2000 Forum and ATIS
through its National Test Committee (NTC) are both necessary and complementary.
As noted above, the Co-Chair of the NTC is also a Forum participant working on
its interoperability testing initiative. The Forum also has formed a sub-committee
to formalize its linkages with the ATIS Year 2000 testing.

Several of the individual Forum member companies are providing their labs and
lab personnel for the Year 2000 testing being performed by the ATIS and, all of the
Forum members are participants in ATIS.

The Telco Year 2000 Forum started to work on its interoperability testing initia-
tive in the early fall of 1997 with the issuance of a Request for Proposal for the
project. The test plans and test cases for most of the testing have been prepared
and actual testing has already begun. It is expected that the testing will be com-
pleted in December 1998 with a final report in early January 1999. This would be
the wrong time to start restructuring the testing or testing administration.

Finally, much of testing being planned by ATIS was in the Telco Year 2000 Fo-
rum’s original RFP for the interoperability testing work. It was removed because
ATIS took the lead and was better positioned to handle this aspect of the testing
work effort. Since the actual ATIS testing is planned to be initiated in January
1999, the Forum believes that from a practical standpoint the industry has joined
forces in its efforts to address the Year 2000 issue.

Question 4. GTE currently offers its customers a wide range of services: local and
long-distance switched voice services; wireless voice and data services; Internet and
other data communications services; as well as paging services.

—What are the specific Year 2000 issues and potential impacts to those services?
Answer. GTE believes, as does the other major telecommunication carriers, the

United States Public Switched Telephone Network (″PSTN″) will continue to operate
with no major service disruptions due to Year 2000 issues. Specific concerns do arise
with respect to supplier continuity and international response.

Telecommunication companies depend heavily on their suppliers actually deliver-
ing on schedule the Y2K solutions to which they have committed. These companies
also depend upon their suppliers’ ability to sustain technical support and perform-
ance through the Year 2000 transition. To address this concern, GTE has estab-
lished a Supplier Management Program, headed by a vice president in GTE’s cor-
porate Year 2000 Program Management Office. This unit tracks the thousands of
products acquired by GTE and promotes the timely delivery of Year 2000 compliant
versions. This organization also has the responsibility, and authority, to negotiate
appropriate, Year 2000 compliance terms and conditions in contracts with its suppli-
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ers, and is responsible for assessing the quality and completeness of Year 2000 test-
ing of third-party supplier products.

Otherwise, while the U.S. and Canadian telecommunications industries are work-
ing closely to address and test Y2K readiness, the international response to date has
been inconsistent across the industry and countries. Because of the global nature
of the telecommunications business and its customers, we must strive to ensure Y2K
awareness and enable full international network interoperability assurance. Thus,
GTE has been working through the Telco Year 2000 Forum and otherwise (e.g. the
Canadian Telco Y2K Forum and the ITU Y2K sub-group) to promote Y2K informa-
tion sharing and, possibly, interoperability testing on an international basis.

—What are the Year 2000 issues and potential impacts that threaten the proper
functioning of the business systems that support those services?

Answer. Because the operation, administration and maintenance systems of tele-
communications carriers do include date-sensitive information for functions such as
order-entry, billing, network management, and administration, GTE prioritized and
inventoried its major support systems for Y2K conversion. Based on our planned
schedule, GTE currently expects its key legacy and support systems code to have
been Y2K converted (if necessary) and returned to production by January 1, 1999.
Full system enterprise testing is presently scheduled to be completed by June 30,
1999.

—What steps should your users and customers be taking to ensure that their
services are not disrupted?

Answer. Residential Customers: Because most residential telephones do not proc-
ess date-sensitive information to enable basic telephone service, residential cus-
tomers will generally not be required to take any steps to ensure uninterrupted
service. However, residential customers having more advanced equipment such as
answering machines, facsimile equipment, modems, etc., should contact their equip-
ment manufacturers regarding the Y2K compliance status of their products. While
the potential exists for these products to be impacted by the Year 2000 (such as date
displays and time stamps), it is unlikely to prevent placing or receiving telephone
calls.

Private Network Customers: Customers that operate more complex premise equip-
ment interfacing with the PSTN should, as part of their Year 2000 compliance pro-
grams, conduct an inventory of that equipment and work with their service provid-
ers and equipment suppliers to determine the Y2K compliance status of their prod-
ucts and systems.

Question 5. Many federal, state, and local government agencies, private busi-
nesses, and other entities operate their own networks.

—Do you have a sense of whether private versus public networks are being ad-
dressed for Y2K problems?

Answer. To the extent this question refers to testing efforts by the Forum, main-
stream equipment is used in both public and private networks. Therefore, any Telco
Year 2000 Forum testing and other Year 2000 work with equipment vendors would,
necessarily, benefit the owners of private networks.

—If a private network is not Y2K ready, could the interface of a non-compliant
private network result in the degradation of public telephone service?

Answer. The Forum does not believe that the interface of a private network would
pose any greater risk to the public telephone service network than it does in today’s
environment. Obviously, a company relying on private non-compliant network might
need to secure an alternative means of access to the public telephone network.

—Will extensive use of the Internet in any way degrade public telephone service?
Answer. The Forum does not believe that the use of the Internet would pose any

greater risk to the public telephone network than it does in today’s environment.
The network has various management systems in place to deal with traffic conges-
tion. Some of these systems will be tested as part of the Telco Year 2000 Forum’s
and ATIS complementary testing efforts.

Question 6. I see that the Telco Forum supports the ‘‘goals’’ of the President’s Year
2000 Information Disclosure Act and believes it will help foster cooperation and in-
formation sharing. Your words sound skeptical. Do you believe it will really result
in better information disclosure?

Answer. We believe that the enactment of legislation reducing liability concerns
for disclosure will enhance the free flow of testing and product readiness informa-
tion. The President’s Year 2000 Information Disclosure Act is clearly helpful in this
regard and would result in better information disclosure.

—Are there other deterrents to disclosure?
Answer. Yes, ordinary commercial concerns, such as customer relations and com-

petitive issues, also play a large role in disclosure decisions. In addition, disclosure
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activities are to some extent impacted by resource constraints in companies, with
many companies focusing on their own internal remediation efforts.

—What more can be done to encourage disclosure?
Answer. In addition to the legislative efforts above, it would be helpful to have

disclosure related activities made more efficient and effective. For example, a uni-
form approach to information gathering by Federal and State authorities would
allow companies on remediation and would promote disclosure in a useful and con-
sistent fashion.

PREPARED STATEMENT OF SENATOR GORDON SMITH

Thank you Mr. Chairman.
I would like to thank all the distinguished witnesses before us today for taking

the time to help us address the challenges facing telecommunications as we enter
the year 2000.

Today’s hearing is extremely important because our lives have become inter-
twined with technology that runs our phones, banks, electric power and way of life.

Did you know that at this very instant many long distance carriers have not yet
determined how to solve billings problems that affect the amount you are charged
for your long distance calls? I caution you to stay off the phone at the stroke of mid-
night at the turn of the century unless you are certain the computer bug has been
addressed by your carrier. You may be charged for talking on the phone for over
a century.

I make light of an enormous challenge the telecommunications industry is facing.
I remember when a satellite stopped transmitting information earlier this year,

affecting thousands of people who relied on telecommunications technology. Many
Oregonians complained that their pagers, cell phones and the local ATM’s were no
longer working. Little did they know that the satellite that many of their daily ac-
tivities had changed its usual orbit. Much like this incident, imagine how our daily
lives would be altered if the chips in our satellites aren’t ready for the year 2000.

It is for this reason that we are here to discuss ways to prevent this computer
problem from bringing our nation to a halt and I look forward to hearing about
progress being made to avoid that end.

In talking to experts in the telecommunications field, I have learned that the dial
tone will most likely not be affected by the arrival of the new millennium. We have
received several calls from large and small businesses who are trying to run tests
on their networks and are unable to. So my question to the panel is, what kind of
network components are susceptible to year 2000 errors? Subsequently, what are
you doing to address these problems? How will these potential problems affect the
speed of placing phone calls or making internet connections?

Are equipment vendors supplying networks with the most recent software that
will protect them from any Year 2000 problems?

I’m also curious about how your efforts as an industry are being coordinated. I
understand the Federal Communications Commission has been studying this issue,
but can the network service providers rely on the FCC for help?

As a member of the Senate Foreign Relations Committee, I am very concerned
that we will not be able to maintain communication with other countries across the
border and around the world. If we are cut off from communicating with other na-
tions, issues such as national security, trade, information exchange and financial
services will become the headliners of our society. I’m hopeful that someone is cur-
rently focusing on how to coordinate our systems with foreign countries.

If there is no primary point of contact for the telecommunications industry, I hope
this hearing will provide direction for the entire telecommunications industry so
that all interested parties will know where to turn for help.

I also understand that some legislation has been recently circulated by the Presi-
dent regarding the ‘‘Year 2000 Information Disclosing Act’’ that will offer legal pro-
tection to those who share information on Year 2000 fixes, service opportunities and
products. I understand that the telecommunications industry was actively involved
in the negotiations with John Koskinen and the Office of the President on this legis-
lation, and I would be interested in our panel’s comments on this subject.

Again, thank you all for coming today. I look forward to learning more about the
specific challenges you are facing and specific steps you are taking to meet them.

Thank you Mr. Chairman.
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ADDITIONAL MATERIAL SUBMITTED FOR THE RECORD

STATEMENT FROM HEWLETT-PACKARD MEDICAL PRODUCTS GROUP

RATIONALE FOR HEWLETT-PACKARD STATEMENT

Hewlett-Packard Company is a leading global provider of computing, Internet and
intranet solutions, services and communications products, and measurement solu-
tions, all of which are recognized for excellence in quality and support. HP Medical
Products Group (HP Medical) is one of the world’s largest suppliers of medical de-
vices. HP is pleased to have been invited to contribute to the Congressional delibera-
tions on the healthcare industry’s readiness for the Year 2000, specifically related
to Y2K issues in medical devices. As the clock continues to advances towards mid-
night, December 31, 1999, the sense of urgency grows, particularly for medical de-
vices for which date processing could represent a serious threat to the safety of pa-
tients.

During the last year, HP Medical has worked closely with the FDA, the Veterans
Health Administration of the Department of Veterans Affairs and the Department
of Defense to better understand their needs, requirements and issues related to
Y2K. It is our position that the more information we can make available to our cus-
tomers about Y2K issues in our medical devices, the better we can help them pre-
pare for the millenium.

HP Medical’s primary concern with the Y2K issue is patient safety. We were in-
vited to submit this statement because of our proactive and cooperative approach
to helping our healthcare customers make a smooth transition of their HP medical
equipment to Y2K-compliant status. HP Medical has been actively addressing Y2K
issues, allocating dedicated R&D resources to perform in-depth assessment and/or
testing of our products. We are also actively communicating with our customers to
inform them of Y2K issues related to HP medical products.

HP’S COMMITMENT TO MEDICAL CUSTOMERS

HP is making the following commitments regarding Year 2000 compliance for our
medical products:

—All HP medical products that are currently shipping, or will ship in the future
are already Year 2000 compliant, will be certified as Year 2000 compliant as
of their next revision, or at the very latest, will be certified by the end of 1998.
Any upgrades or modifications required will be made available to our customers
at no cost.

—All HP medical products that are no longer in production, but are still eligible
for HP support as of January 1, 2000 are being evaluated for Year 2000 compli-
ance. In some cases, a simple ‘‘workaround’’ solution (such as a manual reset)
may be identified. In the cases of products for which an acceptable workaround
solution cannot be identified, HP will make available an upgrade or upgrade
path. In some cases, there may be a cost associated with the upgrade or up-
grade path.

—HP medical products that are obsolete and are no longer eligible for HP support
as of January 1, 2000 will not be brought into compliance by upgrades or modi-
fications. In some cases, products may not be affected because there are no date
processing requirements. HP will recommend replacement products for those
non-compliant products that are beyond their support life, as well as providing
risk assessment information for those obsolete products that contain date proc-
essing functions.

TESTING MUST BE THOROUGH AND COMPLETE

Any Y2K program must be based on evaluation and testing of the date processing
functions of equipment and systems. When patient safety is at stake, care must be
given to ensure that the testing is adequate and robust. HP Medical believes that
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it is not enough to set the date in the device to December 31, 1999 and run through
the normal operating performance. As a result, we have implemented a two-level
testing and Y2K certification process for all current products.

The testing protocol adopted by Hewlett-Packard Company on a company-wide
basis involves testing of all current products for Year 2000 compliance based on
multiple dates and functional sequences (see Attachment A). This functional testing
takes into account leap year calculations, as well as the transition between Decem-
ber 31, 2000 and January 1, 2001.

In addition to the protocol above, HP Medical is also testing all current products
by performing a thorough review of software code, carried out by a qualified HP
medical device engineer. This additional level of testing helps ensure that perform-
ance will not be affected by dates embedded in the software that are not visibly ap-
parent in the normal operation of the devices.

This two-level testing and Y2K compliance certification is consistent with the
FDA’s new Quality System Regulation. To date, HP Medical has completed testing
of 97 percent of all current products.

OBSOLETE PRODUCTS ARE NOT IMMUNE

In the healthcare environment, it is not unusual for medical devices to be in use
for ten, fifteen, even twenty years—long after the manufacturer has declared the
product obsolete and discontinued support on the product. For example, a patient
monitor originally purchased for the Intensive Care Unit could still be in use in the
Emergency Department twenty years after its purchase.

HP is concerned about obsolete equipment that may still be in use throughout the
healthcare system, and we are taking steps to ensure that our customers are aware
of which HP medical devices are out of their support life and will not be brought
into Y2K compliance by HP. In addition, we intend to help our customers under-
stand potential patient safety risks that may be present if obsolete devices continue
to be used after the rollover to the Year 2000.

As a result of this concern, HP Medical is in the process of performing risk assess-
ments on obsolete devices for which the Y2K issue could pose a threat to patient
safety. As assessments are completed, HP will make the results available to our cus-
tomers, via our Y2K website, along with attractive financial and support programs
to help our customers upgrade or trade-in those products that are deemed non-com-
pliant. HP expects to complete all necessary risk assessments and make the results
available to our customers no later than June 1999.

COMMUNICATION IS KEY

HP believes that communication and access to information is absolutely critical
to helping our customers ensure that their HP medical devices function properly
during the transition to the millenium. We have implemented a number of commu-
nications programs to notify customers of the compliance status of their products,
and to make it easy for them to get information from HP.

HP has initiated the following communications programs to help our customers
understand Y2K compliance of their installed HP products:

—A comprehensive worldwide website which includes compliance status, required
actions and recommendations on all HP medical products, as well as hotlinks
to other Y2K information sources, such as the FDA Y2K site (see the worldwide
web at <http://www.hp.com/go/healthcare2000>);

—Response to all customer inquiries on Y2K status by providing complete listings
of testing status, compliance status, actions and recommendations, as well as
Y2K warranty information;

—A process in the United States for responding to customer inquiries about HP
medical products within five working days;

—Mailing scheduled for August 1998 to 7,000 U.S. healthcare locations to make
them aware of our Y2K website;

—A second mailing scheduled for November 1998;
—Attractive financial and support programs to help customers to upgrade or

trade-in non-compliant HP medical products.
Similar programs are being undertaken by HP Medical’s geographic operations

outside the United States.
We believe that full cooperation and open communication between device manu-

facturers and healthcare customers is in the best interest of our ultimate cus-
tomer—the patient. It is our belief that as a responsible supplier, HP must engage
in an open dialogue with our customers about Y2K issues, rather than approaching
this issue defensively.
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HP commends President Clinton’s proposal to seek legislation that will help pro-
tect businesses that proactively address Y2K issues with their customers from fu-
ture costly litigation arising from Y2K issues. We view the President’s proposal as
a good first step toward dealing with the broader Y2K litigation issues that may
be discouraging the business community from taking a more aggressive approach to
the Y2K problem in a number of sectors of the U.S. economy.

HP also commends customers such as the Veterans Health Administration, the
Department of Defense, and Columbia/HCA for their approach to Y2K issues with
their suppliers. These customers have engaged key suppliers like HP with a part-
nership approach to resolving Y2K issues in their healthcare organizations, rather
than addressing suppliers in an adversarial manner. HP welcomes this open dia-
logue, and has engaged in face-to-face meetings with several customers to help them
understand firsthand the vigor and breadth of our Y2K testing and compliance pro-
grams.

IN CLOSING

HP Medical Products Group is concerned and proactive in addressing and commu-
nicating Y2K issues. HP believes that there are three essential elements to ensuring
that the healthcare industry will be fully prepared to face the Year 2000. Those ele-
ments are:

—Y2K compliance programs should include thorough and robust testing of the
functional performance of medical devices for which date processing could rep-
resent a potential patient safety issue. Ideally, this testing should include de-
tailed review of software code to identify embedded date processing.

—Full testing protocol and compliance status information should be readily avail-
able to healthcare customers.

—Congress should take steps to encourage open dialogue between manufacturers
and customers in all sectors of the U.S. economy.

It is our belief that if medical device manufacturers and healthcare providers col-
laborate and cooperate to identify and resolve Y2K issues, the public will be able
to approach the millenium with confidence in their safety should they require medi-
cal attention.

ATTACHMENT A.—HP YEAR 2000 COMPLIANCE DEFINITION

YEAR 2000 COMPLIANCE DEFINITION

If an HP product processes date data, then it is considered to be Certifiably Year
2000 Compliant if the following conditions are met:

1. It processes date data accurately from, into and between the twentieth and
twenty-first centuries. This includes, but is not limited to, calculating, comparing
and sequencing dates, including leap year calculations, when used in accordance
with its product documentation, and provided all other products used in combination
with the product properly exchange data with it.

2. It has successfully passed each test case listed in Table 1, and the product’s
test suite permanently incorporates Table 1’s test cases and conditions.

3. It has successfully passed a review based on the checklist given in Table 2.

TABLE 1.—MANDATORY TEST CASES FOR A PRODUCT TO BE CERTIFIABLY YEAR 2000 COMPLIANT

Date data 1 Testing criteria

Dec. 31, 1998 to Jan. 1, 1999 ....... Test for border line (beginning and ending of a year) for year prior to year 2000:
System rollover in both powered-up and powered-down states, or
Program rollover in both executing and non-executing states.

Sept. 9, 1999 to Sept. 10, 1999 .... Tests related to 9–9–99:
System rollover in both powered-up and powered-down states.
System date can be set to before date.
System re-initializes from cold start on before date, or
Program rollover in both executing and non-executing states.
Program retrieves/accepts before date in executing state.
Program re-initializes from non-executing state on before date.
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TABLE 1.—MANDATORY TEST CASES FOR A PRODUCT TO BE CERTIFIABLY YEAR 2000
COMPLIANT—Continued

Date data 1 Testing criteria

Dec. 31, 1999 to Jan. 1, 2000 ....... Test for critical transition of 1999 to 2000:
System rollover in both powered-up and powered-down states.
System date can be set to both before and after dates.
System re-initializes from cold start on both before and after dates, or
Program rollover in both executing and non-executing states.
Program retrieves/accepts both before and after dates in executing state.
Program re-initializes from non-executing state on both before and after dates.

Feb. 28, 2000 to Feb. 29, 2000 ..... Test to verify year 2000 is identified as a leap year:
System rollover in both powered-up and powered-down states.
System date can be set to after date.
System re-initializes from cold start on after date, or
Program rollover in both executing and non-executing states.
Program retrieves/accepts after date in executing state.
Program re-initializes from non-executing state on after dates.

Feb. 29, 2000 to Mar. 1, 2000 ....... Another Year 2000 leap year test:
System rollover in both powered-up and powered-down states, or
Program rollover in both executing and non-executing states.

Dec. 31, 2000 to Jan. 1, 2001 ....... Test for transition from 12–31-OO to 1–1–1:
System rollover in both powered-up and powered-down states, or
Program rollover in both executing and non-executing states.

1 Testing is conducted in this range of dates.

TABLE 2: MANDATORY CHECKLIST FOR A PRODUCT TO BE CERTIFIABLY YEAR 2000 COMPLIANT

Components Specifics

Basics ......................................................................... 1. Data Structures Within the Product:
a. Database Structure.
b. File System Structure.
c. Holding or Working fields.

2. Date Manipulation Routines.
3. Called System Intrinsics.
4. Date Comparison Routines.
5. Date Fields on Reports.

Module Interfaces; Internal Date Data Exchanges ..... 6. Data Structures for Interfaces Inbound to each Module.
7. Data Structures for Interfaces Outbound from each Module.

Product Interfaces; External Date Data Exchanges ... 8. Data Structures for Interfaces Inbound to the Product.
9. Data Structures for Interfaces Outbound from the Product.

Product Environment ................................................... 10. Third Party Utilities or tools used by/with the Product.
11. Date Logic Embedded in the JCL or Run Logic of the Product.

STATEMENT OF SANDIA NATIONAL LABORATORIES

We are pleased to be given this opportunity to submit some thoughts to the com-
mittee about how the Year 2000 problem might impact telecommunications and to
recommend some actions that might lessen the severity of that impact.

Sandia is the DOE laboratory responsible for the ordnance engineering for all U.S.
nuclear weapons. Our responsibilities comprise the design, certification, and assess-
ment of the non-nuclear subsystems of nuclear weapons, including arming, fuzing,
and firing; safety, security, reliability, and use-control; issues associated with the
production and dismantlement of nuclear weapons; and surveillance and support of
weapons in stockpile. We also perform substantial work in programs that are closely
associated with nuclear weapon research and development, including nuclear intel-
ligence, nonproliferation, and treaty verification technologies.

We are, however, a multi-mission laboratory. Ten percent of our work supports
DOE’s responsibilities for environmental remediation and waste management, and
another ten percent supports Department missions in energy science, research, and
development. When appropriate, we also perform work for other government agen-
cies, particularly the Department of Defense, in programs where our unique capa-
bilities, built to support DOE’s Defense Programs responsibilities, can be of value.
Increasingly, we are being called on to support other federal agencies, such as the
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FBI, the National Institutes of Justice, NIST, and NASA, where we have areas of
expertise that can be of assistance.

The surety of the nation’s telecommunications infrastructure is absolutely essen-
tial for our national security. All businesses and essential services require tele-
communication for their operation. The banking and finance sector exchanges bil-
lions of dollars a day across telecommunications links. The ATM machine at the
mall requires operating phone lines to validate its transactions, as do the credit card
readers at the department store and the corner gas station. And of course the whole
spectrum of emergency response organizations, from the National Guard to FEMA
to police to hospitals, requires reliable telecommunications to do their job. The Y2K
crisis may require the assistance of many of these organizations, and an additional
Y2K-induced failure of the telecommunications infrastructure during an emergency
would be catastrophic.

We’ve divided this document into seven parts: Public telephone networks, data
networks, satellites, international telecommunications, dependencies of tele-
communications on other infrastructures, other issues, and finally recommendations.
In each section, we discuss potential Y2K vulnerabilities and mitigating actions that
could either prevent a failure or gracefully handle failures when they occur.

1. PUBLIC TELEPHONE NETWORKS

Local phone companies
Over 1200 local telephone companies 1 provide the primary customer interface to

the national telecommunications infrastructure. These companies provide access not
only to voice telephone service, but also to the Internet for dialup users. Most of
the larger local companies, and certainly the Regional Bell Operating Companies
(RBOC’s), are actively working Y2K issues.

These companies use switches and equipment made by a variety of manufacturers
such as Lucent, Nortel, and Siemens. All of these manufacturers have made Y2K
compliant upgrades to their major products available, and most of the larger local
phone companies are upgrading or have already upgraded. While there is always
the possibility for hidden failures, the sensitivities in telephone switch gear that
have been located so far have had to do not with basic functionality but with admin-
istration, management, and maintenance issues, as Dr. Judy List of Bellcore has al-
ready testified.2 Such failures do not affect dial tone, but can interfere with proper
billing of call time, for example. Thus, in older equipment that has not been up-
graded, Y2K failures are not likely to cause the local telephone system to go down,
but they may cause billing and revenue problems for companies that don’t upgrade.
This may be a bigger problem for smaller local phone companies because they are
more cash-flow sensitive, and also because, being resource-limited, they are less
likely to upgrade their equipment in the first place.

Again, we cannot be certain that basic system functionality will not be com-
promised, because the variety of equipment that is critical to call processing is too
great and it has not all been analyzed as of today (July 1998). The only way to be
absolutely certain is with a full-up system test, and that is impossible with the tele-
phone network.2 The telephone network cannot be taken offline for testing, and even
if it could, it contains embedded processors for which it will not always be possible
to manually roll the date forward. Partial testing may be an option for certain criti-
cal nodes, but anything less than a full system test is not guaranteed to catch the
more insidious bugs that are the whole reason testing is necessary. Absent tests,
the only alternative may be to do as much preventative repair as possible and have
well-oiled backup systems and well-trained repair crews in place on January 1,
2000.
Major trunk carriers

Major trunk carriers such as Sprint, Worldcom, and AT&T carry telephone traffic
and data between the local phone companies. The failure of even one of these car-
riers would be catastrophic. Because of their interoperation agreements, a carrier
experiencing difficulty can route its traffic through the others. However, if a carrier
fails completely, the impact of all of its traffic suddenly being routed to the others
might cause an overload which, if not controlled quickly, could conceivably bring
down the others as well.

All the major carriers are spending millions of dollars working the Y2K issue, and
are deeply aware of the implications of failure. So far, most of their equipment has
the same Y2K issues as we discussed above: it is less likely to affect basic service
than administration, management, and maintenance. Because of this and because
all of these companies are large and well-capitalized, total failure of the major trunk
carriers due to direct Y2K effects does not seem very likely.
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However, we do find it plausible that Y2K could cause failure of the telephone
system through another mechanism: loss of electric power. (More on this below.)
Wireless

Cellular phones, PCS phones, pagers, and other wireless mechanisms that inter-
face to the public telephone network must be examined for their own Y2K
vulnerabilities at the level of the equipment itself, the transmitters/receivers (cells)
and the interface points to the network. We presume that the cellular providers are
working the issue, but we do not have any data at this point.

Local emergency and public safety organizations, such as police, fire and EMS
need to make sure that their wireless systems will operate. We don’t know their cur-
rent status, but suspect that many may be unaware of their Y2K vulnerabilities.
These critical first responder organizations need to be educated quickly and get
their equipment upgraded where appropriate.

Amateur radio operators must also examine their Y2K status. Hams are fre-
quently the only means of communication after a disaster, so it is extremely
imporant that their equipment operate correctly. The American Radio Relay League
and AMSAT, the Ham satellite organization, have reported to us that most Ham
equipment, as well as their satellites, are not Y2K sensitive, and that they are up-
dating software that is. ‘‘One of amateur radio’s strengths is our adaptability,’’ one
of the members of AMSAT told us. We find this encouraging, and believe that Hams
will be ready if there is a telecommunications emergency.
Customer-owned equipment

Much of the telephone system is customer-owned equipment installed at the cus-
tomer’s premises. PBX systems, ISDN phones, answering machines, voicemail sys-
tems, etc. are produced by myriad vendors and largely are not under the control of
the phone companies. Most of this equipment is installed in businesses. While many
vendors have produced Y2K upgrades to their equipment, it is probable that a large
fraction of their customers have not upgraded, either because they are unaware of
the Y2K vulnerabilities in the equipment or because they cannot afford to upgrade.

If this equipment goes down because of Y2K problems, companies who own it and
depend on it will certainly be at risk. But Y2K rarely impacts a business in isola-
tion; if a business goes down because of Y2K and it’s a critical customer or supplier
of other businesses, it may take the other businesses down with it, even if they are
Y2K compliant.

Small-to-medium enterprises (SME’s) are likely to be hardest hit by this, because
large companies will upgrade and can absorb the loss of some trading partners. Loss
of telecom and Internet equipment is one of the most serious threats facing SMEs
because this equipment is at least as mission-critical as their computers and it is
probably more sensitive to Y2K. Encouraging SMEs to upgrade and encouraging
vendors to provide upgrades to SMEs at favorable terms should be strongly consid-
ered. Because of the deeply interconnected nature of systems vulnerable to Y2K fail-
ure, virtually all businesses must be compliant or none are compliant.

911 call processing in public safety organizations must be evaluated and upgraded
where necessary. Because 911 processing usually involves special equipment and is
date-sensitive, it needs to be checked carefully.
Indirect effects

Widespread outages in any of the infrastructures as a result of Y2K, or wide-
spread receipt of incorrect bills, could result in thousands of complaint phone calls,
which tie up the system. Procedures are available to ensure that these calls do not
block emergency users, and the telecom system operators need to be prepared to in-
voke them if necessary.

2. DATA NETWORKS

The Internet
Five years ago, the impact of losing the Internet would have been minimal. Most

users of the Internet were academic and government organizations, and the loss of
the Internet would have been a nuisance at worst. Today, however, the Internet has
become a business tool almost as essential as the telephone. Many large companies
today depend on email and the Internet’s ability to quickly move large quantities
of information between company sites. Some companies such as Yahoo! and ama-
zon.com derive virtually all their revenues through their Internet services. The 1997
10–K filing of amazon.com states:

Amazon.com has grown rapidly since first opening its Web site in July
1995. Through December 31, 1997, the Company had sales of more than
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$164 million to approximately 1.5 million customer accounts in over 150
countries.

The mail order company Land’s End now takes orders over the Internet. Mike
Smith, their president, states in their annual report:

One area we will be spending more resources on is the Internet. We feel
the Internet could generate significant sales in the future and will be in-
vesting accordingly. Obviously, the sooner this medium takes off, the faster
our payback on this investment.

Besides the Internet-based merchants and advertisers, there are also thousands
of Internet Service Providers (ISPs) that exist solely to connect customers to the
Internet. The Internet has become an extremely important engine of commerce. The
loss of the Internet would certainly have major economic consequences if it hap-
pened today, and the consequences will be even greater on January 1, 2000, given
the continued exponential growth of the Internet between now and then.

But the Internet is also a social phenomenon. It began as a convenient mechanism
to allow computers to communicate. Today, it is an essential mechanism to allow
people to communicate. Continuing the quote from amazon.com’s 10–K filing:

Amazon.com strives to offer an online shopping experience that involves
discovery and fulfillment for its customers. The Company believes that the
sale of books and other products and services over the Web can offer attrac-
tive benefits to consumers, including, without limitation, enhanced selec-
tion, convenience, ease-of-use, competitive pricing, depth of content and in-
formation and personalization. Customers entering the Amazon.com Web
site can, in addition to ordering books and other products, purchase gift cer-
tificates, conduct targeted searches, browse highlighted selections, best-
sellers and other features, search for books by subject category, read and
post reviews, register for personalized services, participate in promotions
and check order status. The key components of Amazon.com’s offerings in-
clude browsing, searching, reviews and content, online community, rec-
ommendations and personalization, a gift center and an out-of-print book
service.

This description hints at what the Internet is becoming: an information mall; a
centralized collection of information-related services upon which people are learning
to depend. It combines the telephone, fax machine, television, and radio into a single
two-way information appliance in which the whole is greater than the sum of its
parts. This sounds like hyperbole, but the bottom line is that the Internet is becom-
ing an essential component of people’s lives. The Internet is a critical infrastructure,
the surety of which must be maintained both domestically and internationally.

The Internet is not centrally controlled or regulated. It is largely governed by
loose cooperation among its major stakeholders, and by some informal policy-making
and engineering committees. The self-governing aspect of the Internet is one of its
great strengths, but it makes it difficult to study its vulnerabilities in detail or to
mandate remedial actions.

The Internet is heavily dependent on the public telephone networks, especially the
major trunk carriers. If they go down, the Internet as we know it goes down too.
The Internet is also dependent on the other two pieces of the public telephone sys-
tem: local phone companies and customer-owned equipment. Local phone companies
provide dialup service to millions of individuals who access the Internet from home.
They also frequently provide connectivity for the lowest-tier ISPs and for businesses
that connect at higher bandwidths. (Even when they are not the connectivity pro-
vider in name, local phone companies frequently own the physical cable or fiber con-
nection which has been leased by another provider and resold to the ISP or end cus-
tomer.) Therefore, if local phone companies go out, they won’t take down the whole
Internet the way the major trunk carriers might, but they will create islands of
Internet disconnection. In areas served by Y2K-affected local phone companies, vir-
tually no one may be able to connect to the Internet.

ISPs and Network Access Points (NAPs) must themselves have Y2K-compliant
equipment and like the small phone companies, the smaller ones may be less likely
to upgrade. ISP facilities also need to have back-up diesel generators to cope with
power failures. Today, ISPs do not routinely install back-up generators the way local
telephone central offices do.

Most of the Internet actually resides inside corporate Local Area Networks (LANs)
that are dependent on privately owned equipment. If this equipment is not up-
graded for Y2K it may fail and not only disable a business’ connection to the ‘‘main’’
Internet, but take down the corporate LAN as well. Again, the result is serious.
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Hundreds of people lose access to the Internet, a business potentially grinds to a
halt, and its trading partners lose a valuable customer or supplier.

There are other pieces of the Internet that have no counterpart in the telephone
system, and which are critical to the Internet’s operation. The Domain Name Serv-
ice (DNS) system comes to mind immediately. If DNS is taken out by Y2K, the
Internet becomes unusable. In principle, it’s a single point of failure. One master
DNS machine controls the whole system, and DNS tampering has taken down the
Internet in the past. In practice, DNS is probably more vulnerable to terrorists and
hackers than to Y2K. The systems are largely Unix-based and so are unlikely to ex-
perience Y2K bugs, and new servers can be switched in quickly if one fails. As long
as the DNS servers are adequately protected by backup electric power (not just bat-
tery-based UPS systems, but generators with many days’ capacity), DNS is not like-
ly to experience long-duration outages due to Y2K.

Specialized routers, bridges, concentrators, etc. are also used for the Internet but
not for the telephone system. All these pieces of equipment must be checked and
upgraded where necessary, and again, the larger providers are more likely to have
repaired their vulnerabilities than the small players are. Provided the phone system
remains operational, the Internet will likely stay operational with localized outages.
If there are localized outages of the phone system in addition to outages in the
Internet infrastructure proper, the problem could be much worse. Getting the sys-
tem back online might then take much longer because problems that are the fault
of the Internet equipment could be blamed on the phone system, and only after the
phone system is back online would it be possible to fix the Internet problems.
Other data networks

Almost all other data networks such as the Virtual Private Networks used by pri-
vate companies and governments rely on leased capacity from the public telephone
network, and they die if the telephone network dies. Such networks may be even
more critical to the nation’s security and economic health than the Internet simply
because they have been in use longer. Once again, upgrades to customer-owned
equipment are very important for maintaining these networks.

3. SATELLITES

Satellites are vitally important to the world’s telecommunications capabilities. Al-
though there is a trend to move two-way telecommunications away from high-orbit
satellites and onto terrestrial cable, fiber, and new low-orbit satellites (because of
the time delay inherent in high-orbit satellites), they are all, nevertheless, still im-
portant. Even though many satellites like GPS, sensing, military and others are not
involved with telecommunications per se, they all need to be evaluated for Y2K
vulnerabilities.

Three aspects of satellite systems are potentially vulnerable to Y2K: platforms,
payloads, and ground stations. Potential Y2K vulnerabilities exist in all three
places. A failure in the platform may result in decreased orbital control, for exam-
ple. In extreme cases it could cause the satellite to drift so much it would have to
use a substantial amount of fuel to return to station, thus dramatically decreasing
its lifespan. A failure in the payload may result in loss of service. A failure in the
ground station may result in either loss of control or loss of service.

The satellite platforms frequently contain older embedded processors that may
contain Y2K vulnerabilities. We have heard that the satellite manufacturers have
certified the platforms as Y2K compliant, but as Senator Bennett has said, we
should not accept the first ‘‘comfort letter’’ from the manufacturers. More investiga-
tion should be done. The payloads vary tremendously and must be examined case-
by-case. If hardware Y2K vulnerabilities are found in the satellite platforms or pay-
loads, they will be virtually impossible to repair. We do know something about the
ground control stations. Many ground control stations use 1970s vintage mainframe
technology and almost certainly will have problems. There are a limited number of
these stations; their use is shared among the satellite owners and prioritized accord-
ing to the criticality of the satellite. If several satellites have station-keeping prob-
lems simultaneously, the wait to use the control stations will be long. If the wait
is too long, a satellite can drift away and become temporarily lost and may have
to be located again by radar. Signal uplink/downlink ground stations, on the other
hand, are very numerous, but they are operated by a multitude of organizations and
almost certainly will have Y2K problems as well.

The week register rollover problem with GPS satellites is by this time well known
and should not be a problem for newer GPS receivers.

Extremely new low-earth-orbit (LEO) communications satellites like Iridium and
Teledesic are probably Y2K-compliant, but we haven’t confirmed this yet. If they are
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compliant, they will be useful as backup communication mechanisms for critical
users if land-based telecommunications fail.

4. INTERNATIONAL TELECOMMUNICATIONS

If phone service is lost in other countries, we will be unable to communicate with
them, and that fact alone will have serious financial repercussions. But the domino
effect that is so prominent between businesses with Y2K applies here between na-
tions: even if the U.S. telecommunications network is Y2K compliant, it could be
jeopardized by interactions with noncompliant networks.

The telephone companies in other countries buy switches from many of the same
manufacturers as do U.S. companies (as well as from several others), and so theo-
retically they should be Y2K compliant as long as they upgrade. But realistically,
the response of other countries to the Y2K situation varies dramatically, especially
in the developing world. Some countries have been very proactive at attacking Y2K,
but most have not. For those that have not, one way to measure a country’s poten-
tial telecommunications problems with Y2K might be to track its economic prosper-
ity over time.

The building of national telecommunications infrastructure tends to be correlated
with economic prosperity. Nations who became wealthy selling national resources,
for example, are likely to have built state-of-the-art infrastructure at the time they
became wealthy. During a period of low economic prosperity—after the resources
ran dry, for example—a country would be unlikely to upgrade its infrastructures.
So countries that were wealthy in the 70s and 80s but are not so today are likely
to have Y2K problems, because they probably have not upgraded their equipment.
Countries that are prosperous today are less likely to experience Y2K issues. Coun-
tries that never were very prosperous are unlikely to have Y2K-telecom problems,
because they’re probably still using mechanical switchgear. Economic prosperity
trends (perhaps as collected by the CIA) might thus be a useful starting point in
gauging the Y2K status of telecommunications in the developing world. Beyond
that, coordination with the ITU seems the best approach.

The Internet in other countries depends on telephone systems like it does in the
United States, so keeping the phones working there is necessary for keeping the
Internet working. The loss of the Internet in other countries would be acutely felt
by U.S. organizations that depend on its ability to move data internationally. But
we don’t think it’s likely that an outage in another country would create a ‘‘bottle-
neck’’ in the United States since the United States already handles a large percent-
age of the world’s Internet traffic anyway. The ripple effect of noncompliant Internet
networks in other countries interacting with ours and jeopardizing our functionality
is certainly possible, but the likelihood is difficult to predict without further analy-
sis.

5. DEPENDENCIES OF TELECOMMUNICATIONS ON OTHER INFRASTRUCTURES

All telecommunications mechanisms depend on electric power. Most have some
power backup capacity, but if the electric grid in a city, state, or nation goes down
and stays down, virtually all telecommunications there will go down soon after. The
reliance of global telecommunications on electric power is probably a more imme-
diate Y2K threat than that of direct Y2K-induced failure of telecommunications sys-
tems. This is not a big problem with ‘‘normal’’ outages, where electric power is re-
stored quickly after an incident like a lightning strike and telephones continue to
work as if nothing happened. But because Y2K will affect several infrastructures
simultaneously, over a wide area, nonlinear effects may cause outages to be longer
and more widespread than normal. Nonlinear effects simply mean that if it takes
1 day to recover a system after 1 incident, it may 4 days, not 2, to recover from
2 simultaneous incidents. The delays are not additive but multiplicative. The prob-
lem is greater than the sum of its parts, but we cannot be sure how much greater.
Nonlinearities occur frequently in complex interconnected systems, of which the in-
frastructure is a prime example. Nonlinearities are one of the principal reasons why
talk of Y2K contains such an atmosphere of speculation, with phrases like ‘‘likely″or
‘‘possible’’ or ‘‘effect X may happen.’’ Exact prediction is not merely difficult; it is im-
possible.

In the United States, most local switches are backed up by batteries which last
for a few hours, and by diesel generators that last from a few days to a week or
so. If electric power is off for a week or more, and if diesel fuel cannot be replen-
ished because the transportation infrastructure is also affected by Y2K, the phones
will go dead, as will the Internet and all the other networks that depend on the
telephone system. Thus for telecommunications to survive Y2K, it’s absolutely criti-
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cal that the electric power grid survive Y2K, and if it does not, it is critical that
fuel for generators be available where it is needed.

Note that if the power grid goes offline, the electric company will need commu-
nications to bring itself back online. Typically, it will rely on its own private commu-
nications network (again, with power supplied by temporary generators), but some
electric utilities it may be almost wholly dependent on the public telephone network.
Thus, there is a subtle and vicious cycle at work here. If power stays off so long
that the phone company runs out of diesel fuel, and the power company runs out
of fuel for the generators that power its own communications network (or it is de-
pendent on the telephone company), it may be impossible for either power or tele-
phones to be reactivated. Power needs communication to restart, and communication
needs power to work. Keeping fuel flowing for emergency generators should be a top
national priority.

Another way to break the cycle is to emplace photovoltaic renewable power sys-
tems at critical communications nodes. Because these systems convert sunlight to
electricity, they can provide virtually permanent, free electricity with no external
fuel requirement. From an engineering point of view, they are a good match for tele-
phone equipment because the direct-current (DC) energy they supply is perfect for
recharging the battery bank that is already in place at the equipment. From an eco-
nomic point of view, PV power is usually too expensive where cheap, reliable grid
power is available. But in developing nations where grid power is less stable than
in the United States, and even in the United States at sites that are remote and
difficult for repair crews to reach in an emergency, the promotion of PV power to
telecommunications sites for Y2K reliability (and for reliability in general) makes
sense.

6. OTHER ISSUES

Common natural disasters such as earthquakes, ice storms, and the like could
compound the Y2K crisis if they occur near January 1, 2000. The Leonid meteor
storms which occur in November 1998 and 1999 will be the most intense meteor
showers in 30 years, and there is a possibility that they will damage satellites.4
Man-made events like strikes, war, etc. would also cause our Y2K remediation ef-
forts to be spread thin.

Thinking that we will be so preoccupied with Y2K that we would not notice delib-
erate malicious intent, terrorists, hackers and other criminals might see Y2K as a
prime opportunity to attack pieces of our infrastructure. Or they might use Y2K-
induced infrastructure failures as cover for theft, arson, bombings, etc. We must be
watchful of such groups in the months leading up to Y2K and we must be especially
careful when monitoring the crisis as it occurs to discern deliberate intent. New,
automated indications and warnings mechanisms could be useful for this purpose,
and would continue to be useful after the Y2K crisis for monitoring deliberate sabo-
tage.

7. RECOMMENDATIONS

Run system tests that exercise as many components of the system as possible. A
little planned pain now, while we have the time and resources to fix problems, is
better than a lot of pain on January 1, 2000 when repair crews already have their
hands full.

Insist that all emergency response teams and public safety organizations evaluate
their Y2K status and upgrade immediately. Drill emergency response teams with
and without conventional telecom capability. Recent experiences suggest that well-
trained and well-drilled ER teams work much more efficiently than those that do
not drill.3 At the same time, drill the ER teams whose job is to fix the public tele-
communication systems themselves, and perform extensive scenario planning with
them. (Utility companies that don’t have ER teams must establish them.) Much like
the Pentagon stays prepared to fight two wars simultaneously, we should be pre-
pared to respond to widespread outages in at least two major infrastructures simul-
taneously.

Encourage private businesses—especially small-to-medium enterprises—to up-
grade their Y2K-sensitive equipment, including privately owned telecommunications
and Internet equipment. This effort must of course include smaller phone companies
and Internet Service Providers who are especially critical to overall telecommuni-
cations functionality.

Encourage other countries to upgrade their telecommunications networks and in-
deed all their infrastructures to Y2K compliance. Provide assistance where possible.

Ensure backup systems are in place and working, especially at the more critical
sites. Batteries should be fresh, generators maintained (and themselves checked for
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Y2K compliance), and plenty of fuel should be on hand. Allowing the stockpiling of
extra fuel for the Y2K emergency should be considered, even if it means suspending
environmental regulations to the contrary.

Keep oil wells, refineries, and fuel trucks running. They are critical not just to
telecommunications, but to all the Y2K-impacted infrastructures.

Encourage solar-powered backups for critical remote sites and foreign telecom sys-
tems where grid power is spotty anyway.

Install indications and warnings (I&W) systems at critical sites to detect mali-
cious sabotage and monitor Y2K cascade failures.

Finally, there are legitimate national security concerns that make it necessary for
the government to have access to detailed information about the nation’s tele-
communications infrastructure, for Y2K preparedness as well as other threats. We
must encourage the telecommunications companies to supply data (under nondisclo-
sure agreement of course, and without fear of having the information used against
them in litigation), so that the government can continually evaluate the national se-
curity posture of its telecommunications networks.

CONCLUSIONS

Telecommunications is essential to our functioning as a nation, as are all the
other major infrastructures. The good news is that major telecommunications out-
ages resulting directly from Y2K are unlikely, at least in the United States. The bad
news is that Y2K has a good chance of disrupting accounting and billing at tele-
communications companies, and without a stable revenue stream, those companies
cannot stay in business. Also, telecommunications is deeply dependent on other in-
frastructures, which are much more likely to experience Y2K-induced failures. Pro-
viding adequate slack and backup in all the critical infrastructures will lessen the
duration of outages and minimize the ripple effect where one infrastructure takes
down another.

The most important thing to remember about the Y2K crisis is that people created
it and people will solve it. It is fundamentally a social problem, not a technological
one. Since it is too late to prevent all Y2K disruptions, the best way to prepare for
them is to fully disclose to the public what to expect and to practice scenarios with
the people who will be the first responders to the crisis.3 If those first responders
are prepared, and their families and personal infrastructures are secure, they will
be able to do their jobs and get our infrastructures back on line quickly, with a little
help from all the rest of us.
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